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Copyright Notice
Copyright 2002-2008 Huper Laboratories. All Rights Reserved.

This document may not, in whole or in part, be reproduced or transmitted in any form or by electronic,
mechanical, or optical means, including photocopying, recording, or storing in a retrieval system, or

translated into any language in any form without the prior written consent of Huper Laboratories.

Warranties

Huper Laboratories makes no warranties with respect to this documentation and disclaims any implied
warranties of merchantability and fitness for a particular purpose. Huper Laboratories shall not be liable
for any error or for incidental or consequential damages in connection with the furnishing, performance,
or use of this documentation or the examples herein. The information in this documentation is subject to

change without notice.

Software License
The software described in the documentation is furnished under a User License Agreement that is

included with the product. This Agreement specifies the permitted and prohibited uses of the product.

Trademarks

@huperLab™ ;g e huperVision logo are trademarks of Huper Laboratories. All other product
names mentioned in this documentation are for identification purposes only and remain the sole property

of their respective owners.
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Chapter 1
Introducing huperVision

The huperVision Surveillance System is the perfect security solution for the home and small
businesses, as well as for large sites such as schools, airport terminals, office and condominium
buildings, factories, and supermarkets. By installing the huperVision suite into the computer that is
connected with surveillance cameras including IP cameras, motion sensors, and alarm devices and that
will act as the DVR/Hybrid DVR/NVR server, you can monitor from this server both in- and outdoor
premises, and record intruder break-ins, suspicious packages left on- scene, thefts, and any other
abnormal activities on digital video. By using the client programs such as huperRemote, Remote
Viewer or huperRemote PDA, you would also be able to monitor surveillance video from a remote

computer or even a PDA.

The huperVision Surveillance System provides the following set of programs:

. Site Server
[Programs > huperVision > Site Server ]
Site Server is the main surveillance and digital recording program. Its user interface allows live
monitoring of up to 16 video cameras (such as CCTV, IP and PTZ video cameras) and 16 sensor
units, and provides event detection/notification capabilities. You can set up Site Server to detect
events using Motion detection, Sensor detection, Missing/left object detection, Virtual fence
detection, Secure zone detection, etc. This program can also be configured to automatically record
detected events, trigger alarms, and/or send notifications (such as sending e-mail, dialing out to a
phone, etc.). You can have the same confguration options for all camera/sensor devices or specify

different settings for each device. See " Chapter 2 Site Server" for details.

= Record Player
[Programs > huperVision > Record Player]
Record Player allows you to search and view previously recorded surveillance video. You can
search for video records by specifying the camera number or the type of event (such as Motion
detection, Virtual fence detection, etc.). This innovative smart search and detection technology

saves you much time in locating certain video recordings from a huge database.



. Backup Scheduler
[Programs > huperVision > Backup Scheduler]

Backup Scheduler allows you to make backups of the recorded videos. You can initiate the backup
process manually, or configure this program to perform automatic backup onto the specified storage

locations. See "Chapter 4 Backup Server" for details.

. huperRemote
[Programs > huperRemote > huperRemote]
huperRemote is a specially designed client software that allows users to view remote video cameras
and record the video and audio from these cameras to the local computer. It also allows users to
download and view video recordings from remote DVR servers. Other features include scheduled
recording, remote PTZ camera control, weighted bandwidth assignment (for smoother viewing of
remote cameras), two-way voice communication, and remote live sound broadcast. See "Chapter 5

huperRemote" for details.

= Remote Viewer and Remote Record Player
[Programs > Remote Viewer HV > Remote Vier ] and [Programs > Remote Viewer HV > Remote
Record Player ]
Remote Viewer allows live video surveillance and recording in a remote computer via a Web browser.
Remote users that are granted sufficient rights will be able to monitor video cameras, control PTZ
cameras, record events on digital video, and play back recorded events, and talk to the DVR Site

Server. See "Chapter 6 Remote Viewer" for details.

Whereas Remote Record Player allows you to download a video recording from a remote DVR
server to your local computer, specify the date and time of the video recording to download after
downloading, you can play back the video recording using this same program. See "Chapter 7
Remote Record Player" for details.

. huperRemote PDA
huperRemote PDA is a client software that allows users to view remote video cameras and control
remote PTZ cameras right on the PDA. See "Chapter 8 huperRemote PDA" for details.

. List Server

List Server keeps track of the DVR servers that are connected on the network and maintains the user

account database. This program runs in the background. See "Chapter 9 List Server" for details.



e d—
L — - f
DA
Features
Site Server

. Multi-screen, High-Quality Video Display

1,4,6,7,9,10, 13, and 16 split-screen layout.
Supports full-screen view.

Excellent video display quality without trailing or 'ghost' effect.
Adjustable brightness, contrast, saturation, and hue for a clearer camera picture.

Visibility enhancement impressively enhances dark/nighttime video for better viewing.
Sharpness adjustment increases readability of blurred text or sharpens blurred images on the
camera video.

Noise reduction eliminates camera video noise, and also reduces noise in dark scenes or
nighttime environment.

Supports digital zoom for magnifying the live camera view.

Caption display on the split screens.

= Advanced Surveillance Features

Supports the integration of traditional security sensors and devices.

Device control support I/O devices up to 16 sensor inputs and 16 relay outputs.

Features an electronic map that lays out the location of video cameras, sensors and alarm
devices.

Advanced PTZ control functions include:

. Adjustable iris level, focus, pan speed, and tilt speed

Ll Auto-panning and auto-loop

= A joystick or keyboard can be used to control the PTZ camera.

Direct PTZ Control for monitoring and controlling high-end smart dome PTZ cameras.
Converse with a colleague or security guard who's in another location using the Talk feature.
Responds to events by notification or by sending signals to external devices such as alarms.
Task scheduling for video recording, motion detection, and event notification.

. Notiftation

Capture image snapshots when an event is detected and send e-mail notifcation with image
attachment. Time interval between snapshots can be set from 1 up to 5 seconds.

Event notification by phone, e-mail, fax, alarm, or flashing message.

Phone notification on video loss.

Trigger traditional alarm devices.

Auto-generate and send by e-mail reports that show information about detected events on a
daily, weekly, or monthly basis.

. Complete Digital Video and Audio Recording Features

Uses industry standard Motion-JPEG compression when recording video.

Also features Huper Laboratories' proprietary HM (MPEG4-like) compression that provides
near loss-less video quality and saves a great deal of disk space.

Features automatic adjustment of compression ratios based on scene complexity, and achieves
optimal quality and high compression ratio.

Supports up to D1 video resolution. Choose to record video in one of the following
resolutions:

NTSC: 320x240, 640x240, 640x480, 640x480 HD, 720x240, 720x480, 720x480 HD
PAL: 320x240, 640x240, 640x480, 640x480 HD, 720x288, 720x576, 720x576 HD



Object Tracking, Size Filtering, and Various Types of Detection Methods

Pre-event recording starts the video recording 1 up to 10 seconds prior to the time a detected
event occurred.

Adjustable recording quality and frame rate for each video camera.

Types of video recording include non-stop recording, non-stop smart recording, event
recording and time-lapse recording.

Record audio along with the video using a separate audio recording device for each camera.
Smart saving during recording. Site Server automatically determines the recording frame rate
based on the amount of movement. Lower frame rate is used for static video, and higher
frame rate for full motion video.

8 methods of detecting events: Motion detection, Sensor detection, Manual trigger, Missing
& left object detection, Virtual fence detection, Secure zone detection, Flow counting, and
Flame detection.

Supports signal tolerance, sensitivity adjustment, and eliminates prompt motion to avoid false
alarms.

Mask out insignificant areas to exclude them during detection.

Real-time object tracking of moving objects. Suspicious moving objects will be displayed with
a bounding box to highlight them on the screen.

Size filtering allows insignificant moving objects to be ignored to reduce false alarms. The
minimum and maximum size of objects to be filtered can be defined.

Stability and Productivity

Hardware watchdog restarts the DVR server automatically when system errors occur.
Timer for auto-restarting the DVR server. Start-up time can be adjusted.

Allows multiple drive and folder locations to be used for storing video recordings.
Recycles hard drive storage to keep fixed days of video recordings.

Keeps a log of DVR server activities, including log-on and log-off sessions, configuration
changes, motion event, alarm event, and more.

Keep the last 24 hours of events in the New Event Information log.

Double-click an entry in the event log to open the Event Player and view a recorded event.

Networking and Security

Local or centralized control of user account database.

Provides multiple levels of user ID and password protection.

Web server support allows users to remotely view/control video cameras and PTZ cameras via
a Web browser (through the Internet or dial-up connection) or on mobile phones.

Dynamic IP server support allows DVR servers to be assigned with dynamic IP addresses.
Users can view Webcam pages by choosing the site name at the Dynamic IP Server. All sites
posted at the Dynamic IP Server are protected by ID and password.

Video server support allows real-time video and audio streaming for users to remotely play
back video recordings.



Record Player

Video recordings are played in the original video size by default.

Zoom in during playback of video recordings.

Calendar highlights the dates that have video recordings.

Locate a video recording by specific date and camera.

Search through a video recording by time or type of event. 4 types of events: motion events,

missing & left object events, sensor events, or manually triggered events.

Smart search allows you to search only for motion changes, missing objects, or

unattended/suspicious objects on the video recording:

= Create profiles that contain your custom-defined settings for detecting motion or static
objects.

= Mask out insignificant areas to exclude them during detection.

. Real-time object tracking of moving objects. Suspicious moving objects will be displayed
with a bounding box to highlight them on the screen.

= Size filtering allows insignificant moving objects to be ignored to reduce false alarms.
The minimum and maximum size of objects to be filtered can be defned.

Use thumbnail or list mode to display search results.

Save a part of the video recording to an AVI or self-executable file. The self- executable file is

embedded with digital watermark and password for authentication and protection.

Capture images from a video recording and print or save.

Backup Scheduler

Select video cameras and perform manual backup of video recordings.
Specify a preset schedule for performing automatic back-up of video recordings.
Back-up database records event information.

huperRemote

Ll Multi-screen, High-Quality Video Display

Two program window sizes are available for the user interface: 1024x768 and 800x600. You
can choose the proper window size according to the display resolution you have set for your
monitor display.

Flexible split-screen display allows you to resize split screens and change their positions on the
user interface easily.

. Remote Monitoring and Recording

Connect to remote sites by the DVR site name or by camera groups.

Always display live video from all remote cameras, or display the camera video only when
events have been detected. Audio from the remote cameras can also be enabled.

Display at most 16 remote cameras from different DVR sites through your Internet
connection. Display camera video in full-screen, 1/4/9/16 split-screen, or in loop mode.
Meaningful icons are provided for you to easily identify PTZ cameras, CCTV cameras, event
recordings, continuous recordings, local recordings, and more.

Manually trigger an event to a remote DVR server to issue an immediate warning in the event
of an intrusion or abnormal situation.

Directly control remote PTZ/DOME cameras.

Allocate full bandwidth to a specific camera on-the-fly to increase the display frame rate.
Notify events by alarm sound.



Ll Remote desktop control. Remotely modify settings of remote DVR servers.

L] Event-only mode displays only remote cameras when there is an abnormal event taking place.

L] Real-time, full-duplex (two-way) voice communication for instant event handling. Transmit
voice and remotely receive live audio from the server sites.

= Live video and audio recording. Provides two recording modes: Non-stop recording and Event
recording.

= Scheduled recording: daily or weekly basis.

L] Recycle storage to either keep fixed days of video recordings on the local drive or to free up
disk space when hard disk space is almost full.

= Scheduler
- Set up specific day and time schedules for continuous recording of surveillance video from
remote cameras on your local drive.
L] Batch download video recordings.

= Playback of Surveillance Recordings

= Retrieve history records from a remote DVR site, and download or stream surveillance
recordings for playback on your local computer.

= Retrieve history records from a remote DVR site, and download or stream surveillance
recordings for playback on your local computer.

L] View at most 16 recordings simultaneously. Playback speed can be adjusted from 1/8X speed
to 128X speed.

= Download remote video recordings in batches.

= A Calendar window on the user interface clearly indicates which days of the month have
surveillance recordings.

L] Take a snapshot of video frames, then print them or save them in BMP or JPEG format.

Remote Viewer

L] Supports Internet or modem dial-up connection.

= 1,4, 9, and 16 split-screen layout and full-screen view on a Web browser.

L] Connect to multiple cameras from different DVR servers.

L] Control the DVR server desktop remotely.

= Allows remote configuration of multiple DVR servers over the Internet.

= Remotely control video cameras and PTZ cameras.

= Record surveillance video from remote cameras into the local hard drive.

= Preview live sound from remote video cameras over the Internet.

L] Two-way voice communication between the DVR Server and client.

L] Dynamic IP server support allows remote users to query the DVR server's IP address through
the Internet.

= Capture an image snapshot during playback and print the image.

Remote Record Player

L] Download video recordings from a DVR server and play back on a local computer.
= Zoom in or out while playing the downloaded recording.
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List Server

L] Keeps track of all DVR servers and provides centralized management of the user account
database.

Applications

. Monitoring the babies room, a sick family member or the elderly.

L] Home and community security: Notify security personnel in time by telephone when there is an
intrusion. Remote monitoring is also supported.

Ll Store or supermarket surveillance: Monitor whether or not there are unauthorized people trespassing
your warehouse through 24-hour or month-long recording.

= Office surveillance: Monitor entrance and exit to keep track of who goes in and out of your office.

= Automated bank machine and teller counter surveillance.

L] Department store surveillance: Monitor showcase counters, display counters, and visiting customers.

= Remote monitoring of each floor in a building. Centralize the monitored records in a secure place
through LAN.

L] Monitoring server rooms and factory machines for easier tracking of abnormal situations.

Ll Traffic flow

= Checking airport terminals for suspicious luggage that are left behind.

L] Monitoring stores and shopping malls for theft and shoplifting.

= Building and security checkpoint monitoring

= Inventory monitoring in warehouses.

L] Manufacturing process monitoring in industry sites

Ll Fire control.

Ll And much...

Note: The stability of the DVR system may be affected by the type or brand of motherboard and chipsets used.
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Site Server

Site Server is a digital video and audio surveillance and recording program. It allows up to 16 video
cameras, 16 audio input devices, and 16 sensors to be monitored simultaneously on the program screen.
For each camera, the motion detection feature and other methods of detection can be activated for tracking
and recording suspicious events. For the utmost security, round-the-clock, non-stop video recording can
also be enabled. As the administrator of your huperVision Surveillance System, you can also create
accounts for other users and give them access rights to Site Server and the other programs of your

huperVision system.

Launching the Site Server

Everytime you start your computer, Site Server automatically runs by itself. By default, Site Server will

allow any user to have access to the program. To restrict the program's access rights only to the local

Administrator account, click “ to open the Preferences dialog box, then click the User tab and select
the "Enable access control" option.

Preferences

General | Camera | Wiew I Dewcel Schedulel Audio | Metwork  User |
User ID I Frivilege Level | Camera | Autharity | Description
| dministrator Administrator 1,2,3,4,56 Monibor\rjg,F’TZ C.. Has hig_hest l..
] —————— T — ]
Add... | Delete | Modify... | Privilege Settings...
¥ Enable access control
@ Local Contral
" central Contral Settings... I
™ suto DYR login
Sethings. .. I
carcel_|




A message box then appears, informing you that there is no password yet for the local Administrator

account. Click OK.

The [Administrator] account has not been assigned a password yet. The remote desktop contral and the emergency login need
the local [Administrator] account with passward assigned. Please assign a password to your local [Administrator] account Far
security.

The Modify User dialog box then opens. Enter the desired password twice in the Password and Confirm

password text boxes, then click OK.

Modify Dser ]

User ID:

1 vz 3 = 4

Fs F& W7 Fa8
Figy dEiy EEi =2
= [Ealg TeEs ) =

Passwiord:

Aok

Confirm password:

AR

Privilege level:

Administrator _"J

Description:

Has highest level of provilege.

Canrel |

When access control is enabled, Site Server will, by default, run in logoff mode when the program is
launched. When Site Server is in logoff mode, the split screens on the program window will not show

any surveillance video and will appear as gray frames.

To logon to Site Server and have access to all of its functions, click “ A pop-up menu then opens.
Click Log In on the pop-up menu. The Site Server Login dialog box then opens. Type "Administrator" and

the password in the "User ID" and "Password" text boxes, then

Site Sexrver Login

User 1D !Administrator oK I
Password: I Cancel

Notes:
. You can add more user accounts to Site Server. (See "Creating and maintaining user accounts".)
. If there are several computers installed with Site Server and connected via LAN, use the List Server program to

manage and monitor the different Site Server systems. (See Chapter 9 for more information on the List Server.)



Introducing the Site Server Interface

When you have entered or logged into the Site Server program, the program goes into Live mode. In this

mode, you will be able to see live video from up to 16 cameras and monitor input/output devices (such as

sensors and alarms).

This Multi-screen Display
can have up to 16 split

screens to show live video
from different video camera.

This displays the current
date and time.

Click this button to minimize the
Site Server program window
onto the Windows Taskbar.

These are the video
recording (R), video
source (V), and event
detection (E) indicators.
If a video camera has
an associated audio
input device, an audio
icon is displayed
beside the video
source.

This is the Camera
Operation Panel.

This is the Power
button. Click this button
to close the Site Server
pragram.

These buttons allow Click to switch to
you to change how Map mode and
video cameras are create a graphical
displayed. layout that shows
the location where

video cameras,
sensors, and/or
alarm devices are

Click to enable/
disbale Diract
PTZ Control.

installed in the site,

10

This is the Camera
Panel that provides
Channel Selection
buttans,

Click to change batwean
Camera Panel and
Inputfoutput Device
Panel.




Split Screen buttons

These buttons set how many split screens are displayed on the program screen.

Toggle between Splits the Multi-screen
Full-screen and Display into 16 spiit screens.
Normal display

modes.

Splits the Multi-screen
Display into 9 split screens,

Display a split screan
in single view.

Splits the Mulli-screen
Display into 4 split screens,

When you click the Full Screen button ﬂ to change Site Server into Full Screen mode, only video

windows will be shown and the user interface controls will be hidden. To make the user interface controls

appear, press [ESC] or move the mouse near the lower side or the right side of the screen.

If Full Screen mode will be used, it is recommended to hide the Windows taskbar to prevent it from

covering the user interface controls.
Split Screens
Split screens show live video from the video cameras that are installed in the monitored site. On the split

screens, the video camera number, current date and time, etc. can be displayed. If video recording is

currently in progress, a "REC" indicator will also appear at the bottom right corner of the corresponding

screen.

In the Preferences dialeg box:
Choose what View tab. several video cameras
information to display can be assigned to be displayed
on split screens in the ina single split screen. Each
Captions dialog box. camera is displayed for a
(See "Caonfiguring specified time duration before
caption display switching to the next camera.
settings”™.) (See "Split screen settings

(View tab)".}

Note: Per split screen, the "REC" indicator will be displayed if and only if the caption display is enabled in the
Preferences dialog box: Camera tab and when the respective cameras are in video recording mode. (See

"Configuring caption display settings".)

11



Maximizing split screen size

If there are multiple split screens displayed, double-click a split screen if you want to maximize its size and
temporarily cover its three neighboring screens. How a split screen is maximized depends on the total
number of split screens that are currently displayed on the Site Server program window. For instance, if
there are 9 split screens displayed, double-clicking Camera 1 will enlarge it to occupy half of the program
window; double- clicking Camera 1 again will further enlarge it to occupy the entire program screen.

To restore a split screen back to its previous size, double-click on it again.

To restore enlarged split screens back to their normal size, right-click any of the split screens, then select

Reset Layout from the pop-up menu.
Changing split screen position

Drag a split screen and drop it to another split screen to exchange their positions.

Map button

Click the Map button to switch Site Server to Map mode. This mode shows a graphical layout of the site
being monitored, with clear indications on where the video cameras, sensors, and/or alarms are installed.

(See "Monitoring a Site in Map Mode" for details.)

Channel Selection Panel

By default, Video Camera buttons are displayed at the bottom of the Site Server program window. These

buttons allow you to display a split screen in single view.

If there are input/output devices such as sensors and alarms also connected, you can easily switch between

viewing video cameras and monitoring the input/output devices.

12
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Camera Panel

This panel provides camera buttons that are numbered in sequence and a Switcher button.

Ta monitor a video camera,
click its camera number. Click the Switcher
The screen then changes pbutton to change
into single view, displaying to the InputQutput
live video from the selected Device Panal,
camera.

Input/Output Device Panel

Input/Output Device Panel displays the status of connected sensors, alarms and other traditional security

devices.

The top row of light indicators shows
the connection status of input devices
such as sensors, A green light indicates
that the device is connected. A red light
indicates that the device has detected Click the Switcher button to
an event, change to the Camera Panel

dIIIIIIIIII I
A A A

The bottem row of light indicaters
shows the connection status of output
devices such as alarms, A green light
indicates that the device is connected.
A red light indicates that the device
has been triggered.
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Status Panel

The Status Panel displays four types of status information: Video Recording, Video Signal, Audio

Connection Icon, and Event Signal.

Video Recording Video Signal

Event Signal

Audio Connection Icon oh

-
>
o
4
-

_./
-
-
_.f
’
:'_P
v
:
~
o
©
-

Video Recording

"R" stands for video recording. When a light indicator appears green in color, it means that the video

recording function is enabled for the video camera.

Video Signal

"V" stands for video signal from cameras. When a light indicator appears green in color, it means that the
video camera is connected and turned on. When a light indicator appears red in color, it means that
connection to the video camera is lost.

Event Signal

"E" stands for event signal, which could have been activated by motion detection or by an input device

such as the sensor. The light indicator appears red in color when an event has been detected.
Note: Video/Audio recording features, video camera connections, audio channel connections, and input device

connections can all be enabled or disabled in the Preferences dialog box. (Refer to the section "Configuring the

Site Server" for details.)

14



Camera Operation Panel

The Camera Operation Panel allows you to switch between three different control panels: Motion

Detection Panel, Camera Adjustment Panel, and PTZ Camera Control Panel.

Click here to switch to the
Motion Detection Panel.

Click here to switch 1o the
Camera Adjustment Panel.

Click here to open the PTZ
Camera Control Panel.

Motion Detection Panel

The Motion Detection Panel allows you to manually start or stop motion detection. The Start and Stop
buttons are available only when the current camera’s motion detection function has not been configured to

be performed on a scheduled basis.

Click here to manually
start Motion Detection
for the current camera.

Click here to open the
Motion Detection
dialog box.where you
can specify what areas
o monitar for the
presence (or non-
presence) of motion.

Click here to manually
stop Motion Detection
for the current camera.

Click hera to return to the
Camera Operation Panel.

Note: Motion detection cannot be stopped if the recording method is set to Non-stop smart recording.

15



Camera Adjustment Panel

The Camera Adjustment Panel provides controls for adjusting the hue color, saturation, brightness,

and contrast of the camera video.

Brightness and Contrast Panel

Click here to switch to the
Hue and Saturation Panel,

Click here to set
brightness back to
the default setting,

Click here to set
conirast back to
the default setting,

Drag the slider tab up to
increase the brightness
level, or down to decrease
brightness.

Drag the slider tab up to
increase the contrast
level, or down to decrease
contrast.

Click here to switch to the
Camera Operation Panel.

Hue and Saturation Panel

Click here to swiich to the
Brightness and Coptrast Panel,

Click here to set
hue back to the
default setting,

Click here to set
saturation back to
the default setting.

Drag the slider tab up or
down to change the hue.

Drag the slider tab up to
increase the saturation
level, or down to decrease
saturation.

Click here to switch to the
Camera Operation Paneal.

Note: Hue adjustment is not available on PAL video cameras.

16




Other button controls

Enables two-way communication Launch Record Player
between Site Server and a remote when you can play back
client. For more details, see previously recorded events,
"The Talk button®.
Open a pop-up menu containing
options for logging on and off,
opening the Preferences dialog
box, and more. For more details,
see "The pop-up menu™.
The pop-up menu
Clicking the“ button opens the following pop-up menu:
Log Out...
Cperation Log...
Backup Scheduler. ..
Preferences. .
Lhont..

Log In/ Out Allows you to log on or off the Site Server.

Operation Log Opens a dialog box where you can see a list of operations that are logged by the
Site Server. For more details, see "Viewing logs and disk usage information" in
this chapter.

Backup Scheduler Launches Backup Scheduler where you can manually do a backup of video
records or schedule a daily backup. For more information, see Chapter 4.

Preferences Opens the Preferences dialog box where you can customize surveillance video
recording, smart detection, and more.

About Opens the About dialog box where you can see copyright and version

information about huperVision.

17



The Talk Button ¥

Site Server can be enabled to accept two-way communication request from a remote client site also
running the Remote Viewer program. Click the Talk button to open the Talk dialog box where you can

configure settings to enable two-way voice communication.

X
-Woice input:
o Device: Realtek AC97 Audio ;l
I
Yolume: g
Lo High
e ~\oice playback:
Device: Realtek AC97 Audio _'_l
L
Yolume: )
Lo High
CK | Cancel |

o Voice communication
o Voice input

o Voice playback

Select this option to activate the Talk feature of Site Server.

Displays the audio device used by your input device (e.g. microphone) to
capture your voice. You can also adjust the input device’s volume here. If
you have more than one audio device installed, select the device you
want to use from the drop-down menu.

Displays the audio device used by your playback device (e.g. speakers)
to play back the voice from your counterpart. You can also adjust the
playback device’s volume here. If you have more than one audio device

installed, select the device you want to use from the drop-down menu.

The Voice input and Voice playback audio devices that you select must not be occupied by another

device when using the Talk feature. Please check the Audio tab in Preferences to see if the audio device is

being used or not. See "Audio capturing device settings (Audio tab)" for details.

18



Operating PTZ Cameras

Use the PTZ Camera Control Panel to operate PTZ (Pan/Tilt/Zoom) cameras.

PTZ Control Panel

The PTZ Camera Control Panel provides four types of adjustment panels that allow you to customize and

operate PTZ cameras. Click ED open a pop-up menu where you can switch between these four

panels.

=
v Basic
advanced
auko
Cuskorn

Basic

Advanced

Auto

Custom

Switch to the Basic panel if you want to manually control camera panning, tilt
movements, and zooming.

The Advanced panel allows you to set the iris level and focus of a selected PTZ
camera as well as the camera's pan and tilt speed.

Switch to the Auto panel if you want to enable/disable the auto-panning or
auto-loop function. In this panel, you can define settings for these functions.
The Custom panel lists commands for operating the PTZ camera that you

have custom-defined in the Settings dialog
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Basic

This is the Pan and Tilt
control. Click one of the
four arrows buttons fo
adjust the camera angle
up, down, left, or right,
Click the "X button to
stop movement,

This is the zoom control.
Click the up arrow button
to zoom in, or the down
arrow button to zoom out.

Click this button to popup
menu and select preset
page starting location.

Click this button to open
the Settings dialog box.

Click this button to close
the PTZ Camera Contral
Panel.

If there are multiple PTZ
cameras, use these
buttons to select a PTZ
camera that you want o
adjust or customize,

The number buttons are
Preset buttons that let
you store up to eight
camera preset positions
per page. Click a preset
button and hold for 2
seconds to record the
current PTZ camera's
angle position.

Or, right-click the button
to specify a name and
record the current PTZ
camera's angle position
for the preset.

Click the left arrow button
to switch previous preset
page, or the right arrow
button to switch to next
preset page.
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Advanced

Click this button to close
the PTZ Camera Control
Panel.

There are the Iris

adjustment controls. Click here to select a

PTZ camera that you
want to adjust or
customize.

There are the Focus

adjustment controls.
There are the Pan Speed
controls.

There are the Tilt Speed

contrals.

Click this button to popup
menu and select preset

page sfarting |ocation, Click the left arrow button
to switch previous presat
page, or the right arrow
Click this button to open button to switch to next
the Settings dialog box. preset page.
Iris controls

The iris lens of a PTZ camera controls the amount of light that enters the camera. These are the Iris

adjustment controls:

Decrease Iris:

Click this button to make
the lens opening smaller
and reduce the amount of

Auto-iris:

Click this button to set the
camera to automatically
let in more light when the

light that enters the monitored area is dark or
camera. When less light Increase Iris: less lightwhen the area is
enters the camera, the Click this button to open the bright.

video will be darker or may lens wider and allow more

appear underaxposed, light to enter the camera.

When more light enters the
camera, the video will be
brighter or may appear
overaxposad,
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Focus controls

Use the Focus controls to set the focus distance.

Auto-focus:
Click this button io set the
focus distance auto-

Near Focus:
Click this button to focus at
the area that is nearer from

camera. matically.
Click repeatedly if you want
fo set the focus at the Far Focus:
nearest possible distance. Click this button to focus at
the area that is farther from
camera.
Click repeatedly if you want
to set the focus at the
farthest possible distance,

Pan Speed controls

Use the Pan Speed controls to set the speed for turning the PTZ camera.

Normal Speed

Decrease Speed

Increase Speed

Tilt Speed controls

Use the Tilt Speed controls to set the speed for adjusting the angle of the PTZ camera.

Decrease Speed Normal Speed

Increase Speed
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Auto

Click here to enable or
disable aute-looping.

Enter the position number
of PTZ camera to be
looped (separated by a
commayl.

Click this button to close
the PTZ Camera Control
Panel.

Click here to select a
PTZ camera that you
want to adjust or
customize.

Enter the pause duraiion
(in number of secanfs)

Click here to enable or

for displaying each disable auto-panning.
position,

There are the Auto-Pan
There are the Auto-Fan Position controls.
Speed controls.

Click this button fo reset
the hardware seitings of
the PTZ camera. (Not all
PTZ camera devices
support the reset
funwvetion. )

Click this button to popup
menu and select preset
page starting location.

Click the left arrow button
to switch previous preset
page, or the right arrow
button to switch to next
preset page.

Click this button to open
the Settings dialog box.

Auto-Pan Position controls

Use these buttons to set the two camera positions for auto-panning.

Set Left Position: Set Right Position:
Adjust the camera angle, —W Adjust the camera angle,
then click this button and then click this button and
hald for 2 seconds to set | hold for 2 seconds to set
it as the left pan position, it as the right pan position.
Or, right-click the button Switch Left and Right: QOr, right-click the button
to specify a name and Auto-pan has two navigation to specify a name and
set the current camera tours along different sides set the current camera
angle for the presat, of the circumference. Click angle for the preset,

this buttan to switch

between one another.
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Auto-Pan Speed controls

Use these buttons to set the speed for auto-panning the PTZ camera.

Decrease Speed v il e Normal Speed

Increase Speed

Custom

Click this button to close
the PTZ Camera Contraol
Panel.

Click a button to execute
a custom command.

Click this button to popup

menu and select preset

page sfarting |ocation, Click the left arrow button
to switch previous preset
page, or the right arrow

Click this button to open button to switch to next

the Settings dialog box. preset page.
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Settings dialog box

The Settings dialog box allows you to activate/deactivate PTZ cameras and define advanced settings for

these cameras.

PTZ Device
Settings 3
PTZ Device | Taystick | Keyboard | Custom |

COM Port Address Device Type ~

o——F £ 1 x| Jo | [Pelea T, 4300hps (PelcoD) <@
=R =] ~| [22E1RCH 2|
e wezofz x| |z | |Liin PIH-7000/7600 =]
CAC T ~ [o \ | [Pelca P, 4800tps =l
e o3 Eal| | E2| Zl
[_iEoE k2] | K|
° Lt E2[ ] =] =
ey = 2| ] E|
IEjc] Bl B[ £l
S| = = E2|
=icaa] E2 (]| =[] |
f= Gl Faf | Ea| | E
| Fal | E2 | Zl
EfE ] =L =1 5]
R 2|1 =] =
el I Ez )| E|
_Cawel_|

o Video Input Ports
(C1-C16)

© comPort

e Address

o Device Type

These indicate the total number of video input ports that are available in
your capture card. For instance, if C1 to C4 are enabled and the remaining
numbers are grayed out, this means that your capture card is only equipped

with 4 video input ports.

If you have PTZ cameras, you need to select which video input ports of the
capture card the cameras' video cables are plugged into. If you select the
incorrect check boxes, you will not have access to the PTZ cameras.

Select the proper COM port on the Site Server computer where a PTZ
camera's control cable is connected to.

If there are multiple interconnected PTZ cameras that share the same COM
port, specify each PTZ camera's address ID.

Note: The address ID is set on the PTZ camera device, and must be unique
for each device.

Select the brand/model name of the PTZ camera.
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Joystick Device

Settings

PTZ Device  Joystick lKeybUani | Custom |
o— Joystick device: |Logitech(R) Precision(TM) + Control Panel I!
-Preset button
e 1: IEuﬂun ik 5 lButthE
7 |Ehmon2 5 lBuﬂDnE
2 |Eurhon3 7 iBumn?
4 iEut‘bDn4 g IButh:mE
-~ Zoom button
o o el | S
Out: iBuﬁnn 10 T:0
Sop: I
Cangel

o Joystick device

o Control Panel

o Preset button

assignment

o Zoom button

assignment

o X:Y:

If the computer is installed with a joystick device, you can use the joystick to
control a PTZ camera. Select the joystick device from this drop-down list to
customize it

Click this button to open a Control Panel where you can test the selected
joystick device.

The numbers in this group box represent the eight preset camera angle
positions. You can assign different joystick buttons to each of these preset
positions.

Here, you can assign different joystick buttons for zooming in, zooming out,
and pausing camera zoom.

Displays the current coordinate position of the joystick movement.
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Keyboard

Seftings

PTZ Device | Joystick  Keyboard ic‘mml
-~ Movement
e Panleit [Left Pan right: [Right
Tiltup: |Up Tilt down: Iann
Stop: |End
-~ Zoom
[+ 5t |
Stop:  (Home
- Preset posibions
Preset1: |(Muml Preset 5: INumS
Preset2: [Wum 2 Presstfi: INumﬁ
Preset 3; [Wum 3 Presst7: INum'?
Presetd: [Wum d PresstB: [F11
Cancel

o Enable keyboard
operation
o Movement

o Zoom

o Preset positions

Select this option if you want to operate the PTZ camera through a
keyboard.

Assign the desired keys to use for controlling camera movement such as pan,
tilt, and pause. To assign, first click your mouse inside the text box, then press
the desired key. For instance, if you want Pan Left to be assigned with the Left
Arrow key, simply press this key in the provided text box.

Assign the desired keys to use for zooming in, zooming out, and pausing
camera zoom. Simply press the key you want to assign in the provided text
box.

The preset numbers in this group box represent the eight preset camera angle
positions. You can assign a different key to each of these preset positions by

simply pressing the desired key in the provided text box.
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Custom

This is where you can customize the buttons in the Custom panel and assign PTZ commands to each

button. You can define up to eight buttons.

Seftings

PTZ Device | Taystick | Keyboard  Custom |

—v L
-

[commend 1

0100070001

o—
(2
e_

=
ra

[
6
] i
rs

Cul

o Button number
o Button name

o Command

Select a number to customize a button.

Specify a descriptive name for each button, which will appear on the Custom
panel.

Enter the custom command in the provided text box. PTZ control
commands are hexadecimal strings, and different PTZ camera
manufacturers provide different sets of control commands. You can get the
control command list from the PTZ camera manufacturer or download from

the manufacturer's Web site.
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Direct PTZ Control

The Direct PTZ Control allows you to adjust camera angle position and zoom ratio on the video screen

directly. Click the button to enable/disable the On-screen PTZ Control mode. Before operating a
PTZ camera, click a PTZ camera split screen to select it fist.

Basic Operation

Basic operation is available to all PTZ cameras.

Pan/tilt Movement

The cursor changes to an up
arrow If it is close to the top
edge. Click to tilt up.

7. Camera 2 ' ZO05-01-12 13:24:55]

The cursor The cursor
changes to a left changes to a right
arrow if it is close arrow if it is close
fo the left edge, fo the right edge.
Click to pan to Click to pan to the
the left. right.

The cursor changes to an down

arrow if it is close to the bottom

edge. Click to filt down.

Wheel Zoom

Scroll the mouse wheel forward/backward to zoom in/out the PTZ camera.
Advanced Operation

Advanced operation is available to some advanced PTZ cameras.
Click to Move
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When you click a position on the PTZ camera video screen, the PTZ camera adjusts its angle position

automatically and moves the clicked position to the center of the camera video screen.

Note: Because of the mechanical limitation of pan and tilt angle range, the clicked position might not be right at the

center of the camera video screen.

Drag to Move and Zoom

When you click and drag your mouse over an area on the PTZ camera video screen, the PTZ camera
adjusts its angle position automatically and moves that area to the center of camera video screen, and then

zooms in the area.

Note:

1. Advanced operation is available to the following dome cameras:
1.1 Dynacolor dome camera
www.dynacolor.com.tw/english

Model: 7725

1.2 Pelco dome camera Spectra |lI.

www.pelco.com
Model: Spectra lll SE and Spectra Il series
2. If the dome camera supports advanced operation, an icon @ will be displayed right beside its settings in the

Preferences dialog box - PTZ Device tab.

PTZ Device | Jaystick | Keyboard | Custom |

ZOM Port Address Dievice Twpe 0
W EE i = Jo = | [Peleo I, 4300bps (PelooDy) | @)
"
Auto-tracking

Auto-tracking is an innovative functionality that enables PTZ cameras to track moving objects on live video.
Right-click on a split screen, then on the pop-up menu that opens, click PTZ Auto Tracking. This opens

the Auto-tracking dialog box where you can set up how to track moving objects.

For more information about how to set up auto-tracking, see Appendix 9.
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Monitoring a Site in Map Mode

To create a graphical layout of the site being monitored, switch to Map mode. Map mode allows you to
load a picture of the entire site being monitored and insert device icons on the picture to indicate the
locations where video cameras, sensors, and/or alarm devices are installed in the site. This can help you
to instantly identify the location where detected events occurred and take immediate actions when

necessary.

To switch to Map mode, click . Then, click to switch to Map Edit mode and start creating a

map layout of the monitored site.

Creating a site map

To create a map layout in Map Edit mode, place the camera, sensor, and output device icons on the site

map according to their actual installed locations. See the figure next page for step- by-step instructions.

While you are adding camera icons onto the map, you may notice that their colors vary. Camera icons may

appear in one of these three colors:
HE[d  Ingray color, indicates that there is no video camera connected.
L 10| In light blue color, indicates that there is a video camera connected but the corresponding
camera icon has not yet been plotted on the site map.
In dark blue color, indicates that there is a video camera connected and the corresponding

camera icon has already been plotted on the site map.

While positioning an icon, you can remove an icon from the map by dragging that icon out of the map.

If you want to start all over and add icons to the map, cIic. This clears all icons from the map.
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When you are done positioning
icons, click this button to retumn
to Map mode.

| —

Click this button to load

\ the map's image file

, {in BMP format),
These are camera icons.
Drag them onta the map, | | %
and drop each of them to F
the installed location of Type in a name
each camera, for the map.

o Thase are sensor icons. o Click this button if you want to
Drag them onto the map, remove all camera and device
and drop each of them to icons from the map.
tha installed location of
each sensor,

= e Click this butfon to switch to
output device icons.

Drag the output device
icons onto the map, and
drop each of them to the
installed location of each
device.

Click this button to switch to
SeNsor icons.
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Viewing the site map

Once the site map is complete, you will be able to easily pinpoint locations where detected events occurred

by watching out for flashing icons on the site map.

Whether it is a video camera, sensor or output device that has been triggered by an event, its
corresponding icon on the map flashes. You can double-click on the camera icon to switch to single view

and see what is happening live at the site.

Double-click a flashing
camera icon to display
the cooresponding video
camera in single view,

Click this button to switch to Map Edit Mode
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Configuring the Site Server

Click “ on the Site Server program to open the Preferences dialog box and choose which video
cameras and sensors to monitor, enable/disable output devices (such as alarms), and set up Site Server to

perform motion detection, digital video recording, scheduled surveillance, and other tasks.
The succeeding sections explain how to configure settings in the Preferences dialog box.

General settings (General tab)

Click the General tab in the Preferences dialog box to configure the following settings:

Preferences &l
General |Camera ! Wiew | Device | Schedule l audio | Tetwark l User |
o——Site narme: !@ ¥ allow remote access o
~Storage for surveillance video recordings:
Mo l Laocation ! Allocated Re.., | Used Record .., | Fres Recard .., | Agsociab
i E\wideo_record 10.0G 1.2G B8.8G 1,2,3,¢
-] (I | il
Add.... Cielete I Molify... i Allocated Recard Space: 10.0G
Used Recard Space: 126
o v Auto-recycle Settings. . I Free Record Space: 8.8G
o_—l' always display original video resolution Reparts,.. | Date & Time... I o
0_,——|'~7 Auto-restart maching after Settings. .. | o
|—-—|7 Auto Windows Login Settings...
Ternp folder:
@——|C:\DOCUME~1\Walt\ai\LOCALS~1\TEmp\ Browse...
carcel
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®

Site name

Allow remote access

Storage for surveillance video
recordings

Auto-recycle

Always display original video
resolution

Reports

Date & Time

Auto-restart machine after

Settings...

1 (1..20) days

Time:

IF'M 1100 = T ok I

Auto Windows Login

e

Auto Windows Login.

User Name:

waltlai

Password:

Domain Name:

HUPERLAB-WALT

Temp folder

ey

LR ks
P iw

e

rf/
4

P

Type in a name for identifying the monitored site (for
instance, the location name).

Select this option if you want to enable other users to
remotely monitor the site from Internet, Intranet or direct
modem connection.

Allocate disk drives and folders for saving digitally recorded
videos.

Select this option to automatically delete old recordings to
free up disk space. See "Auto recycling disk storage space" for
details.

Select this option if you want to speed up the video display.

Generate and e-mail reports about detected events periodically
- in a daily, weekly, or monthly basis. (See "Scheduling
reports" for more details.)

Specify the current date and time.

Select this option to enable the Site Server computer to be

restarted after a specified length of time.

Click Settings to specify the number of days to elapse as well
as the startup time.

Select this option to log into Windows automatically when
the DVR server is booted or restarted. To be able to do so, you
need to click Settings and specify the valid user name and

password as well as the domain name for login.

This folder stores temporary files generated by the Windows
system and the Site Server program. You can use the default

folder, or click Browse to choose another folder.
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Assigning disk storage

To digitally record live video, disk storage needs to be allocated for saving the recordings.

To assign disk storage for storing video recordings:

1. Create a "Data" folder at each hard drive where your video recordings will be stored.
2. Click “ to open the “Preferences” dialog box.
3. Click the General tab.
4. Click the Add button to open the Add Storage dialog box. (See "Add Storage dialog box" on the next
page.)
5. Click the Browse button to select the "Data" folder of a hard drive.
6.  Click the OK button to close the Add Storage dialog box.
7. The assigned hard drive and its data folder will then be displayed under the Storage for surveillance
video recordings list.
8.  Repeat steps 4 to 6 to add more data folders to be used for storing video recordings.
9.  Click the OK button in the Preferences dialog box to confirm and use the modifed settings.
Add Storage dialog box
Add Storage [X‘
— Location: | Fi'¢at erovee. |
Disk capacity: 146 GB
Free disk space! 129 GB

Al

— allocated record space: 129 —_:—I GB

~Cameras:

¥ Camera 1 ¥ Camera 2 ¥ Camera 3 ¥ Camera 4

v Camera s v Camera 6 v Camera 7 v Camera 8

¥ Camerad v Camera 10 v Camera 11 v Camera 12

¥ Camera 13 ¥ Camera 14 ¥ Camera 15 ¥ Camera 16

Select all Clear all

warning: Allocated record space must not be greater than the hard disk
capaciby

oK Canicel
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o Location

o Allocated record space

o Cameras

Modify Storage dialog box

Specify the folder location to use for saving recordings. To choose a

folder, click Browse.

Note: A root folder cannot be used to save recordings. Please create
a subfolder inside the root folder.

Specify the amount of disk space to allocate to the selected folder. If
you add a folder that is not in the storage list and it contains
previous video recordings, the default maximum record space is the
total file size of the video recordings inside the selected folder.

Select the checkboxes of the cameras whose recordings you want to
save to the selected folder. Click the Select All button to select all
checkboxes. Click the Clear All button to deselect all checkboxes

first before selecting the desired checkboxes.

To change the assignments of a folder, click on its item number, then click Modify and make your

changes in the Modify Storage dialog box.

Modify Storage

et |E Jideo_record

¥ Camera 13 ¥ Camera 14

Select all

-
Disk capacity: 146 GB
Free disk space! 135 GB
e— — allocated record space: llﬂ_::l GB
~Cameras:
e ¥ Camera 1 ¥ Camera 2 ¥ Camera 3 ¥ Camera 4
v Camera s v Camera 6 v Camera 7 v Camera 8
v Camera 9 v Camera 10 v Camera 11 v Camera 12

¥ Camera 15 ¥ Camera 16

Clear all

capaciby

0K

warning: Allocated record space must not be greater than the hard disk

Canicel
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o Location The folder location cannot be changed. (The only way to change
the folder is to delete it and add a new folder.)

o Allocated record space The allocated disk space can be increased or decreased.

o Cameras Camera assignments can be changed by selecting/deselecting
checkboxes.

Auto recycling disk storage space

Allocate as much disk space as necessary for saving digital recordings, but take note that video files are
large in size and may eat up disk space fast. When the "Auto-recycle" option is selected, Site Server
deletes old recordings and frees up disk space for reuse. Click the Settings button to open the Recycle

Settings dialog box and specify how to recycle used disk space.

Recycle Settings

o—— " Recycle video records that are older than 10 (1,,365) days

— (= Recycle if no free space is available! Cancel

o Recycle video records that  Select this option to automatically delete video records that are
are older than older than the specified number of days and use the freed storage
for saving new recordings. Enter the number of days to retain before
deleting old video records. It can be from 1 to 365 days.
o Recycle if no free space are  Select this option to automatically recycle disk storage when there
available is no more free space in the assigned storages for saving new

recordings.

A single recycling instance can free up 100MB for your record

storage.
Always display original video resolution
In some split screen layouts, videos may not appear in their original video dimensions and may be scaled to

fit into the split screens. Scaling is handled generally by the VGA display card's hardware acceleration

feature. If the VGA card does not support scaling, Windows resizes the video size through software scaling.
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However, software scaling uses more CPU power and is slower as compared to hardware scaling. To speed
up the display of video images using VGA cards that don't have scaling capabilities, disable scaling by
selecting the "Always display original video resolution" option. This is how Site Server displays video

when this option is selected:

= When displaying a single split screen in full-screen view, video screen resolution will be changed to
640x480. You must press [ESC] to switch back to normal split-screen mode.

= When displaying 4 split screens in full-screen view, the whole screen resolution will be changed to
640x480 and each of the four split screens will be displayed in 320x240 resolution. You must
press [ESC] to switch back to normal split-screen mode.

= When displaying 9 split screens in full-screen view, keep the video screen resolution in 1024x768 and
display each camera window in 320x240. This keeps the 9 split screens close to each other and
displays black borders between them. The 9 split screens occupy a 960x720 space at the center of the

display screen.

Setting the date and time

If the system's date and time are not configured correctly, click the Date & Time button to make proper

adjustments. This is crucial for Site Server to accurately record the date and time

Date and Time Properties

Date & Time | Time Zone | Internet Time |

Date Tirne

- IIECE

1z 3
4 5 5 7 5 B
1112 13 14 15 16 17
15 19 20 21 22 23 24
5 6 27 PR P9 a0 A1

1:25:55PM %
Current kime zone: Taipei Standard Time

o

Scheduling reports
Site Server can send by e-mail periodic reports that show information about detected events. Click the

Reports button to specify what types of events to include in the reports and to whom the reports will be

sent.
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Reporis

—| ¥ Daily report ¥ weekly report

v Monthly report |

- Ewents detected by!

't

Motion detection

Sensor detection

Marual

Missing & left object detection
Flame detection

Virtual fence detection
Secure zone detection

~E-mall
E-mail from: |1E5t@hUper\ab.mm
E-mail to: |huper@huper\ab.com

e_— Report Time: 23:59:59

=

OK I Cancel

Daily/Weekly/Monthly report

Events detected by

E-mail from

E-mail to

Report Time

Choose whether to send reports on a daily, weekly, or monthly
basis.

Select which events to include in the reports (that is, events
which have been detected by the different methods of event
detection such as Motion detection, Missing & left object
detection, Sensor detection, Manual trigger, etc.).

Specify the sender's e-mail address.

Specify the recipient's e-mail address. If there are multiple
recipients, separate each of their e-mail addresses with a
semicolon.

Choose the time of day when to send the report.
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Video camera settings (Camera tab)

Click the Camera tab in the Preferences dialog box to configure settings for up to 16 video cameras. Each
camera is identified by a camera number (C1 to C16). Click each camera button to set up options for a video

camera.

In each group box under the Camera tab, there is an Apply To

Camera zelection [?| i . i . .
— button. Click this button if you want the same settings in a

AL e de Jd group box to be applied to other video cameras as well. The

V5 Ve W7 W8
| = | B b e
i L e L2 o T D the video cameras to which the group box settings will be

Camera Selection dialog box will open where you can choose

applied.

Note: The settings and masks you specified in smart detection
methods cannot be applied to multiple selected cameras since each

camera has a different video scene.

Preferences &l

General Cafnera iView l Devi[ei Sthedu\ei Audio | MNetwark l User !

| |
o__| Gl s | ) ‘ ©4 ' &5 | ca | C7 ‘ CSJ @8 I'i"i,ll",?j}u | ﬁjf"',‘i\'»]t'i",w',",‘-‘:‘l|
! |

-~ Camera | Detect events by:

e ‘T“ Disconnect camera | [Amation detaction - | e
‘ Camera name: |Camera 1 T Sensor detection

| Manual trigger {press Enter)

| Privilege level: ]Remnte User 'l Missing & left object detection i
| Rt el rﬁ Wirtual fence detection
| 2 1 Secure zone detection i
|

AprlTa i s

~Video settings: ————————————————— | Settings. . Apply Ta...
e | ENTSC O PAL !
| Resolution: |20 % 240 | ||| e =
Notifications

External devices

FTP avent image
j =R oo e
‘ Apply To...

L ———— Settings... Apply Ta...
E Recording: - L
° | W Recording: [ Wide dynamic vision =
Resolution: 320 ¥ 240 T | ¥ Wide dynamic vision o
Frame rate: 30 B | Settings. . I Apply To.. ]

Compression settings. . i '[_

¥ Matify if video loss

©

IEvent Recording L’

‘ W Pre-svent recording ‘ SEHGET _l Apply To... I

‘ |5_' (1..10) sec, Apply To... Apply Al

|
s | |

Cancel I
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Camera buttons

Camera

Disconnect camera

Camera name

Privilege level

Priority level

Video settings

Resolution

Display captions

Recording

Detect events by

Respond to events by

Wide dynamic vision

Notify if video loss

Apply All

Each button corresponds to a video camera. Click a button to
configure settings for a video camera.

This group box provides general camera settings.

Select this option to disable the connection to a camera and stop all
tasks. Clear this option to re-establish camera connection.

Type in a name for identifying a video camera (for instance, the
location where the camera is installed).

Assign each camera with a privilege level to restrict unauthorized
users from viewing the camera. (Refer to the section "User
Accounts (User tab)" for details on the different privilege levels.)
The priority level determines which video camera will be given the
highest priority and displayed in single view when multiple
simultaneous events have been detected from several cameras. The
range for priority level is from 1 to 16, level 1 being the highest
priority.

This group box provides video display settings.

Choose the desired video resolution and video standard (NTSC or
PAL) to display live video.

Select this option if you want captions to be shown on the split
screen.

Specify the method of recording to use. It is possible to set the
recording resolution (smaller resolution) different from the value in
the Video settings group.

Select the methods to use for detecting events. See “Methods of
detecting events” for details.

Set up how Site Server will react to detected or manually triggered
events.

Select this option if you want to enhance the on- screen display of
live camera video. There are three types of enhancements that can
be adjusted: Visibility enhancement, Sharpness, and Noise
reduction.

Select this option if you want to be notified when there is a video
loss problem with the cameras.

Click this button to use the same camera settings (except for the

camera name) for all video cameras.
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Note: Basic de-interlace processing is applied to 640x480, 720x480 and 720x576 resolutions, whereas advanced
de-interlace processing is applied to the following high-definition resolutions: 640x480 HD, 720x480 HD
and 720x576 HD. Advanced de-interlacing improves the video quality in scenes that contain fine details,

however, it consumes more CPU power.
Configuring caption display settings

To display information (such as camera name, number, etc.) on the split screens, select the "Display
captions" option and click Settings. Then in the Captions dialog box, choose the information to be
displayed.

Captions.

o ¥ Camera number W Date Eanti l__o

(X

v Camera name W Time
s I Cancel
o Caption checkboxes Select the checkboxes of the information that needs to be displayed
on split screens.
o Font Click this button to select a font face, font size, and font style to

use for displaying captions.
Note: The selected font will be displayed in the actual font size only when the video dimension is set at 640x480. If,
for instance, 32-point is the selected font size and the video dimension is set at 320x240, font will be scaled

down to 16-point size.

When the "Display captions" option is enabled, a "REC" indicator will also be displayed on the split

screens when the respective cameras are in the progress of recording video.
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Digital recording

Select the "Enable recording” option to enable digital video recording. Choose the desired recording

method from the drop-down list.

~Recording:
¥ Recording;
Resolution: |32D ¥ 240 j
Frame rate: ISD j

Compression settings... |

MNon-stop Recording j

Hon-stop Becording
Mon-stop Smart Recording
Event Recording
Time-lapse Recording

There are 4 recording methods:

Non-stop Recording Allows round-the-clock digital recording.

Non-stop Smart Recording Records live events in full recording speed. If no event has been
detected, by default, the recording frame rate will be 1 frame per
second. If there is an event detected, details of the event will be
captured in full recording speed.

Event Recording Records only detected events. (See "Specifying the methods for

detecting events for details" on the different methods of detecting

events.)

~Recording:
¥ Recording;
Resolution: |32D ¥ 240 j
Frame rate: ISD j

Compression settings... |

|Event Recording ;‘

v Pre-event recording

|5_ (1..10) sec, Apply To,., |

If you select the Pre-event recording option, video recording can be

started before the detected event has actually occurred. You can

capture from 1 up to 10 seconds of video prior to the event.

Note: Enabling pre-event recording may increase the video recording size.
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Time-lapse Recording Records video with specified frame rate below 1 fps. The range can

be from 1 frame per second to 1 frame per day (86,400 seconds).

~Recording:
¥ Recording;
Resolution: |32D ¥ 240 j
Frame rate: |3D j

Compression settings... |

ITime—Iapse Recording ;l

|SD i’ {1..85400) sec.
Apply To,., |

Specifying compression settings

In the Recording group box, click the Compression settings button to define compression settings.

Compression settings

~Compression format:

 HW (MPEG4-like format)

Fast ;l
& H,264
IBeSt quality j

" Motion JPEG (MIPEG format)

)' | 70 (1..100)

Fair Good

Cancel | Default
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There are 3 compression methods:

HM

H.264

Motion JPEG

This is HuperLab’s proprietary format for compressing video data. It has three

levels of video quality you can choose from:

" Fast quality is the default. It offers the quickest recording speed and
moderate file sizes. However, it provides the least video quality.

" Good quality gives you moderate video quality and the smallest file sizes.
It offers moderate recording speed.

" Best quality offers the highest video quality. However, recording speed is

slow and recordings have extremely large file sizes.

Good quality
Best quality

This is H.264 format for compressing video data. It has five levels of video

quality you can choose from:

" Fast quality is the default. It offers the quickest recording speed and
moderate file sizes. However, it provides the least video quality.

" Compact quality offers the same recording speed and file size as Fast
quality. It consumes more CPU power to increase compression ratio.

" Good quality gives you moderate video quality and the smallest file sizes.
It offers moderate recording speed.

" Better quality offers higher video quality. However, recording speed is
slower and recordings have larger file sizes.

" Best quality offers the highest video quality. However, recording speed is

slow and recordings have extremely large file sizes.

Compact
Good quality
Better quality
Best quality

This records video in Motion JPEG format. The video quality is adjustable,
ranging from value 1 to 100. The higher the value, the better is the video
quality.

* Motion JFEG (MIPEG format)

J I 70 (1.100)

Fair Goodd
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Methods of detecting events

Under the Detect events by group box, select the checkboxes of the methods to use for detecting events.

~Detect events by
Maotion detection Ll
Sensor detection ‘
Manual trigger (press Enter)
Missing & left object detection
Yirtual fence detection ‘
Secure zone detection
Flow counting

Floem A —dimam,

Settings... | Apply To,., |

[

There are 9 methods for detecting events:

Motion detection This allows video cameras to detect the presence of movement from
a sequence of consecutive video frames. Click Settings to open a
dialog box where you can adjust the sensitivity level, noise

tolerance, and more.

For more details, see "Motion detection" later in this chapter.

Sensor detection This allows sensors in the site to monitor and detect suspicious
activities. Click the Setting button to choose which sensors in the
site will be used for detection.
Note: The sensor names here cannot be modifed.

Manual trigger This allows you to manually monitor activities in the site. You can
press "Enter" to log and/or digitally record ongoing activities.
Note: Manual event duration is predefined in seconds.

Missing/left object detection This method detects for objects that have been taken out of the
scene, or detects for suspicious objects that have been left on the

scene.

For more details, see "Missing/left object detection” later in this

chapter.
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Virtual fence detection

Secure zone detection

Flow counting

Flame detection

People counting

Responding to events

This method detects for possible intrusions along a borderline. You
can specify one or more borderlines on a site where you want to

detect for suspicious people who trespass, or detect moving objects
that passed by in the wrong way (for example, vehicles that went in

the opposite direction in a one-way street).

For more details, see "Virtual fence detection” later in this chapter.
This method detects for intrusions in forbidden areas. You can
specify one or more areas where people or objects are not allowed to

enter.

For more details, see "Secure zone detection" later in this chapter.
This method counts the number of moving objects that pass by a
predefhed borderline. For more details, see "Flow counting” later in
this chapter.

This method detects for flames. For more details, see "Flame
detection" later in this chapter.

This method counts the number of moving people that pass by a
predefhed detection area. For more details, see "People counting”

later in this chapter.

Site Server can be configured to automatically respond to detected or manually triggered events. There are

four options:

~Respond to events by:

o Motifications
[External devices

e FTP evertt image
[IPTZ Camera to preset

Settings...

2]
—0

Apply To... |

o Notiftations

Select this option to enable Site Server to send out notifcations when
events have been auto-detected or manually triggered. Click the
Settings button to select the types of notiftations to send. (See the

next section, “Types of notifications” for more details.)
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o External devices

o FTP event image

o PTZ camera to preset

Types of notifications

Select this option to enable

Site Server to send out

signals to external devices

when events have been

auto-detected or manually

triggered. Click the Settings

button to choose which

external devices to send

signals to.

Note: The external device

names here cannot be modifed.

Select this option to allow uploading of sequences of snapshots to an
FTP server when an event has been detected.

Select this option to allow any fixed surveillance camera to move one
or more PTZ cameras to preset positions when there are motion

detected, sensor detected, or manually triggered events.

In the Notification dialog box, choose from the different types of notiftations by selecting some or all of

the checkboxes. For each selected type of notification, click its corresponding Options button to confgure

settings.

Notifications

|25304161

I~ Phone |

I~ Loop
¥ Flash message at local site

¥ Flash message at remate site

W Alarm |Dc|g Bark e

¥ Change to single view and delay for

3
|huper@huperlab.com , sales@huperlab.com Options. .. |
Optians. .. |
Options. .. |
Record Stop | Play |
|5 ﬂ sec,
Cancel |
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Send out an e-mail message. Configure the following settings to enable notification e-mails to be sent:

Email

E-mail

——Subject: I&C has 8E at 85

CAddress:

Sender: Itest@huperlab.com

huper@huperlab.com

sales@huperlab.com

sales@huperlab.com

[
Add I Delete | Modify I Test !

and BE the event type

Note:&S represents the site name,&C the camera name

©0 6

¥ Attach snapshot

Size: |160 x 112 'i pixel(s)
Murnber: |1 (1.8}

Interval: !1 (1..5)sec

Cancel

Subject

Sender
Address list

Add

Delete

Modify

Test

By default, the e-mail subject contains variables that will automatically
be replaced with the site name, camera name and event type. If you
want to specify your own e-mail subject, type your text in the provided
text box.

Specify the sender's e-mail address.

Shows the e-mail addresses that will receive the event notification. Click
on an e-mail address to select it for deletion or modiftation.

Enter the e-mail address of a recipient in the blank feld above this button,
then click this button to add the e-mail address to the Address list.
Click this button to remove the selected e-mail address from the address
list.

To modify an e-mail address, first select that e-mail address in the
address list, then make the changes in the edit box at the bottom. Click
the Modify button to update the e-mail address.

Click this button to test sending an email.
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Send out a fax message. Configure the following settings to send fax:

Attach snapshot

Size

Number

Interval

Fax

N ey
L Wyl
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P

Select this option to include one or more snapshots of a detected event
as email attachment.

Set the image dimensions. Choose a larger size if the attachment is to be
sent to another computer. If the image is to be sent to a mobile device
such as a mobile phone, choose the appropriate size for the target device.
Set the number of snapshots to be attached. Maximum attachment can
be up to 6 images.

Set the time interval between snapshots. The interval can be from 1 up to

5 seconds.

Fax X
o__com b EE
2 gy [
—r®
e add | peiee | ity | e
o Com port Select one available Com port that connects to a modem device.
o Fax list Lists the fax numbers that will receive the event natification. Click on a
fax number to select it for deletion or modifcation.
o Add Enter the fax number in the blank field then click this button to add the
fax number to the Fax number list.
o Delete Click this button to remove the selected fax number from the fax
number list.
o Modify To modify a fax number, first select that number in the fax number list,

then make the changes in the edit box at the bottom. Click the Modify

button to update the fax number.
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= Phone

Notifies by phone and sends out a voice message. Configure the following settings to be able to dial out

and send voice messages.

Phone |§|
o Modern: |IC+ SEk External Data Fax Yoice Modem(YOICE support_v_l
Phane nurnber: 25594041

25504041

acd ‘J Delete |—| Modfy |
= Hello message: |—

!C \Program FilestHuper lab\huperVision'bin'prefi.: Browse. . Record...

- \Warning message:

iC \Program FilestHuper lab\huperVisionibintmainbe Browse... Record...

- Video loss message:

!C:\Program Files\Huper labvhupervisiontbintwhiste  Browse... Record..

600

799

i Cancel
Modem Select an available modem driver that has the voice support.
Phone list Lists the phone numbers that will receive the event notification. Click on

a phone number to select it for deletion or modiftation.

the number to the Phone number list.

telephone number list.

Add Enter the phone number in the blank field then click this button to add

Delete Click this button to remove the selected telephone number from the

Modify To modify a telephone number, first select that number in the telephone

number list, then make the changes in the edit box at the bottom. Click

the Modify button to update the telephone number.

G Hello message Select a wave file or click the Record button to record a hello message.

Note: The voice message should be recorded with at least PCM 8kHz, 16-bit mono audio format.
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o Warning message Select a wave file or click the Record button to record a warning
message. The hello message will be dispatched first, followed by the

warning message.

If the recipient of the message wants to skip the hello message and
directly listen to the warning message, he/she can press any key on the
phone.

e Video loss message Select a wave file or click the Record button to record a voice message
that will be sent in the event when there is a video loss problem. The hello

message will be dispatched first, followed by the video loss message.

If the recipient of the message wants to skip the hello message and
directly listen to the video loss message, he/she can press any key on the

phone.

Ll Alarm
Play an alarm sound. From the drop-down list, select from the available sounds, or select "Custom" and
then click Record to record your own alarm sound. To listen to a preview of your recorded sound, click

Play. You can also select the "Loop" option to sound the alarm until the event terminates.

= Flash message at local site
An "Event" indicator will be displayed if and only if the "Flash message at local site" checkbox is selected
in the Notification dialog box. A blinking "Event" indicator will be displayed on the bottom left corner of a

split screen on Site Server when an event is detected.

Ll Flash message at remote site
Display an "Event" indicator on the Remote Viewer interface of users who are remotely viewing your video
cameras from a Web browser. A blinking "Event" indicator will be displayed on the top, central portion of

a split screen on the Remote Viewer when an event is detected.

= Change to single view and delay for __ seconds
Switches the Site Server screen to single view to display live the camera from which an event has been
detected. Specify the duration (in number of seconds) for retaining the display in single view (after the

event occurs) before changing Site Server back to split-screen view.
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Uploading event snapshots to an FTP server

Select the FTP event image option under the Respond to events by group box in the Camera tab if you
want the Site Server to take snapshots when there is a motion detected, missing object or suspicious object
left on scene that is detected, sensor detected, or manually triggered event and then upload the images to
an FTP server. After selecting this option, click the Settings button to open the FTP event image dialog

box where you can specify the FTP server details and customize how snapshots should be taken.

FTP event images rzl

o—— FTP server IP address:
127001
Cancel
9 FTF server TCP port;
21
e—— Location:
I\upIDad
o— — User:
hiLper
o— f— Password:
***** |
o Event
Size |96 180 ~| Piels
Mumber: |1 (1.8)
Interwal: |1 (1.5) sec

FTP server IP address Specify the IP address (or URL) of the FTP server.

FTP server TCP port Specify the TCP port at which the FTP server is located. (By default,
this is port 21.)

Location Specify the directory path on the FTP server where event snapshots will
be uploaded to.

User Specify a valid user name that has write access rights and that will be

used to logon to the FTP server.

Password Enter a valid password for the specified user name.
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e Event image Specify how event snapshots are to be taken.

Size Set the image size. Available sizes include: 96 x 80, 112 x112, 128 x 96,
144 x 144,160 x 112, 176 x 144, 208 x192, 320 x 240, 352 x 240,
640 x 480, and 720 x 480.

Number Set the number of snapshots to be taken for each detected or manually
triggered event. Maximum number of snapshots can be up to 6
images.

Interval Set the time interval between snapshots. The interval can be from 1 up

to 5 seconds.

Notes:
. Event snapshots are saved in the temp folder that is specified in the General tab of the Preferences dialog box

before they are uploaded to the FTP server (or e-mailed).

= Event snapshots will be deleted from the temp folder after they have been uploaded to the FTP server (or
e-mailed).

= When FTP upload (or e-mail) fails, Site Server will try transmission again after fie minutes. At most, 48 tries
will be attempted (i.e., about 4 hours in total). If, after exceeding this maximum number of attempts, FTP
upload (or e-mail) is still unsuccessful, the images will be removed from the temp folder and the transmission
error will be recorded into the operation log. The About button will also appear in red as an indicator that an
error has occurred.

= The maximum number of event snapshots that can be stored in the temp folder is determined by the DVR
system at runtime. If the maximum allowable limit has been exceeded, older images will be removed

automatically to free up disk space for storing new event snapshots.
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Moving PTZ cameras during an event

Select the PTZ camera to preset option under the Respond to events by group box in the Camera tab if
you want any fixed surveillance camera to move PTZ cameras to preset positions when there are auto
detected events or manually triggered events. Click the Settings button to open the PTZ camera to preset

dialog box where you can choose one or more PTZ cameras to move as well as specify the preset positions

where to move them during an event and after the event has ended.

PTZ Camera to preset

FTZ Camera Preset Position During Event Preset Position after Event
Camera 1 FO1; None

FTZ Camera

|~

ICamEra 2 j
i Add.. Delete Modify...
i i ot et
-Time o stay .
If auto-loop/Auto-pan s enablad = ;i
 The period of event back to e route of auto-loop/a IPDl‘
* Fixed period Preset Position after Event
15 (5..300) sec [More =~

Cancel

Follow these steps to choose one or more PTZ cameras and select preset positions:

1. Click Add.

2. Inthe Add dialog box, first select the desired PTZ camera number from the PTZ camera
drop-down list. Then from the PTZ camera preset during event drop-down list, choose a preset
position where you want to move the PTZ camera during an event.

3.  If you want to move the PTZ camera to another position after the event has ended, select the
desired preset position from the PTZ camera preset after event drop-down list. If you select None,
the PTZ camera will stay at its current position when auto-loop or auto-pan mode is disabled.
When auto-loop or auto-pan mode is enabled, selecting None will resume the PTZ camera to
either of these two modes depending on which one of them is enabled.

4.  Click OK to return to the PTZ camera to preset dialog box.

To add more PTZ cameras, repeat steps 1 to 4. To change position settings of a PTZ camera, select
its camera number from the list then click Edit.

6.  Inthe Time to stay group box, you have two choices for setting the time length for letting the

PTZ camera stay at a preset position:
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= The period of event Select this option to keep the PTZ camera at the preset position
during the whole event. Sometimes, an event period might be as
short as 0 or 1 second (such as a motion event or video loss event).
Moving a PTZ camera to a preset position and staying there for
only 0 or 1 second is not relevant. Also, some PTZ cameras may
not be able to process multiple commands in such a short period of
time. In these cases, a minimum dwelling period of 2 seconds will
be set.

= Fixed period Select this option if you want to specify fked time duration. Enter

the desired duration in the provided text

Note: A fixed surveillance camera can drive one or more PTZ cameras at the same time. While a PTZ camera stays at
a designated preset position, it will reset the duration of this position and accept another request only at the
following conditions:

= The request is from the same fked camera.

= The request is from another fixed camera that has higher priority.

Video loss notification

Select the Notify if video loss option in the Camera tab if you want the Site Server to issue notifications

when there is camera video loss.

¥ MNotify if video loss

Settings... I Apply To...

After selecting this option, click the Apply To button and select which cameras that you want to monitor

for video loss problems.
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Click the Settings button to open the Video Loss Notification dialog box where you can choose the

desired types of notiftations: E-mail, Phone, and Alarm.

Yideo Lose Notification

v Ermail |huper@huperlab.c0m Option... |

¥ Phone  |25054041 Option, , |

¥ Alarm |DDg Bark j Recoder | Stop | Flay |

™ Loop

¥ PTZ Camera to preset

Options. .. |

For each type of notification that you selected, click the corresponding Options button to customize

notification settings. For details on how to customize, see "Types of notifcations" earlier in this chapter.

In the Video Loss Notification dialog box, you can also select the PTZ camera to preset checkbox if you
want the cameras that lost their video signal to move PTZ cameras to preset positions so that you can still
see live video. Underneath this checkbox, click the Options button to open the PTZ camera to preset
dialog box where you can choose the PTZ cameras that you want to move and specify preset positions for
these PTZ cameras. For details on how to do this, refer to the procedure in the section "Moving PTZ

cameras during an event".
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IP camera settings (Camera tab)

Click the Camera tab in the Preferences dialog box to configure settings for IP cameras if you have IP
license. Each IP camera is identified by a camera number (IPx). Click each camera button to set up options

for an IP camera.

Note: The starting channel number of IP camera depends on the total channel number of video

cameras.

Preferences

General Camera |View | Dievice | Schedule! Audio | Mebwork ! User |

| | T | T |
c1 | c2 | c3 | C4 1 €5 | Ca | c7 | ca |l IF2 IP10 IP1111P12 IF’ISEIPI‘I IP15EIP16
o__|IP Camera: |*192,159‘D,199;gg vll Setting...

o Camera buttons Each button corresponds to an IP camera. Click a button to
configure settings for an IP camera.

o IP camera list Lists the IP cameras that can be assigned. Select a camera from
list to .assign for this channel.

o Setting Click this button to configure the contents of IP camera list

including adding, deleting or modifying IP cameras.

Note: The * mark in front of IP address in the IP camera list means this IP camera has been assigned.
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Configuring IP camera settings

Click Setting button in the Preferences Camera page to pop-up IP camera dialog box.

IP camera r')_<|
IF camera list
IP Address Carera model Description Status o
*1092,168.0.193:80 HUMT - HLC-83 Usahle
*192,168.0,200:80 Efrovision - MYS Etro#1 Usable
192.168.0.144:80 WIVOTEK - IP7138 Usable
192.168.0.230:80 Etrovision - E¥3131 Usahle
192,168.0.250:80 REX - IPO034 Usable
192.168.0.90:20 AXIS - AXIS 207 Usable

Add..,

Maodify... Search |

—
oK | Caricel |

0000000

IP camera list
IP address
Camera model
Description
Status

Add

Delete

Modify

Search
Refresh status
OK

Cancel

List of available IP cameras displayed in the Preferences Camera page.
Used IP address for the camera.

IP camera model

Description text of I[P camera for display only.

Display camera connection status after refreshing status.

Pop-up dialog to add IP camera to the list manually.

Remove the selected IP camera from list.

Pop-up dialog to modify camera settings.

Search currently available IP cameras in the network.

Checking connection status of IP cameras in the list.

Update IP camera list and back to the Preferences Camera page.

Restore IP camera list and back to the Preferences Camera page.
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Add to IP camera list

In the IP camera dialog box, click the Add button to add IP camera manually into the list.

Add X
~MNetwork settng———————————— “Accountsetting———
o 1P address: Account: e
ilgz.nssu‘zao ladimin
HTTF Part; Password:
’Bui T

T~ anorymous

~Camera information——————————
e Camera madel: Advance setting: o
[ o detect - | Conrect... |

Description:

!Eh’ovision 1P Cam

Ok I Caricel

Network setting

IP address

HTTP port

Camera information

Camera model

Description
Account setting
Account
Password

Anonymous

Advance setting

Connect

Network related settings for connecting IP camera

IP address of added camera

HTTP port for connecting IP camera. Default value is 80.

Camera

Select camera model from the porting list. Default value is Auto detect.
Note: The connection may fail if choosing wrong camera model.
Description text of IP camera for display information only

Settings to login IP camera

User account to login IP camera

Account password to login IP camera

Check this option to login IP camera without account & password.
Note: Not every IP camera model supports this feature.

Advance features to adjust camera settings

Pop-up web page to setup camera in details.
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Modify IP camera configuration

In the IP camera dialog box, select an item from list and click the Modify button to modify the camera

configuration.
Modify [?|
~MNetwork setting————————————————— ~Account setting
1P address: Account:
|192.168.D.230 |adrmn
HTTF Port: Password:

ot ok

—

~Camera information

™ Anonyrous

Camera model: Advance setting:
|Etrovision - Evaooo Series  +| Conrect. . |
Description:

|EtrDV|S|Dn IF Cam

CkK, I Cancel

All the operations are the same as Adding IP camera. Please refer to " Add to IP camera list " for details.

Search IP camera

In the IP camera dialog box, click the Search button to search currently available IP cameras..

Search IP Camera

0% 100%
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After searching process, additional available IP cameras will be added in the IP camera list in RED text. Click
OK will add these available cameras to the list and can be selected in Preferences Camera page. Click Cancel

will restore IP camera list without change.

IF Address | Camera rmodal | Description Status
*#192,168.0.193:80 HUMNT - HLC-83Y

*192,168.0.200:80 Etrovigion - NVWS Etro#1

192,168.0.144:680 WIVOTER - IP7138

192,168.0.250:80 REX - IPOO34

192.168.0.230:80 Etrovision - E¥3131

192,168.0.90:20 AXIS - AXIS 207

Update status of IP camera list

In the IP camera dialog box, click the Refresh status button to update IP camera status in the list.

Check IF Camera

0% 100%

After updating status of IP camera, it will display current IP camera status as below::

IF Address | Camera rmodsl | Description | Status
192,168.0.198:80 HUNT - HLC-83% Usahle
192,168.0.144:80 WIVOTEK - [P7138 Usahle
192,168.0.200:20 Efrovision - NS Usable
192,168.0.250:20 REX - IPO0Z4 Usable
192.168.0.230:20 Etrovision - V3131 Usable
192,168.0.90:80 AXIS - AXIS 207 Usable
192,068,0.66:80 Etrovision - NYS Usable

IP Camera with black text Indicates that usable online IP cameras
IP Camera with gray text Indicates that unavailable offline IP cameras

IP Camera with red text Indicates that usable online IP camera (after searching IP cameras)
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Split screen settings (View tab)

Click the View tab in the Preferences dialog box to assign several video cameras per split screen. The assigned

video cameras will take turns, and each camera will be displayed for a specifed amount of time.

Preferences

o— t——Split screen layout:

General ] Camera View ]Dewcei Schedule 1 Audio ] Network ] User ]

]16 split screens :_I

Split screen 1 W Cameral

e Split screen 2

Split screen 3
Split screen 4
Split screen 5
Split screen &
Split screen 7
Split screen 8
Split screen 9
Split screen 10
Split screen 11
Split screen 12
Split screen 13
Split screen 14
Split screen 15

[~ Camera 5

I~ Camera 2 I~ camera 3 I Camera 4

I~ Camera6 ™ Camera 7 ™ Camera 8

I~ camera I~ Camiera I ame

Split screen 16 I~ Camera
Fga i =
o Time delay for switching cameras: S :::I Sec.
Cancel

o Split screen

9 Split screens list

o Camera assignments

o Time delay for switching

cameras

Choose a split screen layout on which to assign video cameras for
display. Select any of Site Server's preset layouts: Single View, 4
Split Screens, 9 Split Screens, or 16 Split Screens.

This lists the split screens that are displayed on a given screen
layout.

When you highlight a split screen number on the list at the left,
the right side of the dialog box shows the video cameras that are
currently assigned to that split screen. Assigned video cameras are

indicated by the selected checkboxes.

Select/clear checkboxes to change the assignment video cameras.
Per split screen, specify the time duration for displaying each of
the assigned video cameras. The duration can be set from 1

second up to 360 seconds.
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Input/Output device settings (Device tab)
Click the Device tab in the Preferences dialog box to select an 1/0 card and set up the connections to
security devices such as sensors and alarms. Under the Device tab, click the "Input" tab to configure
sensor devices, and click the "Output" tab to enable devices to receive signals from Site Server.

Configuring input devices (Input tab)

In the "Input" tab, at most 16 sensor devices can be enabled and customized. The following describes the

settings that can be customized.

Narme

|BTB7B—GP10—1|

Type

’t

G (T o -| Jo~s - loosooion =
¥ 2 |[rpumz no | [o~s - loocooioo T
% 3 [inpun3 o o] Jo=s o Jooioo:oo =
w4 |[rpung Mo +| Jows - loocooion
5 |[inpuos Mo -| [ows - loosooion
# 6 |[pums Mo -] fo~s E Jooion:on =
~ 7 |[inpu? o ~| [o~s ] fnimoimn =
78 |rpuns o - [o~s - loocooion E
=l | T o+ [i~5 -] [eoiooimm =
I~ 10 | [nputio MO z O~5 Z [aa} =
wo =] [oes o] [ooiooion =

o <] o5 o oo =

1O Z 0~5 Z [ooioo:mm =

o -] [pes =

o0 = [iae 2| e

& | linputie Rl e

e—— Scan interval: '-1—:1‘ S Test... | e

Cancel

o Device

o Enable/Disable checkboxes

o Scan interval

Select an 1/0 card from the drop-down list. Different I/O cards
have different number of analog input ports.

Select the checkboxes of sensors whose analog input will be
monitored. Or, clear the checkboxes to disable connections to the
SEensors.

Specify the interval (in seconds) for scanning input ports

periodically.
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o Name Specify the sensor name (for instance, the location where the
sensor is installed).

o Type Select an input type: NC (Normal Close) or NO (Normal Open).

G Gain Specify the sensor’s input voltage range.

o From/To Specify the time period for monitoring the sensor’s analog input.

e Test Click this button to open the "Sensor test" dialog box to view the

actual analog input voltage value.

The Sensor test dialog box allows you to check the connection
status of input devices. The sensor input type and the current
voltage value are displayed. You can try each input devices and
inspect the voltage to check if the connections between input

devices and Site Server are well connected.

Configuring output devices (Output tab)

In the "Output" tab, at most 16 output devices can be enabled and customized. The following describes

the settings that can be customized.

|BTB7B—GP10—}

Narne Type Gain Interval

’t

v 1 |foutputol Mo -] [50 1 =] e e
w2 |[oupumz no - [50 1 = Test |
w3 |[outpuns wo - [50 N ] |
¥ 4 |[outputnd no -] |so 1 -] ﬂl
w5 [forpms  [wo -] B0 It = st |
w6 |[outpums o -] [50 In = Test |
% 7 |loutpun? wo -] [50 1 = Test |
~ e |[outpuns vo -] [50 I = Test
s I 5 = ﬂ
|53 1 5 = Test
B F = T
o |3 = et
|58 [i g = Test
Jsa E 3 = Test |
5o I = ekt |

Cancel
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Device

Enable/Disable checkboxes

Name

Type

Gain

Interval

From/To
Test

Select an 1/0 card or 1/O box from the drop-down list. Different
I/0 cards or I/O boxes have different number of analog output
ports.

Select the checkboxes of devices to connect to, or clear the
checkboxes to disable connections to the devices.

Specify the output device name (for instance, the location where
the output device is installed).

Select an output type: NC (Normal Close) or NO (Normal
Open).

Specify the output voltage.

Specify the interval for sending the specifed output voltage to the
device.

Specify the valid time period for activating the output device.
Click this button to output the specified voltage to NO- type
devices and output 0 voltage to NC-type devices during the

specifed interval.
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Timed surveillance settings (Schedule tab)

Click the Schedule tab in the Preferences dialog box to set up a surveillance schedule for each video camera.

Timed surveillance can be scheduled in a daily, weekly, or monthly basis.

By Day
To set up a daily surveillance schedule for each video
Schedule list
camera:
Gararal | Camera | View | oven Screctn | afuse | tiemerrt | use |
. Lo [er = o|e ea|es|o|e] | | | (]

1. Choose a video camera by clicking the number iy

button that corresponds to that camera. ww:" = L
2. Select the "Enable scheduling” option. e e A
3.  From the "Type" drop-down list, select "By day". sy —||—4_ i = =
4.  Toadd a new schedule, click "Add". K
5. In the dialog box that opens, set a time schedule mgm_m# kv ik

for monitoring the camera and select the oot At e

checkboxes of tasks to be performed within the

scheduled time. (See next page for more details.)
6.  Repeat steps 1 to 5 to add more schedules. T

All created time schedules will be added to the

schedule list in the Schedule tab.

To select a schedule and view details, click its "Start Time" entry.
To delete a schedule, select it and click the Delete button.

To modify a schedule, select it and then click the Modify button.

8.  Repeat steps 1 to 7 to create daily schedules for other video

Note: Time segments that are not listed in the Schedule list will use the options set in the Preferences - Camera tab.
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Daily surveillance settings

Add

X

~Tascks:

Start time: 000000

Erd time: 23:59:59 #: H—
\

‘—I_ Disconnect camera
——v Enable recording

v Wide dynamic vision

Iv Motify if video loss

!NDn—sh:lp Recording

D
Settings... I ‘
[

Settings...
|

[-Respond t events by: -

- Dietect events by:

| Motifications

External devices

FTF event image

PTZ Carnera to preset

pere®

Motion detection

Sensor detection

Manual trigger (press Enter)
Missing 8 left object detection
Flarne detection

Yirtual fence detection

Secure zone detection
Cletas mmi wnbime

>

v

Settings. . Settings...
e I Prighiness _ I}-— iu ﬂ
I Contrast _ _j— 10 ﬂ Freview J
Ok l Cancel I

Start / End time

Disconnect camera

Enable recording

Wide dynamic vision

Notify if video loss

Respond to events by

Detect events by

Brightness / Contrast

Specify what time to monitor and detect events.

Select this option to disconnect the camera during the time
period specified by the "Start / End" time settings.

Select this option to enable digital recording during the
scheduled time period. Choose a recording method from the
drop-down list.

Select this option to enhance camera video quality. Click the
Settings button to make adjustments.

Select this option to be informed when certain cameras lose
their video signal. Click Settings to set up the type of
notification (by e-mail, phone, etc.).

Choose the methods for responding to detected or manually
triggered events.

Select one or more detection methods, then click the Settings
button to customize settings for each selected method.
Adjust the camera brightness and contrast if necessary. After
adjustment, you can click Preview to see how the camera
video appears. If the camera is currently in the process of
recording events, the preview result will appear on the

recording.
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Note: If you tweak brightness and contrast settings on the Camera Adjustment Panel of the Site Server interface while a

By Week

To make a weekly surveillance schedule for each video camera:
1.
2.
3.

ey
LRl
P iw
Vi

l‘!/
4

Py

scheduled task is enabled, your modified settings will be updated to the brightness and contrast settings of the
scheduled task. However, if the scheduled task is not configured with any brightness and contrast settings,

then your adjustments on the Camera Adjustment Panel will just affect the live camera display.

Choose a video camera by clicking the number button that corresponds to that camera.
Select the "Enable scheduling" option.
From the "Type" drop-down list, select "By week".

¥ Enable scheduling

Type: !E.y dary LI
By da

Start
i By manth

0000 ot P prm)= prm)—

By default, the weekday list shows Saturday and Sunday as the days off and the other days as
workdays. You may change the type of day for the days listed. For instance, to change Sunday to be a

special day, click "Sunday" and then select the "Special day" option.

¥ Enable scheduling

Type: |E'.y week j
\feek State
Sundary Day off Waretay 8
Maonday Work day
Tuesday wiork day " Day off Settings... |
\Wednesday Whork day
Thursday Waork day : :
T
Friday work day Special day Seftings... |
Saturday Day off
| ETTR— ]

You can create different surveillance schedules for work days, off days, and special days. Click the
"Settings" button beside each of the three options to set the surveillance schedule for each.

The procedure for setting the weekly surveillance schedule is just the same as that for setting the daily
surveillance.

Repeat steps 1 to 5 to create weekly schedules for other video cameras.
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By Month

To make a monthly surveillance schedule for each video camera:

1.

2
3.
4

Choose a video camera by clicking the number button that corresponds to that camera.
Select the "Enable scheduling" option.

From the "Type" drop-down list, select "By Month".

The calendar shows the current month, with the current day highlighted. Also, by default, Saturday

and Sunday are defined as the days off and the other days as workdays.

[ Enahle scheduling

* Work d
[« | May, 2008 [ » | i

Sun Mon Tue Wed Thu Fri Sat Settings... |
2% P8 RS =) 4 e 3

4 5 5 7 & @B 10 D
11 12 13 14 15 16 17 .

18 19 20 21 22 23 24 Zo
25 26 27 28 29 30 A etngs. .. |

1 2 2 @4 8 & 7

" Special day

Settings. .. |

You may change the type of day for any day of the month. Just click on a day in the month calendar,
then click the type of day ("Work day", "Day off", or "Special day") at the right.

To change the type of day in other months, move to the other months by clicking the arrow buttons
on top of the calendar. Do the process mentioned in step 4 to change the type of day for any day of
the month.

The procedure for setting the surveillance schedule for days of a given month is just the same

as that for setting the daily surveillance.



Audio capturing device settings (Audio tab)

Click the Audio tab in the Preferences dialog box to configure the settings for up to 16 audio devices.
Please be sure to associate video cameras and audio input devices according to their correct practical

deployment.

Preferences r;l

General | Camerai Wiew | Devicei Schedule  Audio !Network | User |

A6 | a7 | B

-~ Sound recording:

Al A2 | £3 | A4 | AS

A4 | 415

43 |.:\m} él;l’-l:l St

18

—— Device: Realtek 4097 Audio
| Audio name: iDewce o1 I [Dsennnee arels o
—— Compression: !ADPCM ;’
—— Volume: J
Low High

“C1 ey c3 o4 a5 6 {@iers (8
{gial=} .clo [gifeznts | gkei) 13 o4 el W ieln

’— Associated camera:

- Play live sound
a1 | 42 | 43 | 4 | b5 | b6 | a7 | A8 | &

- Sound playback:

? 9 999900

Device: lF ealtek ACO7 Audio ;l
Yolume: J
Low High
Cancel |
o Audio buttons Each button corresponds to an audio input device. Click a button to

configure settings for an audio recording device.

Device Displays the audio input device name.

Audio name Type in a name for identifying the audio recording from the audio input
device (for instance, the location where the audio recording device is
installed).

o Disconnect audio Select to stop recording audio from this particular audio input device.

Clear to reconnect to the audio input device.
o Compression This determines the recorded audio quality and the resulting file size.
Currently, only the Microsoft® ADPCM compression scheme is

available.
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\olume

Associated camera

Play live sound

Sound playback

Determines the record volume level of the audio input device. Use the
slider to adjust the volume level.

Each radio button corresponds to a video camera. Select a video camera
you want to associate with the audio input device (A1 to A16). You can
only associate one camera per audio recording device.

Each button corresponds to an audio input device. Click a button to
hear the audio when viewing the camera associated with the audio
recording device.

Displays the audio device used by your computer to play back audio
from the audio recording device. You can also adjust the playback
device’s volume here. If you have more than one audio device installed,

select the device you want to use from the drop-down menu.



Web Server and Video Server settings (Network tab)

In the Network tab of the Preferences dialog box, you can set up the Site Server computer as a Web Server
and a Video Server. When configured as a Web server, the system will allow remote users to view video
cameras remotely via a WWeb browser on a computer or mobile phone. Whereas, when configured as a

Video server, the system will allow video streaming across the Internet when remote users view the on-site

cameras.

Web Server

~ieh Server

—v Fixed IP Address

—v Enable Web Server

—Iv Enatble dynamic IP

211 .23 . 2 .100

Settings...

¥ Enable mobile phone remote watcthing

—_ S0xE4 pixels '!

Interval: |5 (1..60)sec

—TCP port:

|en

eRenT

o Enable Web Server

o Fixed IP address

o Enable dynamic |

=

Select this option to configure Site Server as a Web server. When acting
as a Web server, Site Server will allow remote access to its live video
cameras. Remote users can launch Microsoft Internet Explorer and type
in the IP address of the Site Server computer to download a four
split-screen Web page and remotely monitor the cameras via the
Internet.

If your computer is installed with two network cards and owns two IP
addresses, select this option and enter the IP address that you would like
to assign to the Web

Select this option if the Site Server uses a dynamic IP address (i.e., an IP
address that varies each time the computer connects to the Internet). Set

the dynamic IP options by clicking Settings.

The Site Server computer will report the current IP address to the
Dynamic IP Server. Remote users can use a Web browser to log into the
Dynamic IP Server and then connect to the Site Server computer and

remotely monitor the on-site video cameras.
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o Enable mobile phone

remote watching

© TcPport

Video Server

~Video Server

ey
R
W

P i

l‘!/
4

F

Select this option to allow remote users to monitor the on-site cameras
via a Web browser on their mobile phone. Set the appropriate Video
dimension for the target mobile phones and specify the Interval

between surveillances.

Note: Currently, only the following mobile phones are supported:
Docomo iMode phone, J-phone, and AU-phone.
Specify a TCP port number to be used by the Web server. The chosen

TCP port must not be unique and unused by other applications.

o—— Video dimension: |320x24D _'_]
— Video compression: |Fast quality j
a — Performance: Ji Il ﬁ
E Loy High
Video part:
Mo Frame rate Fault tolerance | TCP Port
1 12 Medium 18082
e 2 10 High 18083
Modify

G Video dimension

o Video compression

Specify a fixed video dimension for streaming video to remote

clients. Set this to the "Original video dimension” or "320 x 240".

When you set the dimension to "320 x 240"and the source video is
in "640 x 480" for instance, the video will be re-sampled to 320 x
240 first before it is streamed over the Internet.

Compressing video makes the video file size smaller and allows faster
video streaming. Choose one of the following compression methods:

"Fast quality", "Best quality", or "Good quality".

Note: Each compression method has its own GOP and QP settings
that are stored in the LiveTag.ini file under the program folder. After
you have chosen a compression method, its corresponding settings

will be updated to the Server.ini f le.
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e Performance

o Video port

The performance value represents the number of threads in a
multi-threading capable system that will be allocated for handling

video streaming operations.

For instance, if there are 16 video cameras connected to a Site Server
computer, allocating two threads to share the workload of streaming
the video from the cameras will provide a higher performance than
assigning only a single thread.

By default, two TCP ports are allocated to listen to video streaming
requests.

To define the settings for each TCP port, click Modify and set the following:

Set the number of retries when problems occur during video streaming. "Low"
represents 50 retries, "Medium" for 100 retries, and "High" for 200 retries.

Specify the maximum frame rate that the TCP port will use for video streaming.

Modify video port [z|
Yideo port NO.1
Fault tolerance: |Medium vI
Frame rate: |12
TCF port: |1EIDE=2
K, | Cancel
Fault tolerance
Frame rate
1 up to 30 fps can be set.
TCP port

Assign the desired TCP port number. Default TCP port numbers are 18082 for
video port 1 and 18083 for video port 2.
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Configuring dynamic IP settings

If the Site Server computer connects to the Internet using a dynamic IP address and you want remote
users to be able to locate it over the Internet, you need to configure the dynamic IP settings. Click Settings

to set the dynamic IP options.

Q- [eoen
9——Eerver 1P address: l127.n.n‘1
e——Us;er s = o |
o——F‘assword: I*\ Cancel
o TCP Port Specify the port of the dynamic Web server.
o Server IP address Specify the IP address of the dynamic Web server.
o User ID Specify a user ID for the person you will give authorization to have
access to your computer.
o Password Specify a password for the user ID.

It is strongly recommended that a user ID and password be defined when the Enable Dynamic

IP option is selected. By specifying a user ID and password, the Site Server computer will be more secure

and only personnel you have given authorization to will be able to access the computer.

Accessing the dynamic IP server site

After configuring the dynamic IP settings, the Site Server automatically registers the IP address, user ID and
password on the dynamic IP server. Remote users who want to monitor video cameras remotely on a

dynamic IP server must perform the following steps.



For remote users to view video cameras on the dynamic IP server:

1. Launch a Web browser such as Internet Explorer, then enter the dynamic IP server's URL in the

Address box.

2. Enter the user ID and password. If no user ID and password have been assigned, click the "Submit"

button.

Qe @ @6 Pue e @3- 5EH S
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| L]
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Dynamic IP-Server
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3.  Click the button that opens the page where the available VWWeb cameras that can be viewed are listed.

For example, click the “Web Cam List” button.

e
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Dynamic IP Server
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4.  Click a site name from the list to open the Web page of the corresponding server site.
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Fipvertes

e
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Seardh T ¢

Dynamic 1P Server
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=13
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5. Use the navigation controls on the Web page to monitor the on-site cameras.

>

[ &l oere

Notes:

. There is a free list server, www. dvr24h.com, that is available to the public.

= If the DVR system is in a LAN environment, you must set the router to forward port number 80 to the DVR

system. Otherwise, clicking the DVR link in the Dynamic IP Server will not allow users to reach the DVR

system.
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User accounts (User tab)

In the User tab of the Preferences dialog box, you can create and manage user accounts, add new privilege
levels, enable local or centralized control over Site Server, and enable automatic login access to the DVR

Server.

Note: Only user accounts with Administrator privilege level will have rights to access and change settings in the User

tab.
Preferences El
General | Cameral Wigw | Devi[e! Sthedu\e! Audio | Network  User I
o Usger 1D l Privilege Level | Carnera | Avthar ity | Description
Administrator Administrator 1,2,3,4,56,7,8 Monitaring,PTZ c...  Has highest [..
st | ook | warr. || _ Frviege Setrgs.,_| 3 )
o——l_ Enahle access confrol
& Local Control
o  Cenftral Control -SE&L‘
e——r Auto DVR login
Setings...
Cancel I
o User account list This list shows the current user accounts that have been added to

the Site Server. By default, an Administrator account is already
added.

o Add / Delete / Modify Click the corresponding button to create a new user account, delete
an existing account, or change the user password, privilege level and

other settings.

80



€© Frivilege Settings

o Enable access control

o Local / Central Control

© Auto DVRlogin

Click this button to open the Privilege Level dialog box where you
can add new privilege levels and assign allowed actions for each
level. No new privilege level can be higher than the "Administrator"
privilege.

Select this option if you want to restrict the Site Server program's
access rights only to users having the Administrator privilege. When
access control is enabled, Site Server (as well as the other programs)
will always prompt for the User ID and Password when the program
is launched. (See "Launching the Site Server" for more details.)
Select Local Control to maintain user accounts to be added and
managed locally on the Site Server. Otherwise, select Central
Control if you want all user accounts to be registered to the List
Server, which acts as a central server for maintaining user data for

all networked DVR systems.

Note: List Server can be installed and run at a separate computer or on the

DVR system.

Select this option if you want to allow only certain user accounts to

login to the Site Server.

Refer to the succeeding sections for more details on the above-mentioned settings.
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Creating and maintaining user accounts

To create a new user account:

1. Inthe User tab, click "Add". The Add User dialog box then appears.

Add Oser

User ID:

&

~Camera

;huper

Password;

M1 Mz Mz V4
¥5 W& M7 a8
T e e T
| Eatiois) ) G ] et it v

A Ak

Confirm password:

- Autharity
¥ Monitoring

¥ PTZ contral

ARk

Privilege level:

¥ Searching
¥ General setup

¥ User setup

!Admimstrahjr

rManager
Operator
Remote User

¥ Remote setup

¥ Backup

ihuper user

v Shutdown

=]

Cancel |

2. Entera"User ID", and enter the "Password" twice in the provided text boxes.

3. Select a "Privilege level" to assign to the user account. (See table next page for details.)

User

Privilege

Administrator

Highest level of privilege. A user who is assigned with an "Administrator"
privilege will be able to view all cameras, customize preference options, and

add/delete/modify user accounts.

Manager A user who is assigned with a "Manager" privilege can view cameras assigned
with "Manager", "Operator" or "Remote user" privilege, but does not have rights
to customize preference options.

Operator A user who is assigned an operator privilege:

. Can view cameras that were assigned with "Operator" or "Remote user"
privilege.

L] Does not have access rights to the User tab in the Preferences dialog box.

L] Does not have rights to modify preference settings of camera that were assigned

with "Administrator" or "Manager" privilege.

Remote user

A user who is assigned with a "Remote user" privilege can only view cameras that
were assigned with the same level of privilege remotely through a Web browser or

remote viewer tool.
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4.  Enter a textual "Description" about the user account.

In the Camera group box, select the surveillance cameras that this user account will be
permitted to have access.
If the privilege level assigned to this user account does not permit access to all cameras, the
restricted cameras will be grayed out and cannot be selected in the Camera group box.

6.  Inthe Authority group box, the permitted rights for performing certain actions will be selected
by default for the chosen privilege level. (For instance, if you assigned the Administrator level
in step 3, all rights will be selected. Whereas if you assigned the Remote User level, only

Monitoring and PTZ control will be selected and the others will be grayed out.)

If you want to exclude some rights, deselect their checkboxes.

Note: See the section, "Adding privilege levels", for details on the types of rights and the set of actions that can be

assigned to a privilege level.

To make changes to a user account:
1. Inthe User tab, select the user ID of the account that you want to modify.

2. Click "Modify", then make adjustments in the Modify User dialog box.
To delete a user account:

1. Inthe User tab, select the user ID of the account that you want to remove.
2. Click "Delete".
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Adding privilege levels

As mentioned in the previous section, there are four

default privilege levels: Administrator, Manager,

Operator, and Remote User. If you want to add ot Uese
more privilege levels and assign them with different
sets of actions, click the Privilege Settings button in

the User tab. This will open the Privilege Level

dialog box where you add, modify, delete, increase,

wd | oot | modny

or decrease privilege levels.

To create a new privilege level: e
1. Click "Add" to open the Add Privilege dialog B
box. iy
2. Enter a name for the new privilege level. ;m’m
3. Inthe Authority group box, select the ,-:::...
ol
checkboxes of those actions that you want to
assign to this privilege level. (See the table
below for details on each type of action.)

4.  Click "OK".

Authority Actions

Monitoring View live camera video either on the local site or remote site.

PTZ Control Control PTZ cameras. (Does not include rights to customize settings)

Searching Perform any action on video recordings except for backup. It allows access to the

Record Player, Remote Record Player, and huperRemote to play back video
recordings.

General Setup . Modify settings on the Preferences dialog box of Site Server. In the
Camera tab, only cameras that have lower or equal privilege levels to the
login user are allowed to do modiftations.

. Enable or disable detection on the Site Server.

L] Modify settings on the detection dialog boxes of Site Server.

] Modify settings on the PTZ Control Panel.

= Adjust the brightness, contrast, hue, and saturation settings for cameras on
the Site Server.

User Setup Add, delete, or modify user accounts in Preferences - User tab.
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Remote Setup Use remote desktop control.

Backup Run the Backup Scheduler program to modify settings and back up recordings.

Shutdown Close the DVR Site Server program

Auto DVR login

The Auto DVR login option, when selected, allows only certain user accounts to log into and access the

Site Server.

To allow a certain user account to have login access to Site Server:

1. First, create a user account by clicking the Add button in the User tab of the Preferences dialog box.

See the section "Creating and maintaining user accounts" for details on how to create a new user
account.
Select the Auto DVR login checkbox.

3. A message box then appears, reminding you that you need to specify the user account that will be
allowed to log into the Site Server. Click OK.

4.  The Auto DVR Login dialog box then appears. Enter the user ID and correct password twice, then

click OK. (You can also click Settings to open the Auto DVR Login dialog box.)

Central Control and Local Control

By default, the "Central Control" option is selected which allows user account information to be

registered in the centralized database of the List Server. (See Chapter 9 for more information.) With

this option selected, new user accounts that you create will be added to the List Server.

B o 4:29PM -

List Server

Aecount Ilnfunmﬁunl Preferences | Log |
Tser [D /. | Group | Description |
Administrator A dmdrdstrator Admdrdstrator
Mumber of users: 1 Add.. |  Delete | Modify..
CGroup | Mumber |
Adiministrator 1
Manager 0
Orperator a
Remote User 1}
Number of groups : 4
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List Server can be installed and ran on a separate computer on your local network. If you have this type of

set up, click Settings. The following dialog box will then be displayed:

List Server
TCP port: |1D24D
Server IP address: |12?.D.D.1

Specify the correct TCP port and TCP/IP address of the List Server computer in order for the Site Server

program to connect to the List Server computer and to register user account information on that

computer.

On the contrary, if you prefer the user account information to be added and maintained locally on the Site

Server, select the “Local Control” option.

Note: The default user account for List Server is:

User name: administrator, Password: system
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Motion detection

Motion detection allows video cameras to detect the presence of movement. Basically, Site Server detects
motion by comparing consecutive frames to see if there is any change between the frames. To enable this
function, select the "Motion detection" option in the Camera tab of the Preferences dialog box, then click
the Settings button to open the Motion Detection dialog box where you can set up what specific areas will
be detected for the presence of motion. In this dialog box, you can adjust settings such as sensitivity level,

noise tolerance, and more.

2
Note: If you clicked in the Camera Operation Panel, click to open the Motion Detection dialog box.

Marking areas to exclude from detection

The first thing you need to do is to mask out irrelevant areas that will not be included in motion detection.
Click @D to expand the Mask drawing Panel. This panel contains button controls which allow you

to mask out areas that will be excluded from detection.

H:e® (4]
EE Epp EmEe
me® T
soc | v B

Mask Drawing Panel

o Show mask Select this option to display a mask (i.e., a shield) on the
areas that will be excluded from detection.
9 Show tracking

block

Select this option to display a rectangular box on areas that

have been detected with motion.
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Add mask

Subtract mask

Drawing tools

Rectangular mask

Elliptical mask

Draw by Brush

Mask All

Clear Masks

Freeze Video

Close Mask

drawing Panel

Motion detection settings

Select this option to add a mask. Use the drawing tools to
draw the mask.

To add back parts from a masked-out area and include them
during detection, select this option. Use the drawing tools
to erase the mask.

Use one of the following drawing tools to draw masks:
Select this tool to draw a rectangular-shaped mask. Drag
your mouse over an area on the video to draw the mask.
Select this tool to draw an elliptical -shaped mask. Drag
your mouse over an area on the video to draw the mask.
Select this tool to draw a freeform-shaped mask. Drag the
slider to the right to have larger-size brush strokes, or drag
to the left to have smaller- size strokes. To draw the mask,
drag your mouse over an area on the video.

Click this button to mask out the whole video and then
switch to the Subtract-mask mode automatically.

Click this button to erase all the masks and then switch to
the Add-mask mode automatically.

Click this button to freeze the live video.

Click to close the Mask drawing Panel.

To customize motion detection settings, adjust the controls at the bottom of the Motion Detection dialog

box.

Sensitivity [1...10]:

MNoise tolerance (1...4):
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o Sensitivity

o Noise tolerance

o Shortest event duration

Event interval

Ignore smaller object

e Ignore larger object

Set the level of sensitivity to motion. Low sensitivity means that
minimal motion will be ignored, and that only dramatic changes
in movement will be detected. However, this may result in loss of
event. High sensitivity means that even the smallest movement
will be detected, but it could be a false event. Careful testing and
fine tuning of the sensitivity setting is recommended.

Set the tolerance level to noise. Moving elements on the video
whose pixel sizes are smaller than the specifed noise tolerance
level will be treated as video signal noise and will be ignored. This
can reduce the occurrence of falsely detected motion caused by
video signal noise in low illuminated environments.

Set the minimum time duration for each event. If the duration of
a detected event is shorter than the defned shortest event
duration, it will not be treated as an event.

Specify the minimum interval between motion events.

Select this option to filter out small objects (such as flashing stars
in the sky or distant street lamps) whose dimensions are smaller

than a specift size.

To measure a large object to be used as the basis, click the Get
button @EEP then drag your mouse around that object. Its
dimensions will then be displayed in the width and height boxes.
Select this option to filter out large moving objects (such as

moving vehicles) whose dimensions are larger than a specift size.
To measure a large object to be used as the basis, click the Get

button @ENP then drag your mouse around that object. Its

dimensions will then be displayed in the width and height boxes.
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Missing/left object detection

On a busy scene with lots of people and objects in motion such as in an airport or railway station, object
detection can be applied. For instance, baggage left on the scene for a long period of time will seem
suspicious, and you can use this function to track them. You can also use this function to detect if a static

object has been moved out of the scene (such as a wall painting that has been stolen).

To enable this function, select the "Missing/left object detection" option under the Detect events by
group box in the Camera tab of the Preferences dialog box, then click the Settings button to open the

Missing & left object detection dialog box where you can set up what areas to detect for objects.

Marking areas to exclude from detection

Just like in motion detection, the first thing you need to do in object detection is to mask out irrelevant
areas that will not be included in the detection process. Click D expand the Mask drawing
Panel that is on the right side of the dialog box. This panel contains button controls which allow you to
mask out areas that will be excluded from detection. (These button controls are similar to the ones in the

Motion Detection dialog box.)

Object detection settings

To customize object detection settings, adjust the controls at the bottom of the Missing & left object

detection dialog box.
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w Missing & left object detecthion

(e

@ Minimum halt duration

9 Sensitivity

o Ignore small object

o Ignore large object

 Gimn

riteria

Specify the minimum time duration when objects are expected to
remain on its location. If an object remains on its location longer
than the defined duration, it may be treated as a suspicious
object. If an object disappears from its location before the defined
duration has elapsed, it may be treated as a stolen object.

Set the sensitivity level for detecting missing objects or objects
that are left on the scene.

Select this option to exclude small objects whose dimensions are
smaller than a specific size. The way to measure an object size is
the same as in Motion detection's object size fltering.

Select this option to exclude large objects whose dimensions are
larger than a specific size. The way to measure an object size is the

same as in Motion detection's object size fltering.

Note: While Missing/left object detection is applied, the Sharpness level should be lower than 6.
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Virtual fence detection

Through Virtual fence detection, you can set up one or more borderlines on a site where possible
intrusions should be detected. You can also use this detection method to track moving objects that pass by

in the wrong direction.

Follow these steps to create borderlines and set up Virtual fence detection:

10.

Open the Preferences dialog box and click the Camera tab.

Select a camera for which you want to set up Virtual fence detection by clicking its camera number.
In the Detect events by group box, select the Virtual fence detection checkbox, then click the
Settings button. The Virtual Fence Detection dialog box appears.

Click to expand the drawing panel and reveal the complete button controls for setting
up borderlines.

Click to temporarily freeze the live video and make it easier for you to draw your
borderline.

Click a starting point on the video, drag your mouse to draw a borderline, and then release the
mouse when you reach the desired end point.

To skew the line, drag the end (yellow) point and adjust the line.

The starting point after drawing a boderline, it is
is indicated by a selected by default and is
red node, indicated by an orange color,
The line appears white in color
when it is not selected
The arrow appearing across
The starting point the middie of the line indiactes
is indicated by a the direction of mavement to
yellow node. be detected.

Use the other controls in the dialog box to give a name to the borderline, change the direction of
movement, etc. For more details, see "Virtual fence detection controls and settings".

Repeat steps 6 to 8 to draw more borderlines on the video. You can add up to a maximum of 5
borderlines per camera video.

Click the Apply button to apply the Virtual fence detection settings to the chosen

camera.

Note: Virtual fence detection will be activated 6 to 7 seconds after the detection settings have been applied.
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Virtual fence detection controls and settings

HE Virtual fence detection [E]

L Criteria

NEREIE 1 Il

EHewo

[ o

o Display Line g Select this option to display borderline indicators that will allow

you to see where on the camera video Virtual fence detection will

be applied.
o Show tracking Select this option to display a rectangular box around the
block detected objects that have crossed the borderlines.
o Line name This shows a default name given to a borderline. Each borderline

you created will be indicated by a sequential number in the line
name. You can change the line name by entering your desired

name in the text box.
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o Movement

direction

Delete line
Delete all lines
Freeze Video

Close drawing

panel

© 060 © ©

Event duration

@ Sensitivity

@  Select a borderline that you created, then click this button to set
the direction of object movement to be detected. There are three

directions of movement to choose from:

Left to Right Right to Left Bidirectional

Select an unwanted borderline on the video window then click

this button to delete it.

Click this button if you want to remove all borderlines and start
all over.

Click this button to freeze the live video.

L ><_J
L == ]
-

Click this button to close the drawing panel.

When a moving object crosses a borderline in the specified
direction, the line will repeatedly flash in red as an indication that
a Virtual fence detection event has occurred. You can set the
length of time that the line flashes by adjusting the Event

duration.

This value also determines the duration for event- related
operations such as event recording and playback.

Set the level of sensitivity to moving objects. Drag the slider to
the left if you want to set a lower sensitivity level or to the right to
set a higher sensitivity. High sensitivity means that even the
smallest movement will be detected, but it could be a false event.
Careful testing and fine tuning of the sensitivity setting is

recommended.
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Ignore smaller/

larger object

Reset

Apply
Cancel

Select these options to enable size fltering for moving objects.
You can specify what sizes of objects to ignore and exclude from

Virtual fence detection.

The way to set up object size fltering in Virtual fence detection is
just the same as in Motion detection. For details, see "Motion
detection settings" in this chapter.

Click to load back the default settings.

Click to apply the modifed settings.

Click this button if you change your mind and do not want to
apply the modifed settings. The Virtual fence detection dialog

box then closes and reuses the previous settings.
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Secure zone detection

Through Secure zone detection, you can specify one or more areas on a site that people are not allowed to
enter. You can also use Secure zone detection to detect whether there are objects that try to occupy

restricted zones, for instance, vehicles that are parked in forbidden places.

Follow these steps to mark areas and set up Secure zone detection:

1. Open the Preferences dialog box and click the Camera tab.

2. Select a camera for which you want to set up Secure zone detection by clicking its camera number.

3. Inthe Detect events by group box, select the Secure zone detection checkbox, then click the
Settings button. The Secure Zone Detection dialog box appears.

4. Click GRKED to expand the drawing panel and reveal the complete button controls for setting
up areas to be monitored.

5. Click “ to temporarily freeze the live video and make it easier for you to mark areas
on video.

6.  Click a starting point on the video, drag your mouse to draw a rectangular box over a forbidden area,
and then release the mouse when you have completely boxed the area. After drawing a box, it is by
default selected and appears in orange. A box appears in white when it is not selected.

1. Click a starting point on the video, drag your mouse to draw a rectangular box over a forbidden area,

and then release the mouse when you have completely boxed the area.

Note: To select a rectangular box that you created, click any of the sides of the box, or hold the [Alt] key and click the

marked area inside the box.

8.  Use the other controls in the dialog box to give a name to the rectangular box or delete it. For more
details, see "Secure zone detection controls and settings".

9.  Repeat steps 6 to 8 if you want to mark more areas with rectangular boxes. You can mark up to a
maximum of 5 areas per camera video.

10. Click the Apply button -« apply the detection settings to the chosen camera.
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Secure zone detection controls and settings

fﬁ Secure zone detection

o Display forbidden

area

9 Show tracking
block

Box name

Delete box

Delete all boxes

© 6 O

Freeze Video

e ] o [

Criteria

[area 0003 ]

FEX 1 | o

IKCHRE - KCHAE -

» &
I Y 1]

[EKTNEE o XN v

Select this option to display rectangular box indicators that will
allow you to see which areas on the camera video are marked
and will be applied with Secure zone detection.

Select this option to display a tracking box around the people
or objects that have been detected to have entered or occupied
the forbidden areas.

This shows a default name given to a rectangular box. Each
box you created will be indicated by a sequential number in the
box name. You can change the box name by entering your
desired name in the text box.

Select an unwanted box on the video window then click this
button to delete it.

Click this button if you want to remove all boxes and start all
over.

Click this button to freeze the live video.
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006

Close drawing
panel
Sensitivity and

Event duration

Ignore smaller/

larger object

Reset

Apply
Cancel

Click this button to close the drawing panel.

Set the level of sensitivity to objects, and set the duration for
displaying flashing boxes around marked areas when an
intrusion in these forbidden areas has been detected.

Select these options to enable size fltering for objects. You can
specify what sizes of objects to ignore and exclude from Secure
zone detection. The way to set up object size filtering in Secure

zone detection is just the same as in Motion detection.

For details, see "Motion detection settings" in this chapter.
Click to load back the default settings.

Click to apply the modifed settings.

Click this button if you change your mind and do not want to
apply the modifed settings. The Secure zone detection dialog

box then closes and reuses the previous settings.
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Flow counting

Just like Virtual fence detection, Flow counting allows you to specify borderlines on a site and detect for

moving objects that pass through these lines. The only difference is, the Flow counting method also counts

the number of objects that pass through the borderlines.

For each borderline, you can set the direction that you want to detect for moving objects. You can set the

direction to be Flow-in only, Flow-out only, or Bi-directional flow.

Flow counting can only be applied on cameras that have been set with either Non-stop Recording or

Non-stop Smart Recording.

Follow the steps below to create borderlines and set up Flow counting:

1.
2.
3.

Open the Preferences dialog box and click the Camera tab.

Select a camera for which you want to set up Flow counting by clicking its camera number.

In the Detect events by group box, select the Flow counting checkbox, then click the Settings
button. The Flow Counting dialog box appears.

Click KD to expand the drawing panel and reveal the complete button controls for setting
up borderlines.

Click “ to temporarily freeze the live video and make it easier for you to draw your
borderline.

Click a starting point on the video, drag your mouse to draw a borderline, and then release the
mouse when you reach the desired end point.

Enter a name for the borderline, see "Flow counting controls and settings".

To set the direction of the borderline, click ‘EEEa®. Keep on clicking this button until you
have set the direction that you want. A colored arrow will be displayed in the middle of the

borderline to indicate the selected direction:

Red arrow indicates Blue arrow indicates Bidirectional arrow
Flow-in Flow-out indicates both
Flow-in and Flow-out
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10.

11.

12.

13.

You can customize more settings in the dialog box. Refer to "Flow counting controls and settings"
for details.

Repeat steps 6 to 8 to draw another borderline on the video. You can add up to a maximum of 2
borderlines per camera video.

Select a borderline by clicking it. When selected, it appears orange in color. If you want to move a
borderline, drag it to the desired position. When a borderline is not selected, it appears white in
color.

You can test Flow counting on the borderlines that you created. Click to frst
unfreeze the live video, and then do your test by moving any object several times across the
borderlines on the video. You will see the counted numbers in the Line1 and Line2 text boxes.

Click the Apply button to apply your settings to the chosen camera.

Flow counting controls and settings

i’ﬁ Flow counting

H:0@® (O
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o Display Line

o Show tracking
block

o Line name

Movement direction

Delete line

Delete all lines

Freeze Video

Close drawing

panel

© 060 © ©

Line 1 (in vs. out)

@ Line2(invs. out)

0 Reset interval

@ Sensitivity

Select this option to display borderline indicators that will
allow you to see where Flow counting will be applied on the
camera video.

Select this option to display a rectangular box around the
detected objects that have crossed the borderlines.

This shows a default name given to a borderline. Each
borderline you created will be indicated by a sequential
number in the line name. You can change the line name by
entering your desired name in the text box.

Select a borderline that you created, then click this button to
set the direction of object movement to be detected. There
are three directions of movement that you can choose from:
Flow-in only, Flow-out only, or Bi-directional fow.

Select an unwanted borderline on the video window then
click this button to delete it.

Click this button if you want to remove all borderlines and
start all over.

Click this button to freeze the live video.

Click this button to close the drawing panel.

When you test Flow counting in the dialog box, the text
boxes here will show the number of detected objects that
passed through the first borderline. The left text box shows the
number of objects that flowed in, and the right text box shows
the number of objects that flowed out.

When you test Flow counting in the dialog box, the text
boxes here will show the number of detected objects that
passed through the second borderline. The left text box shows
the number of objects that flowed in, and the right text box
shows the number of objects that flowed out.

Set the interval between counter resets. For instance, if you
enter 60 minutes, the counter will reset to zero after every
hour.

Set the level of sensitivity to moving objects. Drag the slider
to the left if you want to set a lower sensitivity level or to the

right to set a higher sensitivity.
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BuperVision
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@ Ignore smaller/ Select these options to enable size fltering for moving objects.
larger object You can specify what sizes of objects to ignore and exclude

from detection. The way to set up object size filtering in Flow

counting is just the same as in Motion detection. For details,

see "Motion detection settings" in this chapter.

@ Restart fow «<» Click this button to reset the counters back to zero and start
counting new counting session.

@ Reset =W Click to load back the default settings.

@ Apply @ Click to apply the modifed settings.

@ Cancel @3 Click this button if you change your mind and do not want to

apply the modified settings. The Flow Counting dialog box

then closes and reuses the previous settings.
On a split screen that shows camera video that has been applied with Flow counting, you can right-click on

the split screen to open a pop-up menu. On the menu, click Reset Flow Counting when you want to

reset the counter back to zero.

Snapshot

Reset Lavout
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Flame detection

Flame detection sends immediate notifications when flames or fame-like flashes are detected.

Initially, a region or an object in a site that is suspected to be burning in flames or producing fame-like

flashes will be detected and marked with a yellow frame (see sample image below).

After the fame-like flashes are identified as true flames, the region or object of interest will then be marked

with a red frame.

To increase the accuracy of flame detection, a simple environment without too many scene changes is
recommended to apply the flame detection feature. Also, decrease the iris level of cameras to increase the

accuracy of fame detection.

Note: The camera might not be able to identify ordinary objects after the iris level is decreased.
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To apply Flame detection, select the "Flame detection" option under the Detect events by group box in

the Camera tab of the Preferences dialog box, then click the Settings button to open the Flame Detection

dialog box where you can set up how to detect for flames or fame- like flashes.

The Flame Detection dialog box

] Flame detection

o Show yellow
tracking block

9 Show tracking
block

o Expand drawing
panel

Criteria

._7 - f——

Select this option to display a yellow frame around suspected
flames or fame-like flashes.

Select this option to display a red frame box around areas or
objects that have been identifed to be burning in fames.

Click this button to expand the Mask-drawing Panel. This
panel contains button controls which allow you to mask out to
irrelevant areas that will not be included in the detection
process. (These button controls are similar to the ones in the
Motion Detection dialog box. For more information, see
"Marking areas to exclude from detection" earlier in this

chapter.)
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Shortest event

duration

Event interval

Noise tolerance

Sensitivity

Reset

Apply
Cancel

Set the minimum time duration for each event. If the
duration of a detected event is shorter than the defned

shortest event duration, it will not be treated as an event.
Specify the minimum interval between events.

Adjust the noise tolerance level to reduce false alarms caused by
video noises. The higher the tolerance level is, the less the
interference of video noises. However, the sensitivity level will
be reduced as well.

Set the level of sensitivity to fames. The higher the sensitivity
level is, the more sensitive the fame detection is.

Click this button to load back the default settings.

Click this button to apply the modifed settings.

Click this button if you change your mind and do not want to
apply the modified settings. The Flame Detection dialog box

then closes and reuses the previous settings.
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People Counting

Just like Flow counting detection, People counting allows you to specify a detection area and detect for
moving people that pass through the area. The only difference is, the Flow counting method counts the
number of objects that pass through the borderlines while People counting counts the number of persons

that pass through the detection area.

People counting will determine counting direction as left-right or up-down automatically according to location and
drawing shape of detection area. For each detection area, you can set the direction that you want to detect for
moving people. You can set the direction to be left to right (down to up), right to left (up to down), or

Bi-directional.

People counting can only be applied on cameras that have been set with either Non-stop Recording or

Non-stop Smart Recording.

Follow the steps below to create detection area and set up People counting:

1. Open the Preferences dialog box and click the Camera tab.

2. Select a camera for which you want to set up People counting by clicking its camera number.

3.  Inthe Detect events by group box, select the People counting checkbox, then click the Settings
button. The People counting dialog box appears.

4. Click GRKED to expand the drawing panel and reveal the complete button controls for setting
up detection area.

5. Click — to temporarily freeze the live video and make it easier for you to draw your
detection area.

6.  Click a starting point on the video, then drag your mouse to draw a detection area.
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7.

10.
11.

To set the counting direction of the detection area, click . Keep on clicking this
button until you have set the direction that you want. A colored arrow will be displayed in the

middle of the detection area to indicate the selected direction:

Red arrow indicates Blue arrow indicates Bidirectional arrow

counting people from counting people from indicates counting

right to left (down to up) left to right {up to down) people from right to
left & left to right
{up to down & down
to up)

You can customize more settings in the dialog box. Refer to "People counting controls and settings"
for details.

Click “ to remove detection area if you want to change the location of detection area.
Repeat steps 6 to 8 to draw another detection area on the video.

Click the Apply button to apply your settings to the chosen camera.

You can test People counting on the detection area that you created. Click “ to fst
unfreeze the live video, and then do your test by making people moving several times across the

detection area on the video. You will see the counted numbers in the detection area.
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£ People connting

o Display counting

area

Display object

Mask operation
Enable/disable
mask

Set masks

Clear all masks
Single person
size settings
Get parameters

automatically

People counting controls and settings

P ==

e —

Criteria

Select this option to display borderline indicators that will allow
you to see where People counting will be applied on the camera
video.

Select this option to display a rectangular box around the
detected objects that have crossed the borderlines.

Use the following options to complete mask area.

Select this option to display a mask (i.e., a shield) on the areas
that will be excluded from detection.

Select this button to switch to add mask mode. Dragging
mouse to add mask area..

Click this button to erase all the masks.

Use the options below to set single person size parameters of
detection.

Click this button to switch to automatic setting mode. It will
calculate the single person parameters with passengers in

the video.
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Get parameters

manually

Pixel amount
Counter length
Counting

direction

Delete detection
area

Freeze Video
Close drawing
panel

Running time

Count

Average per hour
Restart people
counting

Sensitivity

Overcount

Undercount

Reset

Statistics period

Apply
Cancel

“ Click this button to switch to manual setting mode.

Dragging rectangle in the video to set the single person
parameters.

Object area size

Object area counter length

Select detection area that you created, then click this button to
set the counting direction. There are two directions of
movement that you can choose from: right to left (down to up)
or left to right (up to down).

Click this button if you want to remove detection area and
start all over.

Click this button to freeze the live video.

Click this button to close the drawing panel.

The period of time after start counting

Current counting result with direction

Note: The displayed direction is the same as current counting
direction.

Current counting result per hour with direction

Click this button to reset the counters back to zero and write

result to log file.

Set the level of sensitivity to moving objects. Drag the slider to

the left if you want to set a lower sensitivity level or to the right

to set a higher sensitivity.

Click this button to adjust single person size parameters if the

counting result is over estimation.

Click this button to adjust single person size parameters if the

counting result is under estimation.

Click to load back the default settings.

Set the looping period of time in minutes. It will reset the

counters back to zero and write result to log file, then restart

counting again when the setting time is up.

Click to apply the modifed settings.

Click this button if you change your mind and do not want to

apply the modified settings. The People Counting dialog box

then closes and reuses the previous settings.
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Wide dynamic vision

Wide dynamic vision is an extremely useful feature for enhancing the camera video quality to increase
visibility in the event recordings, especially during the nighttime or when recording under darkly lit

environments. This feature also allows you to filter out insignifcant moving objects to reduce false alarms.

To enable this feature, select the Wide dynamic vision option in the Camera tab of the Preferences dialog
box. Then click the Settings button to open the Properties dialog box where you can mask out insignificant

areas or objects and adjust video enhancement settings.

Marking insignificant areas

Use the button controls on the top right corner of the Properties dialog box to mask out insignificant areas

or objects on the scene.

Properties

Process: Preview:

Elvisibility enhancement
:,ESharanss
| Noise reduction

Visibility enhancement

Yisibility enhancement level:
""" E——— [ nan
T” Visibility strength @ Low ¢ Medium © High
I” Brightness balance
\‘ 1] [-50..50] Reset to Default

Ok | Cancel |
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To detect motion on certain areas only, mask out the unwanted areas.

Masking out these areas will exclude them from motion detection.

Click Tl then drag your mouse over the area that you want to mask
out.

To add back parts from a masked-out area and include them during
motion detection, click B then drag your mouse over the part that
you want to add back.

Click this button to mask out the whole camera view.

Click this button to remove all masked selections and include them
back during motion detection.

By default, the "Play" button is pressed and live video is displayed at a
frame rate of one frame per second on the preview window.

Click this button to freeze the video.

Visibility enhancement

Select the checkbox of this item to brighten the video during nighttime when the monitored site is dark

and does not have sufftient lighting.

There are different situations wherein the lighting conditions may be insufficient. Follow the guidelines

below to make adjustments under different conditions.

Environmental Situations

Solutions

Low lighting environment

Adjust the Visibility enhancement level. (Setting the value to 6 or

lower is recommended).
¥isibility enhancement level:

e |5_[1..1|J]

I W¥isibility strength ® Low ( Medium  High
¥ Brightness balance

e |-1u [50..50)

With static light sources in low

lighting environment

Solution 1:

1. Adjust the Visibility enhancement level. (Setting the value to
6 or lower is recommended)

2. Select the Brightness balance adjustment option and adjust its

value. Or, if the video quality is not good enough, select the

Visibility enhancement option and choose a level.
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With static light sources in low

lighting environment

Solution 2:
1.

Adjust the Visibility enhancement level. (Setting the value to
6 or lower is recommended).

Mask out background light such as lamp posts or refected
light. Or, if you want to get a better result of a certain area
only, mask out the unwanted areas f irst so that Visibility

enhancement will only be applied to the area of interest.

With moving light Sources in low

lighting environment

Adjust the Visibility enhancement level. (Setting the value to
6 or lower recommended).

Select the Brightness balance adjustment option and choose a
positive value. Or, if the video quality is not good enough,

select the Visibility enhancement option and choose a level.

Back-lighted environment

Adjust the Visibility enhancement level. (Setting the value
to 6 or lower is recommended)
Select the Brightness balance adjustment option and choose

a positive value.

Overexposure under lighting

conditions

Adjust the Visibility enhancement level. (Setting the value
to 6 or lower is recommended)
Select the Brightness balance adjustment option and choose

a negative value.

Note: The minimum illumination for a camera is very important to make Visibility enhancement most

effective. In general, 0.1 LUX or below is recommended.
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Sharpness

Preview:

ESR O TR AL T AT
gl = ln.:M?k:h AR it
PRE R ii:.?f;'.ﬂ:'_ 7

Process:

Vigibility enhancement
-

HNolse reduction

mo-a. WA

L B

sl e p i

shapnesslevel: Y 1 g

-

'DEFGHI
QRS TUV

Hesel to Delaull l

[Cox ]  cwem |

Select the checkbox of this item to enable sharpness enhancement. This helps sharpen edges of, for

instance, a blurred background (that may be due to loss of focus).

Drag the Sharpness level slider to the right to increase sharpness; drag the slider to the left to decrease

sharpness or blur the video.
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Noise Reduction

Process:

Wisibility enhancement
Sharpness
-

Moize reduction level: t_ 1mn [ES L]

Reaet to Default

[ o ] oo |

Select the checkbox of this item to enable noise reduction. This helps eliminate video noise that comes
from the camera, and also reduces noise in dark scenes or nighttime environment. If you enabled Visibility
enhancement, there may also be noise that is introduced to the video which can be minimized via noise

reduction.

Adjust the Noise reduction level slider to control the extent of noise reduction to be applied to the camera

video.

Note: When Noise reduction is enabled, it also reduces the size of recorded video.
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Viewing logs and disk usage information

Use the following button controls to check recorded logs of events and inspect the hard disk storage space

in the server computer that runs Site Server.

New Event Information _

Clicking this button opens the Event Log dialog box which keeps a detailed log of events that have been

detected.

The New tab, by default, shows a list of all events that were detected in the last 24 hours.

Event log ﬁ?l
Mew IV\deo Iossl SQnsorI Manuall Mot\0n| Missing & left objectl wWirtual fence intrusion | Secure zone |mru5|0n| Flarne | Flow Countir 4 | »

o Type: !AII everts _:i | in past 24 hours

Mo, I Start time | Time lapse | Camera | Detail I
o o 2008/05/14 09:30:35 00:00:00 C1; Cameral Video loss

T 2008/05/14 09:30:35 00:00:00 C2 ; Camera 2 Video loss

2 2008/05/14 09:30:39 00:00:00 C3: Camera3 Yideo loss

3 2003/05/14 09:30:39 00:00:00 C4; Camera4 Yideo loss

4 2008/05/14 09:30:39 00:00:00 C5: Camera s Yideo loss

5 2008/05/14 09:30:39 00:00:00 Ch : Camerag Yideo loss

5] 2008/05/14 09:30:35 00:00:00 C7:Camera 7 Yideo loss

b 2008405714 09:30:35 00:00:00 C8 . Camera g Yideo loss
o——' Camera: !AII cameras e | Clear All Wiew

|

o Type
o Log list

o Camera

If you want to view only the logs of one type of event such as Motion
event, select it from the Type list.

The Log list shows details about each event, such as the start and end
times of the event, camera number (indicated by C1 - C16) or sensor
number (indicated by S1 - S16) that detected the event, type of event,
etc.

If you want to view only the logged events of one camera, select the

camera number from the Camera list.
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o Clear All Click this button to delete all event logs from the list. These events are
not deleted from the record database.
o View Click this button to launch the Event Viewer program and play back a

selected event. Not all events contain video recordings.

Click any of the other tabs in the Event Log dialog box to view only logged events of a particular type of
event. For instance, click the Video Loss tab if you want to see only the list of cameras that were logged

due to loss of video signal.

Event log. E‘
Mew  Video loss |Sensur| Manual i Iotion | Missing & left Db]ectl Wirtual fence |ntrus|c|n| Secure zone |ntrus|c|n| Flame | Flow Countir 4| ¥

Dats: | eoosimsie Calendar... |

Mo, | Start time | Titne lapse | Camera | Detail | o}

o 2008/05/14 09:230:35 00:00:00 Cl:Cameral Yideo loss

1 2008/05/14 09:30:35 00:00:00 C2 : Camera 2 Video loss

2 2008/05/14 09:30:35 00:00:00 C3:Camera 3 Wideo loss

3 2008/05/14 09:30:35 00:00:00 C4 : Camera 4 Video loss

4 2008/05/14 09:20:35 00:00:00 C5:Cameras Video loss ]

5 2008/05/14 09:30:35 00:00:00 CE ! Carmera 6 Yideo loss |l

3] 2008/05/14 09:20:35 00:00:00 C7 :Camera 7 Video loss

7 2008/05/14 09:30:35 00:00:00 C8 . Camera B Yideo loss

a8 2008/05/14 18:46:25 00:00:00 C1:Cameral Video loss

=] 2008/05/14 18:46:25 00:00:00 C2: Camera 2 Wideo loss

10 2008/05/14 18:46.:25 00:00:00 C3: Camera 3 Video loss b |

11 2008/05/14 18:46:25 00:00:00 C4 ; Camera 4 Video loss

12 2008/05/14 18:46:25 00:00:00 C5 :Carera s Yideo loss "

132 ANCINSMA 1048 S An-an-nn e e Vidnn lnen o}
Camera: IA\I cameras - View

If you want to view logged events of another date, you can click the Calendar button to select the desired

date.

Flow counting events of each camera are logged separately in different subfolders. Under C:\Program
Files\huperlab\huperVision\FlowCountData, a subfolder for each camera is named using the convention,
CameraNN, where NN represents the camera number. (This is assuming that the huperVision suite is

installed in C:\Program Files\huperlab\huperVision).

Flow counting event logs are saved in .CSV (Comma Separated Value File) format, which is a popular

database format. You can open the file and view the logs using software such as Microsoft Excel.
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A new CSV file is created per day for each camera that records Flow counting events. The following is a
sample CSV fle.

i pad
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Storage Information _

This button displays the amount of remaining disk space. Click this button to open the Storage

Information dialog box and view details on disk usage.

Storage Information [E|
Mo | Location | Allocated Re.. | Used Recaord .. | Free Record
1 E:'\wideo_record 10,03 1.3G 2.7G
< il | &
Used Record Space: 13 GB
Free Record Space: 8.7 B 86.66%
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Operation Logs

Site Server records login/logout sessions, preferences modification date and time, as well as date and time

logs of connections from remote sites. To view these operation logs, fist cIick“ on the Site Server

program screen. Then, in the pop-up menu, click Operation Log to open the Logs dialog box.

o_

Logs 3
Time | User | Action | Detail )
2008 /05 /07 15:15:54 Started Site Server b
2008 /05 /07 15:18:23 Preferences / Carera / C1 / Motion detection changed from  checked  t0 unchec.
2008 /05 /07 15:18:23 Preferences / Carera / C1 / Resolution: changed from "320 K 240" o
2008 /05/07 15:18:23 Preferences / Camera / C1 / recording mode changed from " Non-stop Smart Re.,
2008 /05 /07 15:18:23 Preferences / Camera / C2 / Mation detection changed from  checked to  unchec,
2008 /05 /07 15:18:23 Preferences / Camera f C2 / Resolution: changed fram "320 % 240" o
2008 /05 /07 15:18:23 Preferences / Camera / C2 / recording mode changed from " Morestop Smart Re.
2008 /05 /07 15:18:23 Preferences / Carmera / C3 / Motion detection changed from checked  t0 unchec.
2008 /05 /07 15:18:23 Preferences / Camera / C3 / Resolution: changed from "320x240" o
2008 /05 /07 15:18;23 Preferences / Camera / C3 / recording mode changed from " Non-stop Smart Re.,
2008 /05/07 15:18:23 Preferences / Carmera / C4 / Mation detection changed fram  checked to  unchec,
2008 /05 /07 15:18:23 Preferences / Carera / C4 / Resolution: changed from "320 % 240" o
2008 /05707 15:18:23 Preferences / Camera / C4 / recording mode changed fram " Non-stop Smart Re.,
2008 /05 /07 15:18:23 Preferences / Device / Input / BT878-GPIC-1 / Input Devices [..  changed from n o "o~5"
2008 /05 /07 15:18:23 Preferences / Device / Input / BT878-GPIO-1 / Input Devices [..  changed from o "o~5"
2008 /05/07 15:18:23 Preferences / Device / Input / BT878-GFIO-1 / Input Devices [..  changed from to "Oo~5"
2008 /05 /07 15:18:23 Preferences / Device / Input / BTE78-GPIO-1 / Input Devices [..  changed from o "O~5"
2008 /05/07 15:18:23 Preferences / Device / Input / Device: changed fram o "BTS.@@
< ’ | &

Delete I Save 4s.., l ¥ Keep last | 180 j (1..365) days

Delete

Log list

Save As

Keep as

© O

The Log list shows the date and time, user account name, and the action

performed.

Click this button to delete all recorded logs. Only users with

"administrator" privileges have rights to delete operation logs.

Click this button to save operation logs as a text fle.

Select this option and specify how many days of operation logs to

maintain. This enables Site Server to purge old logs after the specified

number of days and free up disk space.
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Chapter 3
Record Player

Record Player lets you retrieve and view videos that have been digitally recorded by Site Server. It lists
history records by time segments or by the actual occurrence of events. At most, recordings from 16

different video cameras or 16 recorded events can be simultaneously played on the program screen.

Launching Record Player

To launch Remote Player, click ¥ on the Site Server program screen. You can also run this program from

the Windows "Start" menu by selecting Start - Programs - huperVision v1.5 - Record Player.

By default, Record Player will allow any user to have access to the program. To restrict the program's
access rights only to the local Administrator or to an authorized user account, you can enable access control

via Site Server. For more information on this, see Chapter 2.

When access control is enabled, you will be prompted to logon to the Record Player. In the Log in dialog
box, enter "Administrator"or the authorized user account name as the Login name and enter the
Password. Then click OK.

Lagin name: |ﬁdministrab3r Ok I

Password: I* MMM Cancel |

Program Interface: An Overview

Basically, these are the controls that you will need to use when you retrieve history records and play back

previously recorded videos:
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o Record type

Camera

Line/Area name

History list

Date controls

Other controls

Navigation Panel

Camera selection

0 O 00

Database

o

From this drop-down list, choose whether to search for video recordings

by time segments or by the type of events. Select "All records" to search by
time segment.

From this drop-down list, choose all or a single camera where to retrieve
records from.

If you are searching for Virtual fence detection or Secure zone detection
events, you can choose the Line name or Area name from this drop-down
list.

Select a time segment or event from this list.

To access a specific day's history records, specify the date and retrieve its
records by using these controls.

Click these buttons to access the Preferences dialog box, apply Smart
Detection to video records, etc.

Use the navigation controls for playback of video recordings.

This is the Camera Selection Panel. Click the camera number to select a
camera. The controls here will change when you switch to displaying
history records by type of events.

This shows the name of the database that contains video records.
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Types of databases

There are two types of databases that can be loaded into Record Player and from which history records can

be retrieved:

Main database

This is the default database that is opened in Record Player, and it is the video database that the Site Server
program uses to save recorded surveillance video. The record storage allocated in Site Server's Preferences
dialog box: General tab comprises the entire Main database. (See "Assigning disk storage" in Chapter 2 for

details on allocating record storage.)

Backed-up databases

These databases contain daily/manual backup copies of recorded surveillance video. Each day's digital
recordings can be backed up in a separate database using huperVision's Backup Scheduler program. (Refer

to Chapter 4 for more information on Backup Scheduler.)

Loading a backed-up database

To load a backed-up database:

1.  Click “ then on the pop-up menu, click Locate.

2. Inthe Locate dialog box, the paths of previously backed-up databases will be listed in the
drop-down list. Select one of these databases, or if the desired database is not listed, click Browse to
locate it.

3. Afterloading a backed-up database, you can select the "Main database" in the Locate dialog box to

return to the Main database.

Locate |Z|

IMa in database Ll Browse. .. |

- Description
Main database is currently used by Site Server,

Cancel
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Viewing recorded video

To search for recorded surveillance videos and view them, first choose the date of recording, select the video

camera, and retrieve the history records of the selected date and camera. Then, use the Navigation Panel to

play back recorded videos.

Selecting the date of recording

There are two ways of selecting the recording date:

*  Enter the date of recording in the text box beneath the history
record list, and click to retrieve the history records of the
selected date.

Or,

Ll Click @ A Calendar then opens, displaying the current
month. The circled day on the calendar indicates that it is the

current date. The boxed days indicate that there were recorded
videos during those days.
To select a date:
1. Click the left/right arrow button to display the
previous/next month on the calendar.
Click a date on the calendar to select it.
Click OK to close the Calendar.

4.  The history records of the selected date are automatically

retrieved.

20080607

Sun Mon Tue wed Thu Fr| Sat
25 26 2? 28 29

|1°1|2°1 31| 47|57 6‘1 ?‘1

1 12 13 14
15 16 17 15 19 20 21
7z 23 24 25 26 27 I8
29 30 1 2 3 4 5§
E)Tnday s,fw,fznna

| Cancel

History records of the selected date are then displayed in the History list. To find and play back video

recordings from the history list much faster, you can refine the search by limiting the search to time

segments or to specific type of events.

Retrieving records from a specific camera

To retrieve records from a specift camera:

1. Choose the camera number where you want to retrieve records from the "Camera" drop- down list.

2. From the "Record type" drop-down list, choose the type of record you want to retrieve.

122




Viewing records by time segments

To view records by time segments:

1. Select "All Records" from the "Record type" drop- down list.

2. By default, the History list displays time segments in intervals of one hour.
To change the interval, click “ then click Preferences in the pop-up menu. In the Preferences
dialog box, specify the desired interval for displaying time segments.

3. Click a desired time segment in the History list.

4.  Select All Cameras in the Camera drop-down list, then in the Camera Selection Panel, click the
cameras whose video recordings you want to access for the selected time segment. As you select more

cameras, the number of split screens increases. (See "Selecting video cameras” below for more details

on Camera buttons and split screens.)

Note: To have different combinations of camera selections and store each set of combinations, use the
Memory buttons. (See "Memory buttons" for details.)
5. When you click the Play button on the Navigation Panel, video recordings from the selected

cameras will simultaneously be played on-screen. (See "Navigation Panel" for more details.)

Selecting video cameras

The Camera buttons in the Camera Selection Panel are only enabled when All Cameras is selected in
the Camera drop-down list. The Camera buttons on the Camera Selection Panel are toggle buttons and
allow multiple selection of video cameras. To view recorded videos from selected cameras, choose the

video cameras by clicking the corresponding number buttons. To deselect video cameras, click on their

corresponding number buttons again.

The number of selected cameras determines the split screen layout of the Record Player program screen, as

depicted in the table below.

Number of selected cameras Split screen layout
1 camera Single view

2 to 4 cameras 4 split screens

5t0 9 cameras 9 split screens

10 to 16 cameras 16 split screens
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Memory buttons

When you need to select different video cameras per time segment, it could be tedious to keep on
selecting and deselecting the Camera buttons on the Camera Selection Panel. To save you the trouble of
reselecting and deselecting cameras, Record Player provides three Memory buttons that can be used to

store three different combinations of camera selections. These memory buttons are only enabled when All

Cameras is selected in the Camera drop-down list.

To store a combination of camera selections to a Memory button:

1.  Select the desired cameras (or deselect unwanted cameras) by clicking the Camera buttons on the
Camera Selection Panel.

2. Click and hold your mouse over a Memory button for 2 seconds. The Memory button flashes slowly
as it stores your camera selections. Release your mouse button when you see the Memory button
flashes more quickly.

3. Repeat the above steps to store other combinations of camera selections to the other Memory

buttons.

Next time you click on the Memory buttons, Camera buttons will automatically be selected according to

the stored combinations.

Viewing records by events

To search for video recorded events, select one of these three options from the "Record type" drop-down

list:

= All events

|_1 When selected, the program searches for all events that were recorded on
All events “I| aspecified date and displays them in the History list.

IAII Cameras j

The History list displays these all types of recorded events, which
include: Motion, Sensor, Manual, Missing & left object, Flame, Virtual

fence intrusion, and Secure zone intrusion. The list shows the time of

recording, camera number, and the type of event.
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The type of event is indicated as follows:

(Mo) Motion event

(S"n") Sensor event, where "n" represents the sensor number

(Ma) Manually triggered event

(FI) Flame

(Mi) Missing & left object event

(Vf) Virtual fence intrusion

(Sz) Secure zone intrusion

Motion events

When selected, the program searches for all motion detected events that were recorded on a specified

date and displays them in the History list. The History list shows the actual time of recording and

the camera device that recorded the event.

Sensor events
When selected, the program searches for all sensors detected events that were recorded on a specified
date and displays them in the History list. The History list shows the actual time of video recording

and the sensor device that detected the event.

Manual events
When selected, the program searches for all manually triggered recordings of a specifed date and
displays them in the History list. The History list shows the actual time of video recording and the

camera device from which surveillance video was recorded.

Flame events
When selected, the program searches for recordings that have flames detected during a specified date
and displays them in the History list. The History list shows the actual time of recording and the

camera device that recorded the event.

Missing & left object detection events
When selected, the program searches for all missing object and suspicious object events that were
detected and recorded on a specified date and displays them in the History list. The History list

shows the actual time of recording and the camera device that recorded the event.
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. Virtual fence detection events

When selected, the program searches for video records that recorded people or objects passing
through detection lines during a specified date and displays them in the History list. The History list

shows the actual time of recording, the camera device that recorded the event, and the Line number.

Yirtual fence in =

Select All Virtual fence to search for all
Virtual fence detection events.

Specify the Line name if you want to search
only for video records of a detection line.

. Secure zone detection events
When selected, the program searches for video records that recorded people or objects entering
forbidden zones during a specified date and displays them in the History list. You can search for all
Secure zone detection events, or specify the Area name if you want to search only for video records

that recorded intrusions on one specift area.

Viewing video recorded events

When you switch to displaying history records by event, Record Player provides the following button

controls for setting the split screen layout and for navigating between records in the History list.

Split Screen Layout buttons

Set the number of split screens to use for event playback by clicking one of

these buttons. Up to 16 split screens can be selected.

m Record Navigation buttons

When playing back events in single view, click these buttons to move up or
down one record in the History list.

Whereas when playing events in split screen view, the event that is currently
selected in the History list will be played back in the first split screen, and
the events that follow it in the History list will be played simultaneously in
the other split screens. Clicking the Record Navigation buttons will allow
you to move up or down the History list by multiples of 4, 9 or 16 records,

depending on the number of split screens selected for event playback.
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Setting display and audio playback preferences

When viewing recorded videos, you can choose to display information on-screen, enable quick display and
loop the recorded video. Play the audio associated with the recorded video by setting the appropriate

options.

Click “ then on the pop-up menu, click Preferences to open the Preferences dialog box and
customize these settings.

- Preferences |z|

Tirneling interval: IGD ﬁ {1..1440% i,

~ v Captions

—lv Loop playback

© QQO

Live sound:
Device: Realtek AC97 Audio ;‘
Yolume: ;i
Lo High
oK | Cancel |
o Timeline interval This setting determines the interval of time segments (in minutes) that are
displayed in the History list.

o Captions Select this option to show information on the split screens. Click the

Settings button to open the Captions dialog box and select which
information to display on the split screens.

When displaying records by time segments, select the information
checkboxes in the upper group box in the Captions dialog box. Whereas
when displaying records by event, select the information checkboxes in the
lower group box. Click the Font button to choose a font size and style for

the displayed information.

Captions 3
| Captions on surveillance video recordings
Font...

¥ camera number

¥ Camera name
~Captions on event recordings

¥ Camera number ¥ Datel

¥ camera name ¥ Time

I¥ Event source

Cancel |
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o Loop playback Select this option to continuously replay the recorded videos.
o Live sound Displays the audio device used by your computer to play back the audio of

the recorded video. You can also adjust the playback device's volume here.

Navigation Panel

Use the Navigation Panel to control the playback of recorded video.

13:.00:00 =1 14:00:00

o Start Timecode When playing records that were selected from the "All records"

list, this shows the start time of the selected time segment.

When playing events, 00:00:00 will be shown as the

"Start Timecode".

o Current Timecode Shows the timecode of the current video scene.
o Playback Speed Shows the current playback speed.
o End Timecode When playing records that were selected from the "All records”

list, this shows the end time of the selected time segment.

When playing events, the maximum time length between events

will be shown as the "End Timecode".

Jog Bar Allows you to jump directly to any part of the recorded video.

Drag the slider tab to the desired part of the recorded video.

©

Mute Toggles between playing/muting the audio associated with the

recorded video.

o Play / Pause Plays/Pauses the playback at the current frame.

e Stop Terminates the playback and moves to the starting frame.
9 Previous / Next Frame Moves to the previous/next video frame

@ Backward / Forward Moves back/forward one or more video frames.

——

et

I
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0 Decrease Playback Speed Slows down video playback. Click once to play the recorded
video at half (1/2 x) the normal speed. Click again to play the

video at a quarter (1/4 x) of the normal speed. The slowest speed

is 1/8 x.
@ Normal Playback Speed Plays the recorded video at its original speed.
@ Increase Playback Speed Increases the playback speed of the video. Click once to double (2

x) the playback speed. Click again to quadruple (4 x) the

playback speed. The maximum speed is 128 x.

Zooming the video during playback

When playing recorded surveillance video in single view, you can zoom in or out of the video with ease.

Click the . button repeatedly to cycle through different video frame sizes: "320 x 240", "640 x 480",
and "Fit into Split Screen".

Detecting motion and suspicious objects on recorded video

When playing back recorded video from a selected camera, Motion Detection can be applied to the video.

This allows you to instantly spot movements on video.

On the contrary, on a busy scene with lots of people and objects in motion such as in an airport or railway
station, the Missing & Left Object Detection function can be applied. For instance, baggage that have
been left on the scene for a long period of time will seem suspicious, and you can use this function to track
them. You can also use this function to detect if an object has been moved out of the scene (such as a wall

painting that has been stolen).

Click @ to open the Search Criteria Panel and choose whether to apply motion detection or missing &

left object detection on a video recording. Follow the numbered sequence in the image below to specify

how detection will be applied.
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| This is the Search Criteria Panel.

p=

Maolion defection

! A i'lq Search Criteria | (%
\ —=

Al records =

Camera 1 "F

o Record type From this drop-down list, choose whether to search for
"All records", or to search for event recordings only such as
Motion, Sensor, Manual, or Missing & left object detected
events.

o Camera list From this drop-down list, choose “All Cameras” if you want to
see a list of video recordings from all the video cameras, or

choose the Camera number of the desired video camera.
Note: Event Search is not available when "All Cameras" is selected.

o Video recordings By default, the video recordings of the current date are displayed

in the list. Click a video recording in the list to select it.

To access older video recordings, click | to open the
Calendar then choose the desired date.
o Detection type From the drop-down list, choose the type of detection to apply to

the video recording. Select Motion detection or choose Missing

& left object detection.
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o Open/Close Mask-drawing

Panel
e Profile Selection Panel

o Search controls

Click KD to open the Mask-drawing Panel. This panel
contains button controls which allow you to mask out areas that
will be excluded from detection.

Use the controls in this panel to select, create, or modify a profile.
See “Working with profiles” for more details.

In a chosen video recording, you can limit the search for detected
motion or static objects within a timecode range. Use this set of
controls to control the search and how search results are
displayed. See "Searching for detected motion or static objects in

a video recording" for more details.

Masking out areas to exclude from detection

Show mask

Show tracking
block
Add mask

O 06 0 o

Subtract mask

Select this option to display a mask (i.e., a shield) on the
areas that will be excluded from detection.

Select this option to display a rectangular box on areas that
have been detected with motion or with static objects.
Select this option to add a mask. Use the drawing tools to
draw the mask.

To add back parts from a masked-out area and include them
during detection, select this option. Use the drawing tools to

erase the mask.
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(5]

(7]
o

Drawing tools
Rectangular
mask

Elliptical mask

Draw by Brush

Mask All

Clear Masks

Close Mask-

drawing Panel

Working with profiles

Use one of the following drawing tools to draw masks:
Select this tool to draw a rectangular-shaped mask. Drag your
mouse over an area on the video to draw the mask.

Select this tool to draw an elliptical -shaped mask. Drag your
mouse over an area on the video to draw the mask.

Select this tool to draw a freeform-shaped mask. Drag the
slider to the right to have larger-size brush strokes, or drag to
the left to have smaller- size strokes. To draw the mask, drag
your mouse over an area on the video.

Click this button to mask out the whole video and then
switch to the Subtract-mask mode automatically.

Click this button to erase all the masks and then switch to the
Add-mask mode automatically.

Click this button to close the Mask-drawing Panel.

A profile contains the motion detection or missing & left object detection settings. You can create your

own profile or use the default profiles to apply to a video recording. The settings of your created profile

can be modified; default profiles cannot be modified or deleted.

Profiles are listed in the Profile Selection Panel. To use the settings of a profile, simply click the desired

profile.

WM
||.I "n’l \ L Iil V III ""'JI \

A

Sensitive

-"".f"""-"'ﬂr“i"ﬂ"-"'r "‘*."*‘"v'

I|lII Ilil ﬂlh |ﬂl ﬂ | .*|

| I'l'II l'll

M
|||||| 'H." | I||II ||.' |

Less Sensitive

Click this button to
delete a custom
profile.

These are profiles.

Click this button to switch to
the Profile Setting Panel
where you can create or
modify a custom profile,
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Motion detection settings

Sensitivity [1...10]:

Moise tolerance (1...4]:

%
il W TR sec.

it “l SEC.

o Create Profile

9 Sensitivity

o Noise tolerance

o Smallest event duration

Click this button to add a new profile. When the Create New
Profile dialog box opens, enter a profile name, then click OK.

Create Profile x|

MNew profile name:

Description:

Cancel

This setting determines the sensitivity to motion. Drag the slider
to the right to increase the sensitivity level, or drag to the left to
decrease the sensitivity level. Low sensitivity means that minimal
motion will be ignored, and that only dramatic changes in
movement will be detected. However, this may result in loss of
event. High sensitivity means that even the smallest movement
will be detected, but it could be a false event. Careful testing and
fine tuning of the sensitivity setting is recommended.

Moving elements on the video whose pixel sizes are smaller than
the specified noise tolerance level will be treated as video signal
noise and will be ignored. This can reduce the occurrence of
falsely detected motion caused by video signal noise in low
illuminated environments.

Specify the minimum time duration for each detected motion. If
the duration of a detected motion is shorter than the defined

duration, it will not be treated as motion.
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Event interval

Ignore small moving object

00

o Ignore large moving object

o Reset to Default

0 Save Settings
@ Close Profile Settings Panel

Specify the minimum interval between motion events.

Select this option to filter out small objects (such as flashing stars
in the sky or distant street lamps) whose dimensions are smaller
than a specific size. To measure a small object to be used as the
basis, click then drag your mouse around that object.
Its dimensions will then be entered in the width and height
boxes.

Select this option to filter out large moving objects (such as
moving vehicles) whose dimensions are larger than a specific size.
To measure a large object to be used as the basis, click
then drag your mouse around that object. Its dimensions will
then be entered in the width and height boxes.

Click this button to change the settings back to the original (or
previous) settings.

Click this button to save the modified profile settings.

Click this button to return to the Profile Selection Panel.

Missing & left object detection settings

Minimum halt duration [5...3600):

[

o Create Profile

100 | -[igl 100 | [

Click this button to add a new profile. When the Create New
Profile dialog box opens, enter a profile name then click OK.

Create Profile x|

MNew profile name:

Description:

Cancel
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© Minimum halt duration

o Ignore small object

o Ignore large object

o Reset to Default

0 Save Settings
o Close Profile Settings Panel

Specify the minimum time duration when objects are expected
to remain on its location. If an object remains on its location
longer than the defined duration, it may be treated as a suspicious
object. If an object is moved out of its location before the defined
duration is over, it may be treated as a stolen object.

Select this option to exclude small objects whose dimensions are

smaller than a specific size. To measure a small object to be used

as the basis, click then drag your mouse around that
object. Its dimensions will then be entered in the width and
height boxes.

Select this option to exclude large objects whose dimensions are

larger than a specific size. To measure a large object to be used as

the basis, click then drag your mouse around that
object. Its dimensions will then be entered in the width and
height boxes.

Click this button to change the settings back to the original (or
previous) settings.

Click this button to save the modified profile settings.

Click this button to return to the Profile Selection Panel.

Searching for detected motion or static objects in a video recording

o Full search

e Quick search

Select this option to apply detection on each video frame in a
video recording.

Select this option to advance forward through the video at
intervals of 500 ms and apply detection only to the video frames

that are at these intervals.
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o Search Click this button to open the Search dialog box where you can
limit the search within a range of timecodes. To limit the search,
specify the desired range of timecodes for searching detected
motion or static objects. Otherwise, click All Record to search

through the entire video recording.

After you have entered the start and end timecodes, click the
Search button in the dialog to begin the search. The Search
Result Panel will then be displayed, listing the video
sequences that are found to have motion or static objects.

x

Begin:

G

10:00 : 00 [
I = Cancel |

End:

11:00 : 00 =
! 3

&l records |

o View Search Results Click this button to switch to the Search Results Panel.
Note: The timeline interval of records displayed in the Record List is an hour by default. If you want to search
through records in higher intervals, for instance, in two-hour intervals, first open the Preferences dialog box

then enter 120 minutes in the "Timeline interval" edit box.

Search Results Panel

Search Mesuith Result (0%

. 1% ™~
2006-01-26 11:20:12

2006-01-26 11:10:42

Display by List Display by Thumbnail Display two-column Thumbnails
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Saving video

Click this button to display search results as a list of timecodes.
Click this button to display search results as a list of visual thumbnails.
Click this button to expand the Search Results Panel and display more
thumbnails by listing them in two columns.

Click this button to return to the Search Criteria Panel.

The whole or part of a recorded surveillance video can be saved as a video file. Click @ to open the

following dialog box and specify the desired part of the video to save.

|
Start time: I 6/11/2008 j Im 100 : 00 jl o
End time: I 6/11/2008 j |11 ;00 : 00 jl e

File name: IC:\Temp\videol.exe T browse...

Preview |

By default, the "Start time" and "End time" values are set to the actual start and end times of recording. To

choose a portion from the recorded video, change the "Start time" and "End time" settings to the desired

start and end timecodes.

To check whether you have selected the appropriate part of the video, click the Preview button. After

previewing, click Browse to open the Save As dialog box where you can choose to save the video in .AVI

or .EXE format. After selecting the video file format, enter the file name and folder path where you want

to save the video file then click Save. You will then be returned to the Save Video Recording dialog box.

Click OK to confirm saving the video file.
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If you chose to save the video as a self-executable (.EXE) file, you will be prompted to enter a password for

the file.

savens 21|
Savein Ib Temp j = = B3
51
Password: I"”‘”‘*
Confirm password:l
¥arning: If you do not assign a password, the
executable player will not perform password
verification before it plays back the video.
File niame: |wdeo1| Save I Be
Save as type ISeIf Flayer(*.exe] j Cancel |
A

Self-executable Player

Saving the video as a self-executable (.EXE) file gives an added protection to the video content. A digital
signature and a password will be embedded in the file. The user who receives the video file will be required
to enter a password first before the video can be played. This ensures that the video is viewed only by the
people you have authorized. Also, saving it in this format frees the user of having to use another video

player to view the video. If password verification is not required, the video will automatically play when

accessed.
#{videol.exe =100 =]
x|
Password: I”""" | _SRTEN BRI S >3
P : DSS 16Q
Please enter the password.
v : Camera 1
0K I Cancel | O : 2008- 6-11
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Capturing image snapshots

If a video recording clearly shows suspicious activities or an intruder in the monitored site, you can notify
police authorities and provide them with actual image snapshots. To take a snapshot, first play back the
recorded video, and then click the @ button. The Snapshot dialog box then opens, allowing you to
enhance the captured image by adjusting brightness, contrast, sharpness, hue, and saturation. You can also
choose to add captions on the captured image, enlarge the image by zooming, as well as print and save the

captured image.

For added protection to the image, you can select the Apply watermark to saved image checkbox to embed

a digital watermark.

e E

i~ Image Enhancement...

™ Brightrness

——
™ Contrast

— 4
™ Sharpen

| — =
I~ Saturation

—

I~ Hue
| — =
™ Captions

Font...

Digital Zoom

Save... Print... Save az Default Reset to Default Apphy watermark to
saved image

Notes:

When you click Print and you don't have a printer installed, it will prompt a message asking you if you want to install
a printer first.

Click Save as Default to save the modified settings in this dialog box.

To change back to the original default settings, click Reset to Default.
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ChaEter 4

Backup Scheduler and Other
Utilities

Use the Backup Scheduler program to make regular backups of the recorded surveillance videos. This
program allows both manual and scheduled backups. Manual backup allows you to specify the date and
time range of video recordings to back up. Whereas when scheduled backup is enabled, the program
automatically performs daily backups of surveillance videos that were recorded during a specific time

frame in a day.

Launching Backup Scheduler

To launch Backup Scheduler, click Start - Programs - huperVision v1.5 - Backup Scheduler.

If access control is enabled in Site Server's Preferences dialog box - Users tab, users who run the Backup
Scheduler program will be prompted to provide login information. To be able to use the Backup
Scheduler program, the login name and password entered must belong to an existing user account that
has been assigned with the "Administrator” privilege level or a privilege level that has "Backup"”

authority. Only users with these privilege levels are allowed to configure backup settings.

Program interface: an overview

When you launch Backup Scheduler, the main program screen opens and automatically displays the Data
Size dialog box where you can perform a manual backup. In this dialog box, you can set a range of video
recordings to backup by specifying your desired start and end dates. For more information on how to

configure settings for a manual backup, see "Performing manual backups".
The main program screen shows a list of past backups. From the program screen, you can manage your

backups, initiate a manual backup or set up automatic backups. The following describes the controls and

settings on the main program screen.
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=] Backup Scheduler

o Backup list:

Start Tirne | End Time

Description I Path

o008 /06 /11 12:00:00 2008 /06 /11
2008/06/10 09:50:00 2008/06/10

<

12:01:00 2008-05-12 1200-1201 database  E:\2008_06_12
10:00;:00 2008-06-12 0950-1000 database  E:\2O08_0a_12

2

to a backup database folder. Each backup entry shows the date and time

range of the surveillance videos that were backed up, a textual description,

and the backup database folder path.

o I;l_ Enable scheduling
~Scheduled backup:
Backup path: DADATABDY Browse. ..
Backup time:
i Carmeras
S - Vi W2 W3 W4
IUD'UD'UD I Fs Fe F7 Fa
7 I
Ios:ou:ou = ¥ 13 ¥ 14 ¥ 15 ¥ 16 &I
Description: Close
Backup list Keeps a record of past backups. Each backup entry in the list corresponds

View Plays back the surveillance videos that are stored in a backup database.

To view the backed up surveillance videos, select the appropriate entry

from the Backup list and then click View. Record Player automatically

opens where you can play back the videos.

Delete Deletes one or more selected entries in the Backup list. Deleting entries

will also physically delete their corresponding backup database files.

To select multiple entries, hold down the [Ctrl] key and click each

entry you want to delete. Then, click Delete to delete them.

Backup Allows you to manually initiate a backup when there are recorded

surveillance videos in Site Server's Main database. (See "Performing manual
)

Scheduled backup Enables the Backup Scheduler program to perform automatic backups on

backups"

a daily basis. (See "Setting up automatic backups")
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Performing manual backups

Manual backup allows you to selectively back up surveillance videos that were recorded by Site Server

within a date and time range. To perform a manual backup, click the Backup button to open the following

dialog box and configure backup settings:

Data size

- Recording database infor rmation

-Cameras

Vi1 Wz

First record
| 2008/05/30 11:31:50

V3 ¥4

s & W7 V8 Select all | o
Last record ~o

V10 W11 ¥ 12

IZDDS,fnﬁflz 00:54:46 W13 VW 14 ¥ 15 ¥ 16 Clear all |
~Backup range

™ adjust end time based on recording size

First record | 6/11/2008 j Iog .00 00 =
=

Last recard I 6/11/20028 ;l IlEi 100 :00 jl

Data size 28,349 G Bytes Calculate |

* Backup anly " Backup and remaove " Remave only

= EECFUD destination.

I Save o storage j

o Cameras

o Record database

information

Storage folder:

Description:

i Browse..

IFree:46.51 GByte

I 2008-06-11 0200-1800 database

K

| Cancel |

You can select which particular video cameras you want to back up video

recordings from. To select individual cameras, simply click the checkboxes

of the desired camera numbers. You can also click Select All to quickly

select all the cameras. If you want to start all over in choosing cameras, you

can click the Clear All button first to clear all the checkboxes, and then

make your selections again.

This displays information about the video recordings that are currently

stored in Site Server's Main database. The information here shows the first

surveillance video's date/time of recording and the last video's date/time

of recording.
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o Backup range

Adjust end time based

on recording size

First / Last record

Backup only

Backup and remove
Remove only

Calculate

The options here determine which video recordings to back up and
whether to remove them from the Main database after the backup process
is complete.

When selected, you can specify the data file size of the video recording you
want to back up or delete. After you enter the file size in the "Data size"
text box and the starting date/time of the video recording in the "First
record" text box, the "Last record" text box will be filled in with the ending
date/time based on your specified file size after clicking Calculate.

Allows you to specify the date and time range of video recordings to back

up.

If you selected the "Adjust end time based on recording size" option,
there is no need to specify the ending date/time range in the "Last record"
text box. It will automatically be determined.

When selected, the program backs up the video recordings that fall within
the specified date and time range, and retains them in the Main database
after the backup process is complete.

When selected, the program deletes the video recordings that fall within
the specified date and time range after backing them up.

When selected, the program deletes video recordings without performing a
back up first.

Click this button to automatically determine the data file size of the video
recording to be backed up (or removed) based on the date and time range

specified in the "First record" and "Last record" text boxes.

This button works only when the "Adjust end time based on recording

size" option is not selected.
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o Backup destination

Save to storage

Burn to CD/DVD

Choose the location where to save the backup and enter a textual

description that identifies the contents of the backup database.

There are two options for the backup destination:
Let you save the backup to a specified folder in the hard drive. Click

Browse to choose a folder.

The available space of the selected folder must at least be the same size as
the recordings to be backed up. After you selected a folder, the free space
that is available on that folder will be shown to the right of the Browse
button. If the chosen storage space does not have enough free space, a
warning message will be displayed and the manual backup will not be
performed.

Let you save the backup onto a CD or DVD.

If the computer that is running Backup Scheduler has been installed with
the Nero burning software (version 6.0 or higher), Backup Scheduler will
use it to burn the CD/DVD. Otherwise, it will use Windows XP's built-
in burning function. Windows XP's built-in burning function only
supports CD burning and does not provided DVD burning at this

moment.

For more information about CD/DVD backup, see "Burning a CD or
DVD".

Setting up automatic backups

Backups can be automatically performed by Backup Scheduler according to your preset schedule. At most,

you can set up the program to back up surveillance videos that were recorded by Site Server for the last 24

hours. Configure these settings to set up a schedule for automatic backups:
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¥ Enable scheduling
- Scheduled backup:

— Backup path:

Backup time:
From;

IEIEI:EIEI:EIEI

® 00

To:

IDﬁ:DD:DD

DADATASDY Browse... |
carneras
— Vi w2 V3 Wa o
- Vs Ve W7 W8 Select all
Vo vi0 ¥ 11 W 12
=] V13 ¥ 14 ¥ 15 ¥ 16 degral]

Description: Aroibackun __o

o Enable scheduling

o Backup path

Backup time

Cameras

o Description

Select this option to activate automatic backups. Choose your Backup
path first before you select this checkbox.
Specify the destination folder for saving the daily backups. Each day's

surveillance videos recorded by Site Server will be saved as an individual

backup database.

Specify the time period to back up the previous day's video recordings.
You can select which particular video cameras you want to back up video
recordings from. Select individual cameras by clicking their checkboxes, or
click Select All to select all cameras. If you want to start all over in
choosing cameras, you can click the Clear All button first to clear all the
checkboxes, and then make your selections again.

Enter a textual description that identifies the contents of the backup

database files.

Note: Backup processes are given lesser priority than digital video recording when both operations are performed

simultaneously. When backup storage is not enough or an entire backup process cannot be completed within

the specified period, a warning message will be displayed.

Burning a CD or DVD

When you choose the Burn to CD/DVD option, huperVision will detect if Nero v6.0 (or later version) is

available on the computer. If it is available, Nero will be activated to burn a CD/ DVD. If not, Windows

XP's built-in burning function will be activated instead.

~Backup destination:

| Burn to CO/DVD

Terporary folder:

- IF: ['Device\Cet ~| IFree:?D2.DDMB

Description:

Browse... | IFree:45.51 G Byte

I 2008-06-12 0800-0805| databass
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Through Windows XP's built-in burning function

You need to select a CD-RW or DVD-RW drive and specify a Temporary folder in which to store data
that will be burned to CD-R. The available space of the temporary folder must be at least twice the
space of the CD-R. To check if the available space is enough, refer to the disc space of the CD-R and the

available space of the temporary folder that are shown on the dialog box.

If the available space of the temporary folder is less than twice the size of the CD-R, Backup Scheduler will

display a warning message and the backup task will not be performed.

Through Nero's disc burning function

You need to select a CD-RW/DVD-RW drive to use for burning. When burning will be performed
through Nero's disc burning function, the Temporary folder field and its Browse button are disabled. You
must refer to Nero's documentation to find out how much storage space will be sufficient for the Nero CD

burning utility to work properly.

How to burn the CD/DVD

After you have selected the burner to use and selected a temporary folder, click OK. The Data Size dialog

box then closes and the Burn to CD/DVD dialog box will be displayed.

%. Burn to CD/DVD

Record period(s) | 20080612-02:00:00 ~ 20020612-08:05:00
Camerals) : 1,2,3,4,5,6,7,8,9,10,11,12,13,14,15,16

CD/DVD volume MName

I 20080612-08:00 Device. .,

Progress

2008-06-12 14:01:39 Waiting. ..

2008-06-12 14:01:40 Adding files to termparary folder...
2008-06-12 14:01:58 Writing...

2008-06-12 14:06:24 Burn complated

¥ Eject after burn,

Bum | Aborted Mext... Cancel

Enter the CD or DVD volume name. By default, the disc volume is named using the date and the start

recording time (in hours and minutes) of the first video record.
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To check the information about the burner and the path location of the temporary folder before you start

burning, click the Device button.

Device |z

COD/OVD Device:

I\Device\CdRomD {PLEXTOR, DVDR PX-7164, 1.00}

Termporary folder

If you want the disc to be automatically ejected from the burner after disc burning has finished, select the
Eject after burn checkbox. When you are ready to start burning the disc, click Burn. You can click the

Abort button to cancel the burning process if this button is enabled.

After burning is completed, you can click the Burn button again if you want to burn another CD with the

same set of records.

Click Next to prepare the next set of records to burn. You need to click the Burn button to start burning.
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Watermark Inspector

Watermarking is a digital content protection technique that helps to identify tampered content. A

watermark, which is an invisible mark, is embedded in images.

Any modification or tampering to image content can be identified by the Watermark Inspector program
that is included with huperVision. If you applied watermark to the snapshots that you saved in Record

Player, you can use Watermark Inspector for watermark verification.

F% Watermark Inspecior
- Inspected result:

‘ Tampered

Open.. W Highlighttempered areg]

Follow the steps below to inspect an image using Watermark Inspector:

1. Tolaunch the inspector program, click Start - Programs - huperVision v1.5 - Utilities - Watermark
Inspector.

2. Click Open and select an image file to open.

3. The program then inspects the watermark of the image picture and shows one of the following status
messages:

No watermark or destroyed watermark.

This message appears in red, and indicates that the image does not contain an embedded watermark.

Tampered.
This message appears in red, and indicates that the image content has been modified or tampered.
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Image content is proved.

This message appears in blue, and indicates that the image content has not been modified or
tampered.

4.  If animage has been tampered and you want to find out which part of the image was tampered, you
can select the Highlight tampered area check box. The tampered area will be highlighted in green.
Note that the checkbox is disabled when the image file you opened is a JPEG file. Only BMP images
can be highlighted.

The examples below illustrate an image before and after it has been tampered.

Original image Tampered image

(The two leftmost characters on the license plate)

Note: The size of the preview image area is 720x576 (PAL/D1). Images will be displayed in their original size.
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To add and connect to a remote DVR site:

Click @ to open the Connect dialog box

Enter the DVR site's URL address in the Site Server text
box.

Clear the Guest login checkbox, then type in the valid
User name and Password for connecting to the DVR
site.

Select Add to connection list to add the DVR site to
huperRemote's Camera List Panel, then click OK.
huperRemote will then connect to the specified DVR
site and display the remote cameras.

The DVR site will be added to the Camera List Panel.
Click ﬂ to open this panel. See the names of
different cameras in the DVR site, click on the “+” sign.
By default, the site is named with the site name that has
been specified in the remote DVR site. To rename it,
click on the text and type in the desired name.
huperRemote allows you to connect to multiple DVR
sites at the same time. Repeat steps 1 to 6 to add more
DVR sites.

and the login details of the DVR servers that you would like to connect to.

Connecting to Remote DVR Sites

Chagter 5
huperRemote

huperRemote provides up to 16 split screens on the user interface for you to simultaneously monitor
remote cameras from multiple DVR sites. Each DVR site will have a DVR server computer that is

connected to surveillance cameras and other security devices. You need to first specify the URL addresses

= Connect

User; |guest

Password: |*””"”‘*

I Guest login

— Caonnection:

Site Server: |dvr‘huperlab.c0m

|

Banchwidth: | High Speed (> S8K) - 18082 - |

[ Add to connection list

Cancel

List Panel. The Site Information dialog box will then open where you can make modifications.
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Another way of adding DVR sites is to click in the Camera List Panel. The Add Site/Group dialog
box will then be displayed where you can add a new DVR site. This dialog box also allows you to create a

group name for grouping existing DVR sites.
To connect and disconnect an existing DVR site:
To connect to a DVR site, double-click the site name in the Camera List Panel. Double-click the site

name again to disconnect from the DVR site.

To disconnect all connected DVR sites:

Click Q This closes all connections.

Monitoring Remote Cameras

When huperRemote has successfully established connection with the DVR site(s) that you added to the

Camera List Panel, you will be able to see real-time video from the remote cameras on the site(s).

This Multi-screen Display can have This is the Camera
up to 16 split screens to show live List Panel.

video from remote cameras of one
or more DVR sites.

This is the Connect
button. Click to connect
to a remote DVR site or
disconnect all the sites
listed in the Camera
List Panel,

AR EEEEE

Click to enable the These buttons allow Event enly mode Voice communication Preferences
audio of a remote you to change how
camera. video cameras are

displayed.
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Split Screens

Split screens show live video from the video cameras that are installed in the monitored site or sites. On the
split screens, the video camera number, current date and time, etc. can be displayed. If video recording for
a certain camera is enabled on the DVR server, a "REC" indicator will appear at the upper right corner of
the corresponding screen. When you have initiated video recording locally on your computer, you will a

red blinking indicator on the split-screen window.

A "Motion" status is displayed when the remaote
camera has detected a motion event,

A "Manual’ status is displayed when an event
is triggered on the DVR server or via the

Remote Viewer.
Display the A "Sensor” status is displayed when the sensor
camera name, device associated with the camera has an event,

Miotion Rec

A blanking recording
indicator indicates that
the remote camera is
currently being recorded
to the local machine.

A "REC" status indicates
that video recording for
this camera is enabled in
the DVR server.

Shows the current date
and time of the remote
camera.

Shows the average frame
rate and data rate.

Note: Information displayed on split screens can be enabled or disabled in the Preferences dialog box: Caption tab.
Changing Split Screen Position

Drag a split screen and drop it to another split screen to exchange their positions.

Maximizing Split Screen Size

If there are 4, 9, or 16 split screens displayed, double-click a split screen to enlarge its size and temporarily
cover its three neighboring screens. If continue to double-click, the split screen will be enlarged to the full

window size.

Right-click on the split screen to restore it back to the previous size. When you continue to right-click on

the split screen, it will return to its original size.
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Split Screen Controls

Use these buttons to change how split screens are displayed on the program screen.

Toggles between Full-screen and Normal display modes.

Displays a split screen in full window size.

Splits the Multi-screen Display into 4 split screens.

Splits the Multi-screen Display into 9 split screens.

Splits the Multi-screen Display into 16 split screens.

If there are more remote cameras from other DVR sites that cannot be fit within the

0EEE D

program screen, click this button to switch the display to the next group of cameras.
If there are more remote cameras from other DVR sites that cannot be fit within the
fﬂj: ) program screen, click this button to loop the display of the cameras. After an elapsed

time, the window screen will automatically switch to the next group of cameras or sites.

Displaying Cameras with Detected Events Only

Click to display only the remote cameras that have been detected with events. The split- screen display

of the other cameras will temporarily be turned off. In this mode, only detected events will be recorded if

video recording is enabled.

To switch back and display all cameras, click again.

Note: In the Preferences dialog box: Alarm tab, you can set up huperRemote to sound an alarm in your computer

when there are detected events. (See "Configuring huperRemote" for details).
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Enabling Audio from Remote Cameras

In case you see abnormal activities while monitoring a remote camera, you can enable the audio from the

camera and listen to it through your computer speakers.

To do so, first click the split screen that displays the remote camera, then click @ Click this button again
to turn off the audio.

Voice Communication with a DVR Server

If the DVR server on the DVR site is enabled to accept two-way communication requests
from remote client computers that are running huperRemote, you will be able to initiate voice

communication with the person who is operating the DVR server.

Simply click to initiate voice communication.

Note: You can specify which sound card to use for audio input and make adjustments to the sound volume in the

Preferences dialog box: Voice Communication tab.

Remote Camera Controls

Use these buttons to have access to the different DVR sites and their respective remote cameras, and to

control how video from these cameras are displayed on the huperRemote program window.

Click to change to the Output I/0 Control Panel.

Click to change to the Input I/O Control Panel.

Click to change to the PTZ Camera Control Panel.

Increases the display frame rate of a selected camera. If your network connection
bandwidth is limited, it may be helpful to increase the frame rate of the selected camera.
Triggers a manual event to a remote camera.

Expands the Camera List Panel. More button controls in the Camera List Panel will then be

displayed. Click again to retract and change the panel back to its original size.
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Triggering Manual Events to Remote Cameras

If you see abnormal activities on one of the remote cameras, you can manually trigger an event to that

camera. To do so, first click the split screen that displays the remote camera. Then click & to trigger
a manual event to the camera. This allows the abnormal activities to be logged and/or digitally recorded.

Note: The "Manual trigger" option of the remote camera must be enabled first at the DVR server.
Recording Surveillance Video
After huperRemote has connected to the DVR sites that you specified, the remote cameras on each site are,

by default, all selected for monitoring only. You can record video from all cameras, or choose certain

cameras to record video from.

A check mark in the
DVR site name
indicates that all the
cameras under the
site are selecteded
for monitoring,

A red box in the
DVR site name
indicates that only
some cameras are
selecteded for
monitaring

To record video from all remote cameras:

Click G Surveillance video from all remote cameras of the connected DVR sites will be recorded to
your local hard drive. Click this button again to stop the recording.

To record video from selected cameras only:
1.  Click a camera on the split screen to select it.

2. Inthe Camera List Panel, click . to start the recording. Click this button again to stop the
recording.

Note: In the Preferences dialog box: Storage tab, you can delete old video recordings, and also specify when you
want hard disk space to be recycled to free up disk space for saving new recordings. (See "Configuring

huperRemote" for details).



The Camera List Panel

The Camera List Panel lists the DVR sites and customized camera groups that you can connect to. At the
bottom of the panel are button controls for adding DVR sites or camera groups, connecting/disconnecting

selected cameras, video recording, and more.

To expand the Camera List Panel, click -@‘ To retract and change it back to the normal panel size.

Click @ again.

EEI E pss 160
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Panel Controls

At the bottom of the Camera List Panel are two sets of button controls:

Allows you to connect to the selected remote cameras (that is, the cameras with check
marks in the Camera List Panel).

Starts recording surveillance video from the selected cameras of a DVR site onto your local
hard drive. Click again to stop recording.

Click to refresh the camera list of a selected DVR site.

2
a
O]

Opens the Scheduler where you can create schedules for recording surveillance video. (See
“Using the Scheduler” for details).
Click to add a new DVR site or group to the list.

Click to remove a DVR site or group.

il -+

Click to clear the entire Camera List Panel.

Panel Indicators

Description name of DVR site

Group
CCTV camera

PTZ camera

RE0ERD

Indicates that the remote camera is selected. A check mark
that appears on a DVR site name indicates that all

cameras under it are selected.

Indicates that only some cameras in a DVR site are

selected.
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Grouping DVR Sites or Remote Cameras

You can create a group name to combine certain DVR sites into the same group.

If you only need to monitor certain cameras from each site, you can also create a group name to combine

these cameras under the same group. This allows huperRemote to connect only to the required cameras

instead of all the cameras on each site.

To create a group:
Click to open the Add Site/Group dialog box.

2.  Enter a group name in the Description text box, then
click OK.
The new group name will be added to the first entry in

the Camera List Panel.

3. You can add a whole DVR site or only selected cameras
into the group:

= To add a whole DVR site, first make sure that
there is a check mark in its check box (which
means that all cameras under this site are
selected). If there is no check mark, click the check
box. Then, drag and drop the DVR site into the
group.

. To add only certain cameras of a site to the group,
first select the desired cameras. The check box on
the DVR site will then be marked with a red box.
Now drag and drop the DVR site into the group.

Ll If you want to add only a single camera from a
site into the group, select that camera then drag
and drop it into the group.

4.  Repeat step 3 to add more DVR sites or cameras into

the group.
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The PTZ Camera Control Panel

If there are PTZ cameras in any of the DVR sites, you can use the PTZ Camera Control Panel to zoom in

or out and pan around the monitored areas. Click LI 1o open the PTZ Camera Control Panel.

This is the Pan and Tilt control.
Click one of the four arrow
buttons to adjust the camera
angle up, down, left, or right.
Click the "cross” button to stop
maovement.

The number buttons are Preset
buttons that store different
camera angle positions, Click a
number button to guickly adjust
the PTZ camera tp a predefined
position.

This is the Zoom control. Drag
the slider tab up to zoom in, or
down to zoom out.

When you release the mouse
button, the slider tab moves
back to the middle position
automatically.

The Input 1/O Control Panel

If there are input 1/O devices connected to the DVR sites, you can use the Input I/O Control Panel to

check the status of input devices. Click &#i to open the Input I/O Control Panel.

Input device at normal Display available input
status device name.
Input device has been iIi _
tggered .
= 1 Mon-existing input
Click to switch to the
Input VO Control Panel.
P——
I—
I
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The Output I/O Control Panel

If there are output I/O devices connected to the DVR sites, you can use the Output I/O Control Panel to

check the status of output devices. Click (S 1o open the Output I/O Control Panel.

Display available output
device name.

Click to trigger the
output device,

Mon-existing output
device

Click to switch to the
Quiput IO Control Panel,

Using Remote Player

huperRemote's Remote Player lets you retrieve and view surveillance videos that have been digitally
recorded by a DVR server. You can play back the recordings directly from the server over the Web, or you
can download them first to your hard drive and play them locally on your computer. Surveillance video
that you recorded locally on your computer hard drive can also be played in Remote Player. At most,
surveillance video from 16 different video cameras that were recorded at the same time can simultaneously

be viewed on-screen.

To change to the Remote Player screen, click (2829 inthe huperRemote program window.
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The User Interface

o Split-screen Window

DVR Site List

Camera List Panel

Calendar

Play / Pause
Navigation Panel
Audio

Preferences

000000

Back to huperRemote

Shows the recordings from selected cameras, or shows a

single recording only when a specific recording time from a
camera is selected in the Camera List Panel.

Lists the URL addresses of remote DVR sites from which history
records of video recordings can be retrieved.

Lists the names of cameras in the currently selected DVR site. Under
each camera, history records are listed by time. (See the next section
for details).

Allows you to select the desired date of surveillance recording.

Click to start/pause the playback.

Provides playback controls.

Click to enable/disable audio during playback.

Click to define settings in the Preferences dialog box.

Click to change back to the huperRemote screen.
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The Camera List Panel

The Camera List Panel lists the names of remote cameras from a

connected DVR site and displays the history records of the video

recordings of these cameras. History records of a chosen date of

recording will be displayed under each camera.

Panel Controls

=

kK E

 E

To download certain surveillance recordings for local
playback from your hard drive, first choose the desired
cameras and recording times in the Camera List Panel
then click this button.

Opens a menu where you can choose the type of history
records to display in the Camera List Panel.

Deletes selected history records from the Camera List
Panel. If local history records are selected in the list, the

video files will also be deleted from the hard drive.

While in the process of downloading video recordings,
you can click this button to cancel the download.
Click to define the desired range of history records to
display in the Camera List Panel.

Click to refresh the history records in the Camera List

Panel.
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The Navigation Panel

© 6 000 06000

06

Date of history records

Start time

Current timecode
Current display speed
End time

Jog Bar

Play / Pause

Stop

Previous Frame

Next Frame

Decrease display speed

Normal display speed

Increase display speed

Shows the calendar date of the history records that are listed in the
Camera List Panel.

Shows the start time of the selected record.

Shows the timecode of the current video frame.

Shows the currently used playback speed.

Shows the end time of the selected record.

Allows you to jump directly to any part of the recorded video. Drag
the slider tab to the desired part of the recorded video.

Starts/Pauses the playback.

Cancels the playback and moves to the starting frame.

Moves to the previous video frame. (Available for both single and
multiple video recordings)

Moves to the next video frame. (Available for both single and multiple
video recordings)

Slows down video playback. Click once to play the recorded video at
half (1/2 x) the normal speed. Click again to play the video at a
quarter (1/4 x) of the normal speed. The slowest speed is 1/8 x.
Plays the recorded video at its original speed.

Increases the playback speed of the video. Click once to double (2 x)
the playback speed. Click again to quadruple (4 x) the playback

speed. The maximum speed is 16 x.
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@ Zoom in/out

@ Snapshot

Viewing Recorded Video

Wy
L Wyl
Y W

| BN
1!/
4

P

When playing video recordings, you can change the zoom ratio of the

video by clicking this button.

To zoom in a video, first click the split screen that displays the video,
then click this button. Click this button again to zoom out.

Click this button to capture the current video frame and save it as a
JPEG or BMP file.

To capture the current frame from a video, first click the split screen
that displays the video, then click this button. This opens the
Snapshot dialog box where you can enhance the image first before

saving, printing, or sending it out by e-mail.

To search for recorded surveillance videos and play them, there are four major steps that you need to do:

1. First, connect to the DVR server where the recordings are stored.

Choose the date of recording.

2
3. Specify the type of history records to access, then search and retrieve the history records.
4

If the recordings are stored in the DVR server, stream the videos from the server, or download them

first for local playback from your hard drive.

Whereas if the recordings are locally stored in your computer, play back the videos from your hard

drive.

The succeeding sections explain each of these steps in detail.

Connecting to a DVR Site

The DVR Site List keeps track of the URL addresses of DVR

servers that you added to huperRemote.

Select the URL address of the DVR server from this list. Remote
Player then establishes connection with the DVR site and
displays the names of its remote cameras in the Camera List

Panel.
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Selecting the Date of Recording

On the Calendar below the Camera List Panel, choose the desired date of video recording.

By default, the current month is displayed and the current date is highlighted in the Calendar.

Green-marked dates on the Calendar indicate that there are video recordings on those dates.

To select the date of recording:

1. To change to another year, click the left or right double-head

arrow repeatedly until you reach the desired year.

2. To change the month, click the left or right arrow single-head

arrow repeatedly until you reach the desired month.

3.  On the selected month, click the desired date.
Retrieving and Searching History Records
Before you can retrieve, download and play back surveillance video

recordings from a DVR site, you first need to specify the type of

history records to access.

After you have connected to a DVR server and selected a calendar
date, click "=y pop-up menu then opens, displaying three
types of history records of surveillance video recordings: Normal,

Event, and Local.

Normal Lists the history records of all surveillance videos that

@:lz|\(|.h. 4
" Mormal —

Ewvent

Local Event Lists the recording time of events only.

were recorded during the selected calendar date.

Local Lists the recording time of surveillance videos that

were recorded and stored in the local hard drive.

History records of the selected type will then be retrieved from the DVR server or your local drive and then

displayed in the Camera List Panel.
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Retrieving a Specified Range of History Records

If you chose "Normal" or "Event" as the type and the retrieved history records are quite long, you can limit

the history list by specifying a desired range.

To specify a range of "Normal" history records:

1. Click I A time interval text box will then appear at the
bottom of the Camera List Panel.

2. By default, Normal-type history records are listed in intervals
of one hour. To change the interval, click the Up/Down arrow
button or enter the desired time interval.

3. Click OK to confirm the change. (To retain the original

interval, click Cancel.)

To specify a range of "Event" history records:

1. Click il A time ruler will then appear at the bottom of
the Camera List Panel.

2. By default, all Event-type history records on the selected
calendar date will be retrieved and listed in the Camera List
Panel. To limit the history list to a certain time period, drag
the two handles on the time ruler to set the desired start and

EmC end time.

3.  Click OK to confirm the change. (To keep the original

history list, click Cancel.)

Playing the Video Recordings

After you have retrieved the desired history records of surveillance video recordings, you can now play and

view them on Remote Player.
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If you retrieved Normal-type or Event-type history records, you can play the videos directly from the DVR

server by streaming. However, if your Internet bandwidth is slow or overloaded, it is recommended that

you download the video recordings first to your computer for local playback from your hard drive.

If you retrieved Local-type history records, the videos from these history records are locally stored in your

computer. You can just play back the videos directly from your hard drive.

To play back recordings from a DVR server:

1.

Click W&l and choose the type of history records from which to retrieve video recordings. To
retrieve all recordings of the selected calendar date, select Normal. Otherwise, to retrieve only the

recordings of events, select Event.
To view a single video recording only, click the "+" to display first the history records of a desired

camera. Then, click the time segment of the recording that you want to view.

If you want to view multiple video recordings simultaneously, hold the [Shift] or [Ctrl] key then click

the time segments of recordings that you like to view.

To download the video recordings first to your local hard drive, click Ca
If you want to directly stream the video recordings from the DVR server, go to the next step.

Click @ to play the video.

This allows you to view the video from start to finish. To pause playback, click this button again.
To scrub through the video, drag the Jog bar. You can also use the other controls in the Navigation
Panel to move back and forth through the video. (See “The navigation Panel” for details on the

different button controls of the Navigation Panel).
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To play back recordings in the local drive:

1. Click M=k then select Local.
2. Toview a single video recording only, click the "+" to display first the history records of a desired

camera. Then, click the time segment of the recording that you want to view.

If you want to view multiple video recordings simultaneously, hold the [Shift] or [Ctrl] key then click

the time segments of recordings that you like to view.

3. Click @ to play the video.

This allows you to view the video from start to finish. To pause playback, click this button again.
4.  To scrub through the video, drag the Jog bar. You can also use the other controls in the Navigation

Panel to move back and forth through the video.
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Capturing Image Snapshots

If a video recording clearly shows suspicious activities or an intruder in the monitored site, you can notify

police authorities and provide them with actual image snapshots.

To take a snapshot:

1.

First, play back the recorded video, then
click IED),

The Snapshot dialog box then opens,
allowing you to enhance the captured
image first before saving, printing or
sending the image by e-mail.

To enhance the image, drag the
Brightness, Contrast and Saturation

sliders until you get desirable results.

Snapshat

Brightriess: | i I5U (0.100)

s |_J 5 o
" I

o -

uration; ﬂ l_[ ]

To save the image, click the Save button. The Save To dialog box then opens. Type in the file name

to use for saving the image and choose whether to save it in JPEG or BMP format. Then, click Save.

Save jh: I@ wiebCaM j L £ B2~ Picture: &l
IC1127.0.0.1
192, 168.0.149
C)192.168.0.173
L5t
[Mone)
File name: I Save I
Save astype: |JPEG Image File [*.jpg) | Cancel |

¥ |

If you want to print a hardcopy of the image, click the Print button.

Note: When you click Print and you don't have a printer installed, it will prompt a message asking you if you

want to install a printer first.

To send the image by e-mail, click the Mail button. Your default e-mail program will then open,

with the image file automatically attached to a new e-mail message. Enter the recipient’s e-mail

address, and type in the subject and body of your e-mail message then send it.
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Using the Scheduler

huperRemote can be configured to record surveillance videos on a regular basis. It has a built-in Scheduler
that allows you to set up specific day and time schedules for continuous recording of surveillance video

from remote cameras on your local drive.

Before opening the Scheduler, you first need to connect to the DVR sites that you want to set up recording

schedules for.

Setting up the Recording Schedule

To set up a regular schedule for video recording:

1.  Inthe huperRemote program window, click Q to open the Connect dialog box and connect to a

DVR site.
Or, if you are already connected to a DVR site, click the site name in the Camera List Panel to select

the site.

Click &8 to open the Scheduler.
In the Scheduler dialog box, the names of the remote cameras on the DVR site will be displayed.

Choose the remote cameras that you want to record video from by clicking the check boxes at the
left side of the camera names.
Selected cameras are indicated by a check mark on check boxes.

4.  The numbers that are lined up in columns represent the hours of a day. For each selected camera,
choose the desired hours when you want surveillance video to be recorded by clicking the boxes

underneath the hour columns.

= Schedule Settings : 451 =
Daily Schedule: [0 scheduled time of recording

[ ] I:l 3 o et e S e e o L ) b B Ee e T e R e

v |camera 1

[v |Cameraz

I Camera 3

Ceameras IDICICICICIDIEIOEIEIC I I ICIC 0]
Weekly Schedule: [ Scheduled day of recording

| SUM MON | TUE | WED | THU | FRI | SAT

Selected hours are indicated by color boxes. Non-selected (or deselected) hours are indicated by gray

boxes.
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5. Next, choose the days of the week when you want surveillance video to be recorded by clicking the
buttons containing the names of the days of the week.
Selected days are indicated by colored buttons. Non-selected (or deselected) days are indicated by
gray boxes.

6.  When you have finished setting up the cameras and the time and day of recording, click OK.

7. Repeat steps 1 to 6 to set up the recording schedule for another DVR site.

Removing Schedules

There are three alternative ways you can do to remove some or all of the set recording schedules.

To remove recording times or days in Scheduler:

Click to open the Scheduler. In the Scheduler dialog box, deselect the unwanted hours or days of the
week.

To remove recording times or days in Preferences:

Click to open the Preferences dialog box, then click Downloads & Schedules. (See the image below).
This part of the Preferences dialog box lists the recording times per scheduled day and the current

recording status. (The entries in the list that show a clock icon indicate that they are scheduled times of

recording).
= just =
AEESISI Download & Schedule Status

General Host Zarmera Task _j_Start _: End Progress &

Starage (41450 Camera 1l Sat - We,, 08:00:00 16:59:59 [

Caption 450 Camera 2 Sat - We.., 02:00:00 16:59:59 %
450 Camera 3 Sat - We,,, 02:00:00 16:59:59 %

Alarm 451 Camera 1 Fri- Weekly 08:00:00  16:59:59 %

; e 451 Camera 2 Fri- Weekly 02:00:00  16:59:59 0%,
HENEE SRR SEIE 450 Camera3  Fri- Weekly 09:00:00  16:50:50 Do
Dowriload & Schedule | <1450 Camera 1 Thu-'We,,, 08:00:00  16:59:59 0%

451 Camera 2 Thu - 'We,,, 02:00:00  16:59:59 0%
450 Camera 3 Thu - We... 08:00:00 16:59:59 %
)- 450 Cameral  Wed -w,,, 02:00:00 16:59:59 alawy
45l Camera 2 Wed -, 08:00:00  16:59:39 2E%
b Carmera 3 Wed -w,,, 08:00:00  16:59:59 e
#1450 Camera 1 Tue-We... 08:00:00  16:39:59 %
451 Camera 2 Tue-‘We... 08:00:00  16:59:59 0% —
451 Camera 3 Tue-‘We.,, 08:00:00 16:59:59 0%
450 Camera 1 Mon - We.,, 02:00:00 16:59:59 % 3|
4 ALl Py waa_ e 4 [
< | @
| Ok | | Cancel |

To remove a recording time, right-click the entry that shows the camera name and the unwanted recording
"Start" time. Then in the pop-up menu that appears, click DELETE SELECTED.
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To remove several entries from the list, press Ctrl and click each unwanted entry. Multiple-selected entries
will be highlighted in yellow. To remove them, right-click and then click DELETE SELECTED.

To cancel all scheduled recordings:

Click to open the Preferences dialog box, click Storage, then click Cancel Schedules.

just

Preference | | Storage ||

General
Select a folder for saving recordings
I Storage I
Caption | 2 wiebcam -
&larm ; e ; e
Drive C: Size: 20.0 GB, Free: 619543 MB, Working: 0.01 MB
Yoice Communication
Download & Scheduls I Recycle storage when disk space is less than !5 iav B

Press this buthon o clear all records:

Clear all Records

Press this buthon 1o cancel all scheduled recordings

| Cancel Schedules

(]€ | | Cancel l
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Configuring huperRemote

Click in the huperRemote program window to open the Preferences dialog box where you can
set up the working environment for the huperRemote program. You can choose to enable disk

storage recycling for video recordings, enable/display caption display on split screens, set up alarms in

your local computer when there are detected events, and more.

Preferences Dialog Box

General
= just =
Preference l General
General .
[ Prograrm window size- 1
Storage
: f+ B00x600 [ 1024%762
Caption
&larm
Yoice Communication I Display first-frame preview in Remota Flayar
Download & Scheduls I DirectDraw
| oK | | Cancel
Program window size Choose the appropriate program window size for huperRemote

based on the resolution of your Windows display.

Display first-frame preview in ~ When this option is selected, the first frame of each of the video

Remote Player recordings you chose in Remote Player's Camera List Panel will be
shown. This gives you a preview image of each selected video
recording.

DirectDraw Use DirectDraw Engine to display video. This option can reduce CPU
consumption and use anti-alias feature. Please make sure your

system can support DirectDraw function before checking this option.
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Storage

juist

General

Preference - Storage

Select a folder for saving recordings

| (]€ | | Cancel |

Storage
Caption | 2 wiebcam -]
Alarm ; e : e
Drive C: Size: 20.0 GB, Free: 619543 MB, Working: 0.01 MB
Yoice Communication
Dowriload 8 Scheduls ™ Recycle storage when disk space is less than JS > MB

Press this buthon o clear all records:

Clear all Records

Press this buthon 1o cancel all scheduled recordings

Cancel Schedules

Select a folder for saving

recordings

Drive (Size, Free, Working)

Recycle storage when disk

space is less than

Clear All Records

Cancel Schedules

Click the drop-down arrow button to browse through your hard
drive, then choose a working folder where to save locally recorded
videos and downloaded recordings.

This indicates your local hard drive capacity, the remaining disk
space, and the amount of disk space already used.

When this option is selected, old video recordings will be deleted
when the hard disk space has reached the specified limit. This will

free up hard disk space for saving new recordings.

In the text box provided, set the disk space limit.
Click this button to delete all video recordings from the working
folder in your local hard drive.

Click this button to cancel all scheduled recordings.
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Caption

juist

Preference Caption

General

Starage Cameral Event Tap captions:
Caption ‘ #l’.* o 7 v Show Caption
&larm i

Esrbmv ph-:_g;ﬁL._.g'-_-

Yoice Communication

Foreground Color
1 | Background Color

Bottom captions:
Styla: |1 =

Foreground Color
Background Caolor

Dowrilnad & Scheduls

| (]€ | | Cancel
Top captions These are the captions that appear on top of the split-screen windows.
They display the camera name, detected event, and recording status.
Show caption When this option is selected, the top captions will be displayed on the
split-screen windows. To hide these captions, clear this option.
Foreground Color Click this button to set the text color for the captions.
Background Color Click this button to set the color of the text bar.

Bottom captions These are the captions that appear at the bottom of the split-screen
windows. They display the date and time, average frame rate, and data
rate.

Style There are four display styles for the bottom captions:
Style 0: Hides the captions.
Style 1: Displays the captions with a text bar.
Style 2: Displays the captions without a text bar.
Style 3: Displays the captions in outline style.
Foreground Color Click this button to set the text color for the captions.
Background Color Click this button to set the color of the text bar.
Reset Click this button to change back to the default settings.
—
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Alarm

General
Storage
Caption
&larm
Yoice Communication

Dowrilnad & Scheduls

Preference | | Alarm ) ||

v Loop
Sound !Dog Bark ;!

v Display alert indicator

Cobr | I ~ |

~Elapzed time for manual-triggered event

5 =

| (]€ | | Cancel l

Enable sound alarm

Loop

Sound

Display alert indicator

Color

Elapsed time for

manual-triggered event

Select this option if you want your computer to sound an alarm when
there is a detected event.

When this option is selected, your computer will sound the alarm
continuously.

Click the drop-down arrow button then choose the type of sound to use
as the alarm.

Select this option if you want a blinking alert indicator to be displayed
on the split-screen window when there is a detected event.

Click the drop-down arrow button, then choose a color to use for the
alert indicator.

Set the time duration for manually triggered events (initiated from your

local computer to the remote camera).
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Voice Communication

= juist =
B \oice Communication |
General
Storage ~Woice input
aption Device: L‘
Alarm I _
Yoice Communication B b L@ T T J T T High
Dowrilnad & Scheduls
Woice plavback
Device:  |Realtek ACT7 Audio -
Yolume: LDWII — J . . . . . , High
QK. | | Cancel |
Voice input
Device Displays the audio device used by your input device (e.g. microphone) to
capture your voice. If you have more than one audio device installed, select
the device you want to use from the drop-down menu.
Volume Drag the slider to adjust the input device's volume.
Voice playback
Device Displays the audio device used by your playback device (e.g. speakers) to
play back the voice from your counterpart. If you have more than one audio
device installed, select the device you want to use from the drop-down
menu.
Volume Drag the slider to adjust the playback device's volume.
TEST Click this button to test the volume of the voice input/ output device.
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Downloads & Schedules

The Downloads & Schedules section in the Preferences dialog box displays two types of information:
A3 The entries that are indicated by a "clock" icon are the preset schedules for video recording.
}- The entries that are indicated by a "play" icon are either scheduled recordings which are

currently in progress, or file downloads which are in progress.

just

AEESES Download & Schedule Status |

Ll Host Camera _f_Task _:_Start End Frogress ||
Storage 41450 Camera 1l Sat-We.. 03:00:00  16:59:59 R
Caption 450 Camera 2 Sat - We.., 02:00:00 16:59:59 %

450 Camera 3 Sat - We.., 02:00:00 16:59:59 %
Alarm 451 Camera 1 Fri- Weekly 02:00:00 16:59:59 0%

: S 451 Camera 2 Fri- Weekly 08:00:00 16:59:59 %
voice EoA nicata 450 cCamera3  Fri- weekly 0S:0000  16:59:59 A
Download & Schedule | #1450 Cameral  Thu-'We,,, 02:00:00  16:59:39 0%

450 Camera 2  Thu-We,., 02:00:00 16:59:59 %

1450 Camera 3 Thu-'We,,, 02:00:00  16:59:39
;4SL Camera 1 Wed - v, 03:00:00 16:59:59 260

451 Camnera 2 Wed - w,,, 08:00:00 16:59:59 HE%
b Carmera 3 Wed -w,,, 08:00:00  16:59:59 BE%a

#1451 Cameral  Tue -We.., 02:00:00 16:59:59 0%

451 Camera 2 Tue - We.,, 08:00:00 16:39:59 0%, —

451 Camera 3 Tue - We.., 08:00:00  16:39:59 %

450 Camera 1 Mon - We.,, 03:00:00  16:59:59 0% |

WmL =i mA_. i N, A —yra——

:

| oK | | Cancel |

When you select an entry and then right-click on it, a pop-up menu will appear. From this menu, you can
delete a schedule, show or hide the information list, cancel a scheduled recording, or terminate a file

download.

The columns in the information list show the following:

Host Shows the name of the remote server.
Camera Shows the name of the remote camera.
Task Shows the preset recording schedule.

When downloading, this column shows "HTTP" to indicate that the file is being

downloaded via the Internet.

Start Shows the start time of a schedule, or the start time of a video recording.

End Shows the end time of a schedule. or the end time of a video recording.

Progress Shows the current progress of a scheduled recording or file download (in
percentage).

F—

P

I
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ChaEter 6
Remote Viewer

Remote Viewer allows you or any user to view remote video cameras, control remote PTZ cameras,
remotely record videos on the local drive, talk with another person through two-way voice
communication and play back video recordings on the local drive via a Web browser. Users who have
user accounts in the Site Server that are assigned with at least the "Remote User" privilege level can

access cameras remotely over the Internet, Intranet, or through direct modem connection.

Using Remote Viewer through an Internet
connection

Internat

Remote Viewer

‘.. —s
Er el

DWR Site Server

Launch Remote Viewer by clicking Start - Programs - Remote Viewer HV v1.10 - Remote Viewer.

When the program opens, click the @ button to open the “Log In” dialog box and configure the
settings to be able to connect to the DVR site server using an Internet connection.

To configure the settings in the “Log In” dialog box:

Log In
—User
oK |___
User IC: |QU35'2
Cancel |
Password: I*****
I Guest login

e——ﬁ' Inkernet connection I Direct modern connection

— Connection

e Site Server IP address: I 192,1658.0.173

Bangwidth: |DSL{T1/LAN connection (»56K) vl

+—+—Q
e Camera: I All cameras LI
History:  [192.168.0.173 - DSLIT1{LAN connection {»5¢ v [— —‘3

1.  Enteravalid user ID and password.

Note: If the remote DVR Site Server does not enable the access control, select the "Guest log in" check box.
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Select “Internet connection.”
Enter the IP address or domain name of the remote DVR Site Server.
Select the bandwidth speed of the Internet connection.

By default, All cameras is selected.

You can select a past connection from the drop-down list to fill out the Connection information.

N gk~ w D

Click OK to connect to the DVR site server.

After clicking OK, you should be able to see live video feed from the remote camera(s) on the split screen

display.

Note:

1. Before using Remote Viewer through an Internet connection, make sure that the remote DVR Site Server has
"Allow remote access" and “Enable Web server” selected in Preferences - General tab (valid TCP port must
also be entered), the DVR machine has been assigned a unique IP address, and your client machine that runs
Remote Viewer can connect to the Internet.

2.  The Web browser version you have should either be Microsoft Internet Explorer version 5.5 or a later version.

Using Remote Viewer through a direct modem
connection

Direct Modem Connection is a connection between two modem devices through the General Telephone
System that allows users to view remote cameras. Follow the steps on the next page to set up the direct

modem connection at the DVR Site Server machine and a remote client machine."

General Telephone System
Remote Viewer

—l—
sl
i (70
e o
L o {50
—1= DVR Site Server
(50
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Setting up the DVR Site Server machine

1. Install a modem device (card) to the DVR machine if the machine doesn't have a modem installed.
2. Connect a valid telephone line to the “Line” port of modem device (card).
3. Setup an advanced connection in Windows for receiving incoming calls. Please refer to the section

“How to set up an Advanced Connection” for the details.

Make sure to assign a fixed IP address to your LAN card, whether it is a global IP address or a local IP
address. If you don't want to assign a fixed IP address to your LAN card, try to disable the LAN card when

enabling the direct modem connection.

Setting up a client machine for remote watch

1.  Install a modem device (card) to the client machine if the machine doesn't have a modem installed.
2. Connect a valid telephone line to the “Line” port of modem device (card).

3. Install the Remote Viewer program from the product CD.

Building a direct modem connection

Launch Remote Viewer by clicking Start - Programs - Remote Viewer HV v1.2 — Remote Viewer. When

the program opens, click the @ button to open the “Log In” dialog box and configure the settings to be
able to connect to the DVR site server using a direct modem connection.

To configure the settings in the “Log In” dialog box:
Log In |X|

—User
QK
User ID: I@— I—
Password: IW—' Cancel |

I Guestlogin

f Inkernet connection o Direct modem connection se—

— Connection

o Site Server phone: +886-0225994041|
Madem: I = o

—
o Camera: I All cameras Ll

History:  |192.168.0.173 - DSLIT1/LAN connection (»5¢_v [—

1.  Enteravalid user ID and password.
Note: If the remote DVR Site Server does not enable the access control, select the "Guest log in" check box.

2. Select "Direct modem connection.”
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After clicking OK, you should be able to see live video feed from the remote camera(s) on the split screen

display.

Setting up an Advanced Connection

Yy

- e
o | L]
-

huperVision

iy W

Specify the telephone number of the DVR Site Server that you want to watch via remote.
Specify the modem driver at the local machine.

By default, All cameras is selected.

You can select a past connection from the drop-down list to fill out the Connection information.

Click OK to connect to the DVR site server.

For Windows XP

1. Plug a modem device into a COM port of the DVR Site Server machine.

2. Install the driver for the modem device.

3. Click the "Start" button on your Windows taskbar and select "Control Panel" to open the Control

Panel window.
e
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=t & % 3 -tmeash | opae -
injdess O oorwnirawl = B
=] c op
| —— : $ ﬁ :B 'ﬁ ‘:? E" !
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4,

Connections" window.

" Metwaih (ornecHam

He bl Bee Fewfm Tl dbegsl ol
le L - I | P vk -
Y —
ey PR T
SRR T g e——]

Click the "Network Connections" icon in the "Control Panel" window to open "Network

LA > oigreipmes oo, . [nabed Eelre, DN E0TH]

Note: If the "Location Information" dialog box opens, please fill in the area code and the telephone number of the

telephone line connected to the modem.
5.

the "Next" button.

Hew Conneclion Wizard

Wizard

Ther wizaid helps pour
* Comniect Lo e |rbermst

Tocerinue. chek Masl

Welcome to the Mew Connection

* Connect o8 piivale resteos, tuch a1 wour sosplace
newaork

* Gl i i o o sroodl e eestsrk

Click the "Create a new connection" item to launch the "New Connection Wizard" window. Click

[ Hee: | [ Cooenl |
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6.

Select the "Set up an advanced connection" option then click the "Next" button.

Mew Connection Wizard

Hedwork Cormaclion Typo
tarhast co pou want 1o do?

() Coenect bo the inbemet
Corweact 50 the frbsinst oo pou can brosess the 'Wsb snd iead smsl

() Cornect ta the netwark st my workplace
Connect o & buinsss rebeok [Liting disbup of VPH] £o woia can work from homa,
a fiedd office. or anothes kocation.

() St up o home oo small olfice Btk
Correct b an ssing homs of onall ofics network of cel 1 & ress ons,

(55t up an advanced conmection
Connec! degcthy bo ancther compuer useg ﬂp«ﬂumuﬂma
mmhmﬁvmludMM¢mw

[ cBack | pee: | [ Cown |

Select the "Accept incoming connections" option then click the "Next" button.

Addvancod Conneclson Oplon:
‘ahich Bapes ol comneschion do wou wand ho set up?

Select the connechion Lppe pou want

@hwm connecton
:mrluwlu&umhmhlm & phaore
na, #lmnbh-:wﬂhm

1 Comnect directly to amothes compules
Crrweacl 8o anothe pomputes wimg pous senal, parsllel on infrared poil

[ cgack 0 et | [ Coocsl |

In the "Connection devices" list, select the modem driver then click the "Next" button.

Hew Conneclion Wizard

Devices lor Incomeng Cormestons
‘o can chooss the devices pow compuber uses o scospt noomang connechons,

Select e check Bow nest to sech devics wou wank bo use for ncoming connechions.

CH-F Dt Fan Woics Modam
| 230 B0+ SEk Estenal Dists Fan Voxe Modem

| 2 Dawct Paralel (LPT1)

chock | Hetr || Cwes |
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9.  Select the "Allow virtual private connections" or "Do not allow virtual private connections" option

then click the "Next" button.

Hew Conneclion Wizard

Incoming Yirlual Privale Hotwok [YPN] Cornoclion
&mniothes compubar can conmecl 1o wours Heough & VPN comrecion

Wirhel pereste: cormeciions b poul compuber Lheough S Intaimet are possible onlp i
pour compruber has & knovwn name of P addness on e Inlemet

I yoots il WP cornaciions, Windows vl modly the Irisest Connection Faesall 1o
aligw pour compuber 1o send and iscenes VPN packets

Do yeons wean? by allows varlual privials connechions: (o Heis compuier?
{2 Abowy virtuad privale conneclions
e ook o vlsal el oo

« fack 3 Cancal }

10. Click the "Add" button to open the "New User" dialog box.

Mew Connection Wizard

Uzer Fonmizssons
fous can specily the wers who can connect o Bhis compule

Sedect the dheck box nesl b each wer who should be allowed a connechion ko this
computer. Hole that otber Eaclon, such as a disabled uses acoount, may affect a mer's
by o connecl

Wsers alowsnsd I connct

1 ) Gasest
) 3] Mednetissiskand [Fremote Deckiop Help Azsistant Account]

.D SUFPDIRT_3883 540 [CHeMiciozol Copoisfion L =R sdmond 5= ashnghon |
L =
| fdd. | [ Reneve ][_ﬂupemen |
[ cBack [ peer | [ Cown |
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11. Type in “DVR” for "User name", "Password" and "Confirm password” then click the "OK" button
to close the dialog box. Click the "Next" button.

Mow Lisar [P

L et name: Eﬂ'.-ﬂ

Erall navar

Eaesvacid Elltti

e [ r——
hng Y

by the ussis v can conrect 1o this compate:

bl o chreck becic i b einch Lt Wb hould b oo & connesclon ko it
oo, Mode frst ol Fsctoes. such a5 o disabled ussy sooourd, map affec] sy
bty In connect

10 il |
|1 Hunocsstinst (Rronveste Diesibacq Hup dccsictant Auceourt| [
|01 & SUPROAT 3585450 ICHeMicrcsoft Comparsbor,L=Fedmond 5 actingion ||
!" >
[ am. || Benow [[ Pwomim |

[ cBaek J[ _pei> ] [ Coen |

12. In the "Networking software" list, select the "Internet Protocol (TCP/IP)" item and click the

"Properties" button to open the "Incoming TCP/IP Properties" dialog box.

Mew Conmection Wizard

Hetwoiking Soltmars
Mttt ing solwsss sl this compules 1o socepd conmachion: bom othey kirds
ol compafsic
G e b e, b et [y e By of mesbworkng softweane: that shoud be enabled
ior ncomeng conneciions
Mtk gollmaie
-
:E!Fk and Prinder Shating hor Micinsh Metwodes
|82 QoE Fackel Schaduier w
:
Dt
T o Conhiod P ol Paotncol The detaull wide ssa nefwork profocol

Tl pcreidict Cominurmelon sciok develo inbe confmchd nileake

[ sBeex | bz | | cocw
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13. Select the "Allow calling computer to specify its own IP address" option then click the "OK" button
to close the dialog box.
Incoming TCPAP Properties
Nehamt soosny
[ Pl sl T access my locl iea network,
TCPAP addiess assigrment
(%) Assgn TCPAP addiesser sulomalicaly usrg DHCP
() Specly TCPAP addeesses
Ero: |
Ia |
Tota
[#] Aoy cafing computer ho specily it own [P addiess
[ ok || coes |
14.  Click the "Next" button then click the "Finish" button to complete the setup process.
Hew Conneclion Wizard
Completing the New Connection
Wizard
fou e successiully compisted the steps needed to
crdali i Aolrenig) Concion
Inenmeng Connmecison:
T he confechion el be saved in the Mehwor
el Bedched
To conale the corrachon and clids the wiesd. clek Frith
[ cBoc J| Femh || Corcol |
For Windows 2000

1.  Plug a modem device to a COM port of DVR Site Server machine.

2. Install the driver for the modem device.

187



3. Click the "Start” button then select Settings > Network and Dial-up Connections > Make New
Connection to open the "Network Connection Wizard" dialog window. Click the "Next" button.

Note: If the "Location Information" dialog box opens, please fill in the area code and the telephone number of the

telephone line connected to the modem.

:;'J Prinkers
M vaskbar 8 Ttart Merw...

Mebwork Connection Wizard =

Welcome to the Network
Connection Wizard

compuiers snd retvoti, enabling appkc
i, With broswaing T thaing. and prrting

Tocontinue, click Hex

BB Carcel

LF g thin wizard wou can cieate & connechion o othes
alignt such a2

4.  Select the "Accept incoming connections” option then click the "Next" button.

Metwork Connection Wizard E

Hetwork Comnection Type

Wit cin chiass the tpps of netwarlk, connechon pou warl 10 cieste. bazed on
wour mehwcik configuestion and pous nebworkmg resds

kS Dial-up o privale neteork
Connect using my phone ne [modes o 1508]

™ Dialup e the Inbenme
Connect |o e Intsinat g iy phors ke [modem of I50N]

" Connect to a private network thaough the Intemet

Craate &'Vt Privabe Moo (VPN | connechon of Sunme themgh e Inbemet

= Accepl incoming o

onnssEckinng
Lk cher copubeis correet b frire by phons bne. the Inlsinsl_ o desct cable.

™ Connect daeclly 1o anothes compuber
Connect using sy setal. parael, o mbed port

cieck | Heds

Carcel
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5. In the "Connection devices" list, select the modem driver then click the "Next" button.

Metwork Connection Wizad

I}l H '“.I H e il
iana can chooes the deaces po compuber uses o scomil rommng connmechong

Silect Hhes chack B sl B sach deiaces o wan Io uee fof ncoreng connectons.

G & Topc SEk Extemal [ata Py Voscs Modem Prp

] .# Danct Parael LFT1)

<Badh B s Coel |

6.  Select the "Allow virtual private connections" or "Do not allow virtual private connections" option

then click the "Next" button.

Metwork Connection Wizard

Inecoming Wirlual Privale Connection
syl hew Cmpulst can Ciashs & virtusl prredte Conmschon b Aol Compile
Hrapeagh s I ndemet o snother pubbc retod.

Vilusl prrvals rnechions: o pou compubsr thitugh the Intsinet s porsbis ony i
your pomputel b & known names o [P addreds on e Intemel

Chooss whether |0 slios vitusl privts conrections:
(% ey vilual peivaln connections
7 [ ot sbiws weivial pivahe conrmchons

ios [T _coee |

7. Click the "Add" button to open the "New User" dialog.

Alowed U zeas
oy can rpecly which wssrs: can connect o Hes computer,

Slact thes cihack B rieel o The nase of sach wier pou wanl o slow ba correct ba
it compuier. Hode thal othes Esclos, such as unilabhlmm-qdﬁda
uer's ablity o connecl.

Uisgrn sliowed tn connect

Gt
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8.  Typein “DVR” for "User name", "Password" and "Confirm password” then click the "OK" button

to close the dialog box. Click the "Next" button.

T )
L L —
Eutran ——

2l I st I pridy wiuch G connect b e comgas

Splect the check bos rest to the name of aach user pou wank 1o slow o connect o
fhit comprder, Nole thal offet Faciort. such o o dieablled it actount, may affect
ubei's abdty ko ponrecl

Ulsgis abowved bo conemch
Aeckminisisior

ot [ _cows |

9. Inthe "Networking components" list, select the "Internet Protocol (TCP/IP)" item and click the

"Properties" button to open the "Incoming TCP/IP Properties" dialog box.

Fetwork Conneection Wizand

Hetworking Componems
e reg comporents erabis Sur computer Io accepl connechions hom olhes
kinds of compubar,

Selact the chack bos e b the name of sach relmorking comgonent 1400 mand b
erabie bor irncoming conneclions.

) | Filn s Prints Shaneg [ol Micoso! Bebwarks

B2 M Chard lor Miciosolt Hutwodts |

Daseiphion:
Tranerazzion Contiol ProtocolAnteset Prolocol Tie defa vade asea netvork peotocol
ihal [rovides conmmrscalnon 108 deerss mbsicornecied nabworks.

cBack | Hewr | Come |
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10. Select the "Allow calling computer to specify its own IP address" option then click the "OK" button

to close the dialog box.

Incoming TCR/ TP Properties .

Histeoek, scosas
[ flow calers I aceass my local anea rebwerk

B d |

TERAP addiess ausignmeny
 hutign TCPAP adeses sutomsicaly uing DHCF
T~ Specity TCPAP addvescies
From [

I I

Total

i

Comcel |

11. Click the "Next" button then click the "Finish" button to complete the setup procedure.

Firigh

Paoperhied

cBock [ Fmsh | Cawe 1

Completing the Network,
Connection Wizard

The conne: ion vl be named

[ 00

Vo credsle this connsclion and sava i in the
Heatwaok ard Dishup Conrections folder, click

Tt etk coewelicdad i b Wletvaca k. aed Diind-p
Conrmclont hakdsi, calect & chek Fls, aeed lhiy chek
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The Operations of Remote Viewer

Use the Camera Control Panel to
This Multi-screen Display can have select a camera, connect/disconnect
up to 16 split screens to show live a camera, control PTZ camera, and
video from video cameras on the record video. (See Camera Control
remote DVR site. Panel" for more details.)

A 16 'H - Microsoft Internet Explarer
db  YWiew Favorkes  Took  Help

Camera 2

TEEED
CIOIS,

- A wycompuer
Use the General Control Panel to choose how Click this button to connect to
split screens are displayed, enable voice a remote DVR site.
communication, play recorded video and

customize preferences settings. (See General
Control Panel” for more details. )
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Split screens

video camera.

This shows the name of
the remote video camera.

A "Motion" status message
is displayed when the remote
camera has detected a
motion event.

This mark represents
that the video has been
recorded to a local
machine,

Each split screen shows
live video from a remote
camera.

This displays the current
date and time of the
remaote camera,

Each split screen on the Remote Viewer interface shows the camera name and the current status of the

A "REC" (record) status
message is displayed when
the remote camera is
currently in video recording
mode at the remote site..

This displays the frame
rate and the average data
rate per second,

Camera Control Panel

The Camera Control Panel provides button controls for connecting to the remote site, selecting/viewing

remote cameras, and controlling PTZ cameras.
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o Camera buttons Click a camera button to select the corresponding remote camera. You

need to select a remote camera first to record camera video, control a PTZ

camera, or connect/disconnect the camera.

o Pan & Tilt control This is the Pan and Tilt control. Click one of the four arrow buttons to

adjust the camera angle up, down, left, or right. Click the "cross" button

to stop movement.

Preset buttons The number buttons are Preset buttons. Click a button to move the PTZ

camera to the position and angle position specified by the preset button.

Zoom control Click the up arrow to zoom in, or the down arrow to zoom out. If the PTZ

camera does not provide zoom scaling feature, click the up or down arrow

continuously to zoom in or out. Click the circle button to stop zooming.

button

O 0 000

Record button Click this button to start recording video from the selected camera.

Stop button Click this button to stop recording the video from the selected camera.
Connect Camera Click to display the "Log In" dialog box to connect to the selected remote
button camera.

Disconnect Camera Click to disconnect the selected camera.

Connect Site button Click to display the "Log In" dialog box to connect to a remote DVR site.

Click again to disconnect all camera connections.

General Control Panel

The General Control Panel provides button controls for switching between 1/4/9/16 split screens display,

playing video recordings, and customizing preference settings.

Full Screen button

Single View button

4 Split Screens button
9 Split Screens button
16 Split Screens button
Next Page button

Toggles between full-screen and normal display mode.

Click to display the split screen in single view.

Click to split the Multi-screen display into 4 split screens.

Click to split the Multi-screen display into 9 split screens.

Click to split the Multi-screen display into 16 split screens.

If there are more active video cameras than the selected split screen

view, click to display the next set of video feed from the cameras.
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o Loop Page button

e Live Sound button

Record List button
Talk button

60

0 Preferences button

Preference Settings

ey
AR
P iw
e

.I‘.F/
4

Vo

If there are more active video cameras than the selected split screen
view, click to loop the video feed from the cameras on the split
Screens.

Click to listen to live audio that is associated with camera in the
remote site.

Click to display the list of video recordings.

Click to enable the two-way voice communication to a remote
DVR site. Click again to disable it. If there is a camera selected, the
target of the voice communication is to the DVR site where the
selected camera is on. If there is no camera selected, the first
connected camera's DVR site is the target of the voice
communication.

Click to open the Preferences dialog box.

Preferences |E|
o— —1 DirectDraw
“Woice Input
e Device:  |Reattek 4C97 Audio |
Wolume:  Low J High
“oice Playback
o Device:  |Reattek ACS7 Audio |
Wolume:  Low I J High
0—— [ TesT I
Record Storage
e_ ] [ ¥iebCAM |
W 0K
o DirectDraw Use DirectDraw Engine to display video. This option can reduce CPU

consumption and use anti-alias feature. Please make sure your system

can support DirectDraw function before checking this option.
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o Voice Input Displays the audio device used by your input device (e.g. microphone) to
capture your voice. You can also adjust input device’s volume here. If you
have more than one audio device installed, select the device you want to
use from the drop-down menu.

o Voice Playback Displays the audio device used by your playback device (e.g. speakers) to
play back the voice from your counterpart. You can also adjust the
playback device’s volume here. If you have more than one audio device
installed, select the device you want to use from the drop-down menu.

o Test button Press the button to test the volume of the voice input/ output device.

o Record Storage Specify the folder where you want to save video recordings.

Connecting to multiple cameras from different DVR Site Servers

Install the Remote Viewer program in your client machine.

Launch the Remote Viewer program.

Click a split screen.

Click the “Connect Camera” button to launch the “Log in” dialog box.

Enter the site server information and select a camera that you want to view.

© g &M 0w N e

Click the “OK” button in the “Log in” dialog box to connect.

Repeat steps 3-5 to connect to other cameras. At most, you can connect to 16 cameras from 16 different
DVR Site Servers.

Controlling the DVR Site Server desktop remotely

Provide a password to the Administrator account in Site Server.

Install the Remote Viewer program in your client machine.

Launch the Remote Viewer program.

Click a split screen.

Click the “Connect Camera” button to launch the “Log in” dialog box.
Enter the site server information, administrator account and password.

Select “Control” from the Camera list.

© N o g b wDh e

Click the “OK” button in the “Log in” dialog box to connect.

If you want to view the DVR Site Server desktop in full screen, switch to the single view layout then select

full screen as the display mode.

196



Viewing recorded videos

When recording surveillance videos from remote cameras, Remote Viewer saves them on the local

computer's hard drive. To retrieve and view the recorded videos, click the button. A Record list
window then appears, displaying logs of video recordings.

Record List

i 1 Q Camera 1
DB,’DE,’19141525 -1400:00:07 D55 160 Camera 2
08/06/1914:16:54-56 00:00:07 D55 160 Camera 1
DB,’DEHB14:15:58-84.00:00:09 OS5 160 Carmera 4
08/06/1914:16:58-7000:00:04 D55 160 Camera 2
EIB,’EIENQ14:1?:[!9—28'00100:05 D55 160 Camera 1
DB,’DEHB14:1?:10-?8.00:00:05 OS5 160 Camera?
08/06/13 14:17:12-45 00:00:22 D535 160 |Camera 4 3
] &

Play | Remowve Close
I
|
Click this button to play the Click this button to remaove
selected record. the selected record.

Select a log entry that shows details about the recorded surveillance video you want to view. Then click the

Play button to open the Playback Web page and play back the recorded video.

Playback Web page

The Playback Web page allows you to control the playback of the selected recorded video and take an

image snapshot.

3 hitp://192.168.0.139 - Player - Mi... [=]/1/(X]

) Internet
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Displayed information

Date and Timecode

Navigation controls

Snapshot button

Snapshot Web page

The Snapshot Web page displays the captured image. The site name, camera name, date and timecode are

shown on the image. Press the Print button to send the image out to a printer.

- ==t

nuperVision
. AN

This shows the remote site name and camera name.

This shows the recording date and timecode of the current video

frame.

The buttons from left to right are: "Play", "Pause", "Stop',

"Previous Frame" and "Next Frame".

Click this button to capture the current video frame, save it as a

JPEG file, and then display it on the Snapshot Web page.

2 http://192.168.0.139 - Snapshot -... [= || 0|[X]

Print button

&] Dare B Internct
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Chapter 7
Remote Record Player

Remote Record Player allows you to download video recordings from a remote DVR site server and
then view them on your local computer. Only downloaded video recordings from a remote DVR site

server can be played back in Remote Record Viewer.

Launching Remote Record Player

Launch Remote Record Player by clicking Start - Programs - Remote Viewer HV v1.10 - Remote Record

Player.

Program Interface: An Overview

The program is like a video player. These are the controls that you need to download and play back video

recordings.

< Remote Recard Player

Use these buttons to
change the zoom ratio
of the video being
played back,

TH70-07-07 DWE0w:om  1V9F0-070-00 Do o o ® THF0-071 -0 0 O

oo [open ] %] [

This is the Navigation Panel, Use these buttons to download Click this button to
and play back video recordings open the Port Settings
from the remote site server. dialog box.
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Downloading and Playing Back Video
Recordings from a Remote Site Server

You can download video recordings from a remote site server to your local computer then play it back. You

may need access rights to the remote site server to be able to download video recordings.

Configuring port settings

Click the “Preference” button to open the “Port Settings” dialog box where you can configure Remote

Record Player to connect to the DVR site server.

Port Settings

o Command port; |13032 _Jj
e—l Wb server port: ISU __lj
|—— ———————— Connection timeout; |12D __lj second(s)
Drefault | Cancel

o Command port Specify the Command Port of the DVR site server.

o Web server port Specify the Web Server Port of the DVR site server. This should be the
same as the TCP port in the Site Server program.

o Connection timeout Specify how long (in seconds) Remote Record Player will wait for a
response from the DVR site server before Remote Record Player stops

trying to connect.

It is recommended to use the default values for “Command port” and “Web Server port.” Click the

“Default” button to restore the default values in the dialog box.
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Downloading video recording from a remote site server

Click the “Download Record” button to open the “Download” dialog box then configure the settings

below.

Download

o_—i_ Site: server [P ]12?-0.0.1 _vj
—— Camera: ]1 :j

e Storage path ]C:\Program Filesshuperyision 1. 2\Femote Browse...
B ———— = A __,:1 times)

Download... ;

Starttme: | 20080617 v |[14:00:00 --a—l
Endime: [20080617 |[1ens00 = __|

)

o Site Server

o Camera

o Start/end Time

o Storage path

Retry

o Download

o Advanced

Specify the IP address or domain name of the DVR Site Server. Click the
drop-down arrow to select from previous Site Servers that were accessed.
Click to select the camera number in the remote site server from where
you want to download video recordings.

Specify the date and time range of the video recording you want to
download from the remote site server. The length of the specified period
should be 10 minutes or lower.

Click the “Browse” button to specify the folder location where you want to
save the downloaded video recording.

Use the arrow keys to specify how many times to retry downloading the
video recording when the initial download try fails.

Click to download video recordings. Opens the “Login” dialog box where
you may need to specify a valid user ID and password in order to connect
to the remote site server.

Click this button to open the “Port Settings” dialog box to configure site

server port settings.

Note: The Download button will be disabled when the download duration is larger than 10 minutes.

After clicking the “OK” button (valid User ID and Password may be required before you can click the OK

button) in the “Login” dialog box, a dialog box will open showing you details of the video recording that is

being downloaded. Click the “Cancel” button if you want to stop the download process.
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Playing back downloaded video recordings

Click the “Open Record” button to open the “Open” dialog box and select the downloaded video

recording file then click the “OK” button. The video recording file is displayed on the Remote Record

Player screen.

Navigation Panel

Use the Navigation Panel to control the playback of recorded video.

00000 0000

06

1970-01-01 00:00:00 1970-01-01 00:00:00

1970-01-01 00:00:00

| Download...” Open---l |E

Start Timecode
Current Timecode
End Timecode

Navigation Bar

Play / Pause

Stop

Previous / Next Frame
Backward / Forward

Decrease Playback Speed

Normal Speed

Increase Playback Speed

O @

This shows the start time of the downloaded video recording.
Shows the timecode of the current video scene.

This shows the end time of the downloaded video recording.
Allows you to jump directly to any part of the recorded video.
Drag the slider tab to the desired part of the recorded video.
Plays/Pauses the playback at the current frame.

Terminates the playback and moves to the starting frame.
Moves to the previous/next video frame.

Moves back/forward one or more video frames.

Slows down video playback. Click once to play the recorded
video at half (1/2 x) the normal speed. Click again to play the
video at a quarter (1/4 x) of the normal speed. The slowest
speed is 1/32 x.

Plays the recorded event at its original speed.

Increases the playback speed of the video. Click once to double
(2 x) the playback speed. Click again to quadruple (4 x) the

playback speed. The maximum speed is 64 x.
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Changing the zoom ratio of the video during playback
When playing downloaded video recordings, you can change the zoom ratio of the video recording by

clicking one of the “Zoom Ratio” button. Besides being able to view your video in its actual size, you can

choose to view the video recording at 1/2 or 2x the original size.
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ChaEter 8

huperRemote PDA

huperRemote PDA is a Windows CE based software that allows you to monitor the video cameras

from a remote DVR Site Server on a PDA.

The User Interface

[ 1]

After connection, you
can see live video on
the video screan,

Switch to the 4 split
screen layout.

Switch to the single
screan layout.

Close the program.

Display live video in
full screen.

Control the PTZ
camera.

huperRemote PDA
|

huperRemote

0 Next split
SCreen.

Previous
split screen.

Connect / Disconnect

Make sure first your PDA device has been
connected to the internet. Press the
[Connect] button to establish connection
with the specified remote DVR Site Server.

Q| © (0|0

Specify the information of remote DVR Site Server,
Click the [Options] button to invoke the [Select Host]
dialog box, Please enter the IP address of DVR

Site Server in the [Host] field. If access control is not
enabled on the DVR Site Server, select the option
[Anonymous]. Otherwise, enter a valid user ID and

password,

9 Capture a video frame.
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ChaEter 9
List Server

List Server is a program that keeps track of the Site Server computers that are connected on the local
network and maintains the user account database. After List Server is installed, by default, it

automatically runs in the background when the computer where it is installed is started up.

Running the List Server

Before you run the List Server program, first disable the Internet Connection Firewall in Windows. You

can disable it through the Control Panel's Network Connections dialog box.

-+ Local Area Connection 11 Properties flll %= Windows Firewall

| General || Authentication | Advanced General | Exceptions || Advancedi

Yfindoves Firewall

Frotect my computer and network by limiting
or preventing access to this computer fram
the Intemnet

I “Windows Firewall helps protect your computer by preventing unauthorized users
from gaining access ta your computer through the Intemet or a network:,

Internet Connection Sharing
@ ) On [recommended)
[] Allow other network users to connect through thiz
computer's Intemet connection Thiz setting blocks all autside sources from connecting ta this

computer, with the exception of those selected on the Exceptions tab.

Allow other network users to control or disable the

shared Intemet connection Don't allow exceptions
Learn more about ntemet Connection z Select this when you connect bo public netwarks in less secure
Sharing, Settings.. locations, such ag aiports. r'ou will not be notified when Windows

Firewall blacks programs. Selections on the Exceptions tab will be
ignared.

1 you're not sure how to set these properties, use Avaid using this setting. Turning off ‘Windows Firewall may make this
the Metwark 5etup \Wizard instead. cormputer more vulherable to virses and intruders

‘what else should | know about Windows Firewal?

Note: The Internet Connection Firewall feature protects your computer from hackers. If you need to use this feature,

refer to Microsoft Windows documentation for information on how to properly set up the firewall.

To run List Server, click Start > Programs > Huper List Server > List Server. List Server will be launched

in the background, and its program icon will be added to the right side of the Windows taskbar.

Bm s 4:29PM

This is the List Server program icon,
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To open the List Server program window and customize its settings, you need to log into the program.
Note: Only the system administrator can log into the List Server and customize its settings.

To log into the List Server:
1.  Right-click the List Server icon, then select Log in.

2. You will then be prompted to enter the system administrator name and password.

User ID: IAdministraU:r

Pasaword: kit

If this is your first time to open the List Server, enter "Administrator" as the name and "system" as
the password.
3. Change the administrator password to avoid unauthorized access of the List Server. Click Modify,

then enter a secure password.

Customizing List Server settings

The List Server program window has four tabs that provide different sets of settings. After you have

modified its settings, you need to restart the List Server program for your new settings to take effect.
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Account tab

In the Account tab, the upper part shows the existing users and information about these users, whereas the

lower part shows the number of users that are assigned to each type of user group.

Lrist Server |Z

Aceont IIn.fomlaﬁonl Preferemesl Log I

zer D i | Crroup | Description |
Adindniztrator A dimdndstrator A ddnizteator

|Number of ners: 1 Add... Delete Modify... I

Grooup £ | Mumber |
Adininistrator
Manager
Cperator
Remote Tser

(=R

INumber of groups : 4

In this tab, you can add, modify or remove user accounts. For each user account, assign it to one of these

four types of user groups (i.e., privilege level): Administrator, Manager, Operator, or Remote User.
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Information tab

The Information tab keeps track of Site Server computers that are logged onto the List Server. In this tab,
you can see the dynamic IP addresses or fixed IP addresses of all the Site Server computers. When you
select a computer from the list, the right side of the program window will show information about the
associated video cameras such as the camera name, video resolution, operation status (e.g., video

recording, detection, etc.).

List Server |Z|
Accomnt  Tnformation lPreferemesl Log |
| DYE 3ite Server information | Camera information
Wame | IF address | TCF port | Cameras | Maime | Rezolution | Record | Detection | Fignal Lo |
2ICH-L 192.168.0.149 80 16
Refresh |
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Preference tab

The Preference tab contains network settings for the List Server computer.

List Server

Accou.nt! Informatinn  Preferences iLog !

o & P addiess 7. 0. 0. 10 TCPport; [10240
o Il:: T, Il [T ~]  dsyhuto maintin database |

v IF address filter:

1 Reject mode " Acceptmode

From f128. 1 .1 .1 4 [128.30.30. 30 Add Delete |
Description: l

From | To | Deseriptinn |
127111 127.20.20.20

128.1.1.1 128.20.20.20

o IP address and Specify the IP address and TCP port number to be used by the List Server
TCP port computer. (After modifying the settings, restart the List Server program for

the new settings to take effect.)

Note: If List Server is accessed via a NAT, firewall or IP-sharing device, make sure that
the List Server computer's TCP port is port-forward to the device’s port number.

o Auto maintain Select this option to enable auto maintenance of the List Server's database.

database Specify the desired time interval between each maintenance.

o IP address filter Select this option to restrict only a specific range of dynamic IP addresses to log
onto and access the List Server. To define a range, enter the start and end IP
addresses, then click the Add button. Specify whether this range of address will
be ignored or accepted by selecting either the Reject mode or Accept mode

option.
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Log tab

The Log tab displays operation logs such as List Server's startup and shutdown logs, login and logout
times of Site Server computers, and user login and logout times. To control the size of the log file, either
specify the maximum allowable number of operations to be logged in the Log limited by field, or

specify the number of days to retain operation logs. To view operation logs of a specific date, choose the

range of inquiry dates then click Search.

You can back up the operation logs by clicking Backup, or clear the logs by clicking Delete.

Lizt Server |'>< |
Apeomt I Intormation | Preferences Log |
Time | From | Action | Dietadl |

200806/17 172512 List Berver Start Sart Up List Berver

20080617 17.25:12 List Berver Madntain databaze  To maintain databese

20080617 17:27:35 List Server Login Administrator login

| Logs limited by e IIDDD record (5) = I? daps) |
[2008¢ 617 | w0 |2008/ 6A7 ~|  Seamch | Delete | Back Up... |
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Appendix 1

How to Use the 1/0 Ports of a
Video Capture Card

1. The Specification of 1/0 Ports

Each video capture card provides four I/O ports. Each I/O port can connect to an
Input Device (e.g. Infra-red sensor) or an Output Device (e.g. Alarm). The H1004S
video capture card has four I/O ports, each marked by "GPIO1", "GPIO2",
"GPIO3" and "GPIO4" (Please refer Figure 1-1 and 1-2). Every I/O port has two
pins, a positive pole pin marked with "+" and a negative pole pin marked with "-".
For other models of video capture cards (Please refer Figure 1-3 and 1-4), positive
pole pins are at the side marked with "GPIO1-GPIO4", negative pole pins are at the
opposite side marked with "G". The left-most pin pair are the first I/O port, the
following pin pairs are numbered accordingly (second I/O port, third I/O port...).
The I/O ports link directly to the BT878 GPIO* ports. Below are their specifications.

Digital Input/Output Min. Max.
Input High Volt 2.0V 5.5V
GPIO Input Tpnr ien Toase
Input Low Voltage -0.5V 0.8V
Output High Voltage (I=-1.2mA 2.4V 5V
GPIO Output ueput High Voltage ( )
Output Low Voltage (I=8mA) - 0.4V
Note:

¢ GPIO: General Purpose Input/Output ports.
¢ Detail GPIO specification.Please read the specifications of the Bt878 chip.
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A Figure 1-3 H4004Q Video Capture Card

/’——_—_—— <
//’ \\\
” ~
// P2 \\
;7 GPIO G G G G G G G G AUDIOIN ™
/ — \
/ : \
| " N EEEEHN \
| | l
\ H H B .:. H H B |
\ ‘ /
\\ GPIO1—GPIO4 AIN4——AIN1 //
\\\ A Figure 1-4 1/0 Ports at the left part ///
\\\ ///
~< -

—y —
5-—————_—

213




2.

Installing the Cable

You need to install a cable to connect I/O ports to 1/O devices. You can purchase a
cable from any PC accessory store or use the cable that comes with the video capture
card. Please note that some models of video capture cards do not include cables. You
can purchase the cable from the dealer where you purchased the product.

Connecting to 1/0 Devices

Each I/O port can connect to an input device or an output device. If the input/output
voltage from/to the I/O devices does not match the specifications of I/O ports, the
video capture card or output devices may be damaged due to overrunning of the
voltage limit. An extra circuit for increasing/decreasing the voltage from the input
device or to the I/O port can solve the problem. Please note that I/O ports can only
accept DC (Direct Current).

Setting 1/0 Devices

I/O devices and I/O ports should have their corresponding positive pole pins
connected and corresponding negative pole pins connected. If the first I/O port is
connected to an input device, please select the first option on the "Device/Input” tab
of the "Preferences” dialog box then specify the device type (either NC or NO).
(Please refer to Figure 4-1.) If the first I/O port is connected to an output device,
please select the first option on the "Device/Output” tab of the "Preferences” dialog
box then specify the device type (either NC or NO). (Please refer to Figure 4-2.) If
you installed other I/O devices, follow the rule above for the "Preferences dialog box:
Device tab".

e | TRl e [ Tk | s |
W | o |
—ai BTNy | -

i T 2 o =
TR = I =mrm T DN =
g 1 | & == =
o — 11 | = I

= = —=q =" = —

o - e
|| ] T
e P e =1
Llg =51 -
o R [ i
| 4| - -
| = =
| |: —
— T
I = | = —— ———
| | | s = —
.l 1 =7 =
— | | ——d § = e
1 1 T
L —
| = Bl
=z 1 ==
i L = - |
- T

A Figure 4-1 Enable the Input Device
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A Figure 4-2 Enable the Output Device

5. Testing the 1/0 Device Connection

After connecting the I/O ports to I/O devices
and finalizing the settings, click the "Test"

Trea
button on the "Preferences/Device" tab to 1 fremm G e
check the connection and settings. Click the a2 jroae e [eerwmmo)
"Test" button on the "Preferences/Device/ 3 freem w0 [Eewsom
Input’ tab to launch a dialog box displaying the 4 jroun R
current input voltage of input devices. (Please | =1
refer to Figure 5.) You can trigger the input Rl | !
device and track the changes of input voltage in | 7 L=
this dialog box. Click the "Test" button on the = e
"Preferences/Device/Output” tab to change the s S
. o | | I
output voltage. You can check the behavior of , — 1
output devices to make sure the connections : : :— |
and settings are correct. s 4 gyt
TR | =+
5 =4
A | T

Figure 5 Test Sensors p
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Including 1/0 Devices to the operation of DVR Site Server

When an input device has been triggered to issue an event, Site Server can have three
reactions:

1. In the event recording mode, starts the video recording and Site Server keeps
recording till the event ends.

2. In non-event recording mode, the event time segment is recorded to enable
searching of video recordings later.

3. Issue event notifications.

In order to include input devices to the normal operation of Site Server, you need to
select the "Sensor detection” option in the "Detect events by" group on the
"Preferences/Camera" tab for certain cameras. Then click the "Settings" button
behind the option "Sensor detection” to assign input devices.

Output devices are for event notification. You can select the "External devices"
option in the "Respond to events by" group on "Preferences/Camera” tab for certain
cameras. Then click the "Settings" button behind the option "External devices" to
assign output devices.
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Profile Settings of LiveTag.ini

What is the profile settings for?

Some settings of huperVision are related to the product models and hardware environments.
These settings are put on the “LiveTag.Ini” file with default values. Installers and users can
modify the settings for customization or performance/quality tuning.

Where is the file for the setting?

The file “LiveTag.Ini” is placed at the product installed folder. The default location of the file
is at “Drive:\ Program Files\huperLab\huperVision\Bin”, where Drive could be C, D, etc.

How to Modify the Settings?

Prior to the modification, you need to know each setting standing for. Below explain the
settings one by one.

1. [SYSTEM] Section

Key Name Default Description

Field_sync 1 Enable it if the capture board has the Field
Sync Circuit for field sync. Disable it if the
capture board has no Field Sync Circuit. 1 for
enable and 0 for disable. Not to enable the
setting on capture board without the Field
Sync Circuit, otherwise, frozen video may
happen.

Smart_Saving_interval 1 Specify the recording frame rate while no
motion video in No-stop Smart recording
mode. 1 for 1fps, 2 for 0.5 fps, etc.

Quick_display_format 1 Enable/disable the quick video display. 1 for
enable, 0 for disable. If the video display card
cannot display image correctly, please update
to newest display card driver or disable the
quick video display function.
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NORESPONSETIME

130 (Available since version 1.3)

Specify the delay time in seconds to restart the
computer when hardware watchdog has
detected a system halt.

2. [COMPRESSOR_FAST] Section

Key Name Default Description

GOP 30 Specify the frame rate of I-frame. Larger value gains
smaller data size but may reduce the image quality.

Qr 7 Specify the QP value. Smaller value gains better image
quality but has larger data size.

Search_level 1 Specify the motion searching method. Value 1 has better

performance but has larger data size. Value 2 has smaller
data size but a bit slow.

PS: Settings for HM Fast compression.

3. [COMPRESSOR_GOOD] Section

Key Name Default Description

GOP 30 Specify the frame rate of I-frame. Larger value gains
smaller data size but may reduce the image quality.

Qr 7 Specify the QP value. Smaller value gains better image
quality but has larger data size.

Search_level 2 Specify the motion searching method. Value 1 has better

performance but has larger data size. Value 2 has smaller
data size but a bit slow.

PS: Settings for HM Good Quality compression.
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4. [COMPRESSOR_BEST] Section

— 'l.i '|I'|I1;
::: = v -
HpervVision |/

Key Name Default Description

GOP 30 Specify the frame rate of I-frame. Larger value gains
smaller data size but may reduce the image quality.

Qr 5 Specify the QP value. Smaller value gains better image
quality but has larger data size.

Search_level 2 Specify the motion searching method. Value 1 has better

performance but has larger data size. Value 2 has smaller
data size but a bit slow.

PS: Settings for HM Best Quality compression.

5. [MODEL_RECORDING_RATE] Section

Key Name Default Description
ENABLE 0 Set the value to 1 to take effect while you modify the
[MODEL_RECORDING_RATE] settings.

Mo04S 30 Specify the default frame rate for huperVision 4004S
MO08S 30 Specify the default frame rate for huperVision 40085
M12S 30 Specify the default frame rate for huperVision 40128
M16S 30 Specify the default frame rate for huperVision 4016S
Mo04D 30 Specify the default frame rate for huperVision 4004D
MO08D 30 Specify the default frame rate for huperVision 4008D
M12D 30 Specify the default frame rate for huperVision 4012D
M16D 30 Specify the default frame rate for huperVision 4016D
M04Q 30 Specify the default frame rate for huperVision 4004Q
M08Q 30 Specify the default frame rate for huperVision 4008Q
M12Q 30 Specify the default frame rate for huperVision 4012Q
M16Q 30 Specify the default frame rate for huperVision 4016Q
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6. [AUDIO_FORMAT] Section (Available since version 1.4)

Key Name Default Description

SAMPLE 8000 Specify the audio smapling rate. 8KHz by default.

BIT 8 Specify the sample resolution, 8 bits by default. It cound
be 8 bits or 16 bits.
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Appendix 3

Guide to Connect PTZ Camera

. There are two types of RS-232 ports on a computer: serial ports and parallel ports. The

. PTZ cameras have a RS-422/485 port to connect the control cable. In order to connect

. A serial port on a computer can control multiple PTZ cameras. These PTZ cameras

Something you should know first

serial port, so-called COM port, is the one for plugging in the control cable from the
PTZ camera.

a control cable from a PTZ camera to a computer, a converter device from RS-422/485
to RS-232 is usually adopted.

Note: The connection length of RS232 cable is limited in 15 meters. The connection
length of RS-422/485 cable can be up to 1,200 meters.

connected to the same computer serial port are each identified by a unique hardware
ID. You can assign an ID to a PTZ camera by adjusting the ID switch of PTZ camera
device. For details, please refers to the PTZ camera manual.

. RS-232 pin definition

Pin No Function When we look in front of the female D
connector of COM port, the pin on the
1 CD top right is pin 1. There are numbers
] beside the pins at the D female
2 RXD Receive Data connector. The computer communicates
with PTZ cameras via pin 2 and pin 3.
3 XD Transport Dara The lines of pin 2 (RXD) and pin 3
4 DTR DTE Ready (TXD) each connect to the “Data-“ pin
and “Data+” pin of the PTZ camera
5 GND Ground device. Please refer to the PTZ camera
manual for the actual pin name.
6 DSR DCE Ready
7 RTS Request to Send
8 CTS Clear to Send
9 RI Ring Indicator
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5. RJ11 cable

RJ11 cable is a general telephone cable. Telephone cable
has three types: telephone cable that has 2 lines, 4 lines
or 6 lines inside. Be sure to use a telephone cable that
has 4 lines or 6 lines inside to connect from PTZ
camera to the converter device. When we look in front
of the RJ11 connector, the left line is line 1 and the right
line is line 6. In the cable, line 4 and line 5 are used for
RX+ and RX- lines.

Picture 1: RJ11 connector
(four lines inside)

Il. Connect the PTZ camera: Use DynaColor dome camera as
an example

Step 1: Adjust jumpers at the PTZ camera base.

Jumper Setting

Dome ID 001

Duplex/Simplex Duplex

S$2 & S1 DynaColor protocol

Note:

1. After the PTZ camera has been set
up and the pan, tilt and zoom
controls seem not very well. You
can switch from duplex mode to
simplex mode and try again.

2. If there are two more PTZ cameras
connect to a serial port at the
computer, you must assign each
PTZ camera a unique ID.

Picture 2: Jumpers at the bottom side of
PZT camera base

Step 2: Connect cable from PTZ camera base to PTZ dome camera.
Connect a cable (comes in the camera pack) from the white connector (at the
upper-left corner in Picture 3) of PTZ camera base to PTZ dome camera.
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Picture 3: Connectors at the front side of PTZ camera base

Step 3: Connect RJ11 cable from PTZ camera base to the RS-422/485 port of converter device.
There are two RJ11 connectors at the camera base (at the right-bottom corner in
Picture 3). Connect an RJ11 cable from one RJ11 connector at the PTZ camera base
to the RS-422/485 port of converter device. Be sure that the RX+ and RX- lines of
RJ11 cable each connects to the DATA+ and DATA- pins of converter device.

Note:

1. Another RJ11 connector is optional for connecting to control panel device. These two RJ11
connectors are forks from the same cable.

2. The converter device needs a power supply to perform action. Please refer to the device manual
for the voltage level.

=t
EE:'— ——ﬁ =T wt
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Appendix 4

An Example of PTZ Custom
Command Usage:

Enable OSD (On Screen Display) of DynaColor
Dome Camera

DynaColor dome camera supports the OSD (On Screen Display) commands for device
setting. Below is an example to use the Custom Command page of the Advance PTZ
Control Panel to operate the OSD commands of DynaColor dome camera.

Step 1: Click the icon on the Camera Control Panel of the DVR server to display
the Advance PTZ Control Panel.

Step 2: Click the (_%§ ) button on the Advance PTZ Control Panel to display the
“Settings” dialog box. Click the “Custom” tab to go to the “Custom” setting page.

Step 3: Select check boxes, enter command names and command codes as what shows in
the below picture.

TTR Drvnn | kol Tty | Tovbonnd inm |

ol Mem O
2z % | RN
25 [lom | I AT =
2 [lait | [T T E R
R [T ] | O Bl
e | |
B I
A —

_ Sl |

225




Step 4: Click the mode button on the Advance PTZ Control Panel and select the “Custom”
mode. The Advance PTZ Control Panel switches to the “Custom” panel.

Step 5: Click the “Menu” button to display the OSD commands. Click “Up” and “Down”
button to navigate menu commands. Click “Left” and “Right” buttons to change the

setting.

huperVision is a trademark of Huper Laboratories, Co., Ltd.
Microsoft Windows is a trademark of U.S.A. Microsoft Corporation.
All other trademarks or registered trademarks are the property of their respective holders.
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Appendix 5
10C-0404P Card Guide

Introduction

The IOC-0404P is a 4-ch digital input and 4-ch. relay output module. IOC-0404P
supports two interfaces with host controller, general-purpose input/output interface and
RS232 interface to meet different requirements from the host controller.

I0C-0404P is a digital input module built with 5000VDC optical isolation, and it is
suitable for noise environment or floating potential. Also, the 4 isolated inputs provide the
best method to prevent the ground loop problem. The IOC-0404P supports dry contact
wiring for simple implementation. Moreover, users can read the current input status from
the green LED indicators on-board. Each input channel is jumper selectable to either
isolated or non-isolated input.

The I0OC-0404P provides four channels with Form C relay. IOC-0404D is excellent for
ON/OFF control or low-power switching applications.

For easy monitoring, each relay is equipped with one yellow LED to reflect its ON/OFF
status.

Technical Specifications

Digital input: Relay output:

e Channel : 4-channel/ digital inputs e Channel : 4-channel/ relay output
* Optical Isolation : 5000 VDC with Form C

* Optical-isolator response time : 18 us * LED Indicator : On: Active; Off:

Non-active

* Opver-voltage Protect : 70 VDC
e ESD (Electro Static Discharge) : 5000 VDC

e LED Indicator: On: Active; Off : Non-active ACI125V@0.6A;250 V@03 A
I . DC30V@1A;110V@0.6A
* Input Voltage :

Dry Contact Logic level 0 : Close to GND NO & NC selectable by jumper
Logic level 1 : Open

Optical Isolation : 24VDC (Normal)

Dry Contact & Optical Isolation Selectable

* Contact Rating :

* Power consumption : 200 mW each channel
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Application Wiring

The following are examples on how to connect the cable to your IOC-0404P modules.

Input wiring
Diagram
CENICREENF
__________ =
a L. 2000
- #
Circeit "HIII!' ] Internal
| Bl - w o Circuit
Dry Contact Input
Fisd
JP1-4
o 2 4 6
— N F
Bgo
1 3 &
Dry Contact
Isolation Digital Input
Dl ———= — | Fial
HI- —
Bild —
;::- _— Pl
-
H :g_
Hi- rist el | |
P2
(ptical lsolation
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Output wiring

Diagram

il

NC (Normal Close) setting

L0 — Piad
Em-l: JEN—

Eelay CQutput

NO (Normal Open) setting

Pl

TFG-7-0

SERREEE]
!
I
2
60
&

Belay OQuiput
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Installation

1. Before installing the IOC-0404P into the system, remove the terminator housing from
the IOC-0404P as illustrated in Figure 1.

2. Secure the IOC-0404P using a screw.
3. Connect the input/output cable to the terminator block as desired.
4. Plug the terminal block into the IOC-0404P as illustrated in Figure 2.

5. Check whether the INPUT/ OUTPUT module is fitted in the right terminal and right

position.

Figure 1 Figure 2
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Host wiring

1. IOC-0404P to 4404S: Take note that the red line of the cable should connect to Pin2 on
the IOC-0404P card and the 4404S card.

I0C-0404P

231




2. IOC-0404P to 4404Q: Take rote thet the red lire of the cldle dould carect to PR
o the IOC-0404P card ard to the "G" pin an the 4404Q card.
(The same wiring for 4416SB, 4408DB, 4416SG and 4408DG)

! I0C-0404P
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3. IOC-0404P to 4408QB: Take note that the red line of the cable should connect to Pin2
of the IOC-0404P card and to the "G" pin on the 4408QB card.

4408QB 4408QB

10C-0404P
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Pin Assignment

| P1input terminal P2 output terminal

| 1 |
DDDDDDDD RARRARRRRAR
It et 170 ELEELLLL
11223344 11223344
TSR TR S S .j; g I )
CNCNCNTELCHN
ocCOCOCODC
MAMYMLM
N N N N
a 0o 0 D
Pin no. P1 General purpose input | Description
1 DI1+ Input channel 1 +
2 DI1- Input channel 1 -
3 DI2+ Input channel 2 +
4 DI2- Input channel 2 -
5 DI3+ Input channel 3 +
6 DI3- Input channel 3 -
7 DI4+ Input channel 4 +
8 DI4- Input channel 4 -
Pin no. P2 Relay output Description
1 RL1-COM Relay output channel 1- common
2 RL1-NC/NO Relay output channel 1- NC or NO
3 RL2-COM Relay output channel 2- common
4 RL2-NC/NO Relay output channel 2- NC or NO
5 RL3-COM Relay output channel 3- common
6 RL3-NC/NO Relay output channel 3- NC or NO
7 RL4-COM Relay output channel 4- common
8 RL4-NC/NO Relay output channel 4- NC or NO
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Jumper & connector

Input module dry contact / optical isolation select (JP1 ~ 4)

T

Channels Dry contact Optical isolation
Channel 1 (JP1) 1-3,2-4 3-5,4-6
Channel 2 (JP2) 1-3,2-4 3-5,4-6
Channel 3 (JP3) 1-3,2-4 3-5,4-6
Channel 4 (JP4) 1-3,2-4 3-5,4-6

Relay output NC / NO select (JP5 -7, 9)

.--1.1,-'.:

Channels Normal close (NC)[ Normal open (NO)

Channel 1 (JP5) 1-2 2-3

Channel 2 (JP6) 1-2 2-3

Channel 3 (JP7) 1-2 2-3

Channel 4 (JP9) 1-2 2-3

ID selector (JP8) Host interface-RS232 (J1)

Card ID JP8 Signals J1

Card ID 0 1-2,3-4,5-6 Transmission data (TXD) 1

Card ID 1 3-4,5-6 Ground 2,3

Card ID 2 1-2,5-6 Receive data (RXD) 4

Card ID 3 5-6

Card ID 4 1-2,3-4 Interface to next IOC-0404P-RS232 (J2)

Card ID 5 3-4 Signals J2

Card ID 6 1-2 Transmission data (TXD) 1

Card ID 7 Open Ground 2,3
Receive data (RXD) 4
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Host interface-GPIO (J3) Host interface-GPIO (J4)

Signals J3 Signals J4
Input channel 1-data 1 Input channel 3-data 1
Input channel 1-ground 2 Input channel 3-ground 2
Input channel 2-data 3 Input channel 4-data 3
Input channel 2-ground 4 Input channel 4-ground 4
Output channel 1-data 5 Output channel 3-data 5
Output channel 1-ground 6 Output channel 3-ground 6
Output channel 2-data 7 Output channel 4-data 7
Output channel 2-ground 8 Output channel 4-ground 8
Drawing and connection
Tre 5 TP [3'3'2'513 m #
Opu m B i) 2
-, g- 53 13 ggEE EEEE
Of ‘oo of I AD(32 REV:0
T8 ensnae, MEPTATRAN
8 E - w (@ v _
—
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a s, B B o cao o
A e SO ey

Decaoecocoan

o 1
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Settings at huperVision

After installing the IOC-0404P 1/O card, you can open the Preferences dialog box: Device
tab of huperVision to customize I/O settings.

Input Settings

Step 1: Open the Preferences dialog box, then click the Device/Input tab.

Step 2: Select "BT878-GPIO-1" item from the Card list.

Step 3: The 4 input ports of IOC-0404P map to input 1, 2, 5 and 6 in the settings. Please
do not select input 3, 4, 7 and 8 in the settings.

Step 4: Click the Test button to open the "Sensor test" dialog box to examine correct
input value and status.

Note: If I0-0404P connects to two capture cards, the number of input pins are 8. They are
input 1, 2, 5, 6, 9, 10, 13 and 14.
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Output Settings

Step 1: Open the Preferences dialog box, then click the Device/Output tab.
Step 2: Select "BT878-GPIO-1" from the Card list.

Step 3: The 4 output ports of IOC-0404P map to output 3, 4, 7 and 8 in the settings.
Please do not select output 1, 2, 5 and 6 in the settings.

Step 4: Click the Test button to examine the response of connected output devices.

Note: If IO-0404P connects to two capture cards, the number of output pins are 8. They
are output 3, 4, 7, 8, 11, 12, 15 and 16.
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Technical Specification

Appendix 6

CE Approved

Digital Contact Input | 8
Isolation 5000Vrms
Digital Level 0 Open
Digital Level 1 Close
Relay Output 5

Relay Type Form A
Contact Rating 10A@125VAC, 5A@250VAC/30VDC
Operate Time 8 ms
Release Time 5ms
Dielectric Strength 2500VAC
Electrical life(min.) 1x10°
Mechanical life(min.) | 1 x 10’

Power Consumption

110 / 220 VAC or 5VDC, 5W°C

Communication Port

RS232 / RS485 (Protocol : Huper RTU ASCII)
RS232:1200 - 115, 200 bps; RS485 : 1200 -

921.6K bps

Communication Distance RS232: 50 feet
RS485: 4000 feet

Input Power Supply

110 / 220 VAC or 5VDC, Digital InputiG 5/12/24

VDC

Dimension 150 x 100 x 40 mm

Weight

360 g

Approved Standards

CE
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-
Relay Output

(total 5 terminals)
.

~N

J

(RSZ32/RS485
Communication
Port, and
Communication

IP (DIP Switch)
.

RS232/RS485
Connecting Terminal

J

-
AC Power Input
\\
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Installation

110 / 220 VAC Power Supply Wiring
DC+5V power supply CANNOT be used together with the AC power supply.
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L] | o -8
Ralay Cutput -5 ——— | o7
Relay Owtput -4 —— |  ——Di 4
Relay Output -3 —— | o5
Relay Qutput -2 —— | | —— i
Relay Ouwtput -1 —— |  ——mDi-a
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DC +5V Power Supply Wiring (When 5 relays are concurrently in use for a long time)

DC+5V power supply CANNOT be used together with the AC power supply.
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DVR Using USB to Connect to RS485 Com Port

Connect to USB/RS485
converter (DVR without COM
Port or for long distance usage)
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RS232/RS485
Communication

Port, and DIP Switch

(1) DIP Switch Default: RS232, ID=1
(2) DIP Switch Setting: The DIP Switch is “OFF” by default which locates at the ID
display side. Shift to the other side to turn the DIP Switch “ON.”

Options for Communication Ports

DIP Switch| NO.1 | NO.2

Comm. Port

RS-232 OFF ON
RS-485 ON OFF

Note: NO.1 and NO.2 cannot be turned on at the same time; i.e. RS-232 and RS-485 cannot be is use
concurrently.

(1) NO.3 - NO.8 are node ID (a binary system)

(2) If NO.3 is ON and others are OFE it means 01.
(3) If NO.4 is ON and others are OFE it means 02.
(4) If NO.5 is ON and others are OFE it means 04.
(5) If NO.6 is ON and others are OFE it means 08.
(6) If NO.7 is ON and others are OFE it means 16.
(7) If NO.8 is ON and others are OFE it means 32.

Example:

If node ID is 1, the DIP Switch setting should be NO.3 is ON and others are OFE

If node ID is 3, the DIP Switch setting should be NO.3 and NO.4 are ON, and others are OFF.
If node ID is 5, the DIP Switch setting should be NO.3 and NO.5 are ON, and NO.4 and
others are OFF.

If node ID is 7, the DIP Switch setting should be NO.3-NO.5 are ON, and NO.6 - NO.8 are
OFFE.
The Node ID is the sum of DIP Switch NO.3 to NO.8.
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DI Input Control

1. Connect the COM port to ~VDC. The COM port cannot be connected to +VDC. The acceptable
voltage is DC5V-DC24V.

2. 8 DI controls share the same power supply which accepts different levels of voltage starting from DC5V
to DC24V.

3. I0OB-0805 provides 5VDC for DI input control when the power supply is 110/220 VAC. No extra DC
power supply is necessary.

4. When 5 relay output controls are in long-term use, an extra 5VDC power supply is necessary.

5. Please DO NOT turn on the AC power supply while the DC +5V is in use.

Application Example: Alarm Detection (Contact Input)

I0B-0805 provides 5VDC for DI input control when the power supply is 110/220
VAC. No extra DC power supply is necessary.

10B-0805 DI Wiring Example A: Fire Alarm Detection (Contact Input) Using AC
Power Supply
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Appendix 6

Application Example: Alarm Detection (Contact Input)

When 5 relay output controls are in long-term use, an extra 5VDC power supply is
necessary.

10B-0805 DI Wiring Example B: Fire Alarm Detection (Contact Input) Using DC
Power Supply
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RO (5A Relay Dry Contact) Output Control

5 RO controls share the same power supply, and accept different levels of voltage. All the
power supplies must be the same type, i.e. AC or DC.

Application Example: Alarm Indicator (AC)

10B-0805 RO Wiring Example A: Alarm Indicator (AC)
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Application Example: Small Fan or TV Set (under 5A)

10B-0805 RO Wiring Example B: Small Fan or TV Set (under 5A)

Appendix 6
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Application Example: Refrigerator, Rice Cooker or Microwave

Note: Please use the relay, SSR or AC power supply with enough contact ratings to avoid danger. The
AC wire should be 3.5 mm when the power consumption is above 15A.

(70~240VAC)

1. For the appliances whose power consumption is under 15A, such as refrigerators, rice cookers,
microwaves, washers, small coolers and heaters, the AC wire needs to be 2.0 mm.

2. As for the large-sized appliances, like air conditioners and heaters, etc. whose power consumption is

above 15A, the AC wire must be at least 3.5 mm or above.

10B-0805 RO Wiring Example C: 15A/240V AC SSR or Relay (AC Control)

15A Relays and SSR
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Appendix 6

Application Example: Refrigerator, Rice Cooker or Microwave

Note: Please use the relay SSR or AC power supply with enough contact ratings to avoid danger. The
AC wire should be 3.5 mm when the power consumption is above 15A.

(70~240VAC)

1. For the appliances whose power consumption is under 15A, such as refrigerators, rice cookers,
microwaves, washers, small coolers and heaters, the AC wire needs to be 2.0 mm.

2. As for the large-sized appliances, like air conditioners and heaters, etc. whose power consumption is
above 15A, the AC wire must be at least 3.5 mm or above.

10B-0805 RO Wiring Example D: 15A/240V AC SSR or Relay (DC Control)
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Refrigerator, Rice Cooker or Microwave (110-240VAC)
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Settings at huperVision
After installing the IOB-0805 I/O box, follow the steps below.

1. Please find the bin folder in the directory C:/Program Files/huperLab/huperVision/bin.
(Close the DVR server).

2. Open the bin folder, then find the IOBoxTester.exe file. (See below).
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3. Double-click to run IOBoxTester.exe, then click the Scan button (see below).
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Appendix 6

4. After the scan is completed, click the Save button.

5. After you restart the DVR site server. IO Box will be detected by the DVR in the Device
tab of the Preferences dialog box.

Input Settings

Step 1: Open the Preferences dialog box, click the Device/Input tab.
Step 2: Select the item "IOB-0805(1)" from the Device drop-down list.

Step 3: 8 input ports are then displayed, and their assigned numbers start from 1 to 8.
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Output Settings

Step 1: Open the Preferences dialog box, click the Device/Output tab.
Step 2: Select the item "[OB-0805(1)" from the Device drop-down list.
Step 3: 8 input ports are then displayed, and their assigned numbers start from 1 to 5.
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(C

1oB-1616

CE Approved

Technical Specification

Digital Contact Input 16

Isolation 5000Vrms

Digital Level 0 Open

Digital Level 1 Close

Open Collector Output | 16

Isolation 5000 Vrms

Load Voltage 5/12/24 VDC

Max Load Current 500 ma ( 2A Per Common Group )
Power Consumption 5W

Communication port RS232 / RS485 ;1 Protocol : Huper RTU ASCII;*
RS232 : 1200 — 115,200 bps {FRS485 : 1200 — 921.6K

bps Communication distance RS232 ;¢ 50 feet
RS485 ;G 4000 feet

Input Power Supply 12VvDC (9~12V), 5W

Dimension 150 x 100 x 40 mm

Weight 360 g

Approved Standards CE
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Introduction

DC POWC_T Supply, DC Power, and Output
( Power, R8232;BRS485J Output Signal (Toal 16 Terminals (total 16

Connecting Terminal Green indicators) Terminals)

-

DC Power, and
Dry Contact
Input Signal (total
16 Red

\Indlcators) )

(DC 5V Power,
and Dry Contact
Terminals (Total
16 terminals)

RS232/RS485 Communication Port,
and Communication IP (DIP
Switch)
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Installation

DVR Using R§232 Com Port

Connect to DC power supply Connect to R§232 Port (DVR
(Power consumption: 12VDC) using COM Port)
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Connect to DC power supply (Power

consumption: 12VDC)
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Connect to USB/RS232 converter

(DVR without COM Port)
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F A

Connect to DC power supply Connect to USB/RS485

(Power consumption: 12VDC) converter (DVR without COM
Port or for long distance usage)
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RS232/RS485
Communication Port,
and DIP Switch

(1) DIP Switch Default: RS232, ID=1

(2) DIP Switch Setting: The default of DIP Switch is “OFF” which locates at the ID display side. Shit to
the other side to turn the DIP Switch “ON.”

Options for Communication Ports

DIP Switch| NO.6 | NO.7 | NO. 8

Comm. Port
RS-232 OFF ON OFF
RS-485 ON OFF ON

Note: NO.6, NO.7 and NO.8 cannot be turned on at the same time; i.e. RS-232 and RS-485 cannot
be in use concurrently.

(1) NO.1 - NO.5 are node ID (a binary system)

(2) If NO.1 is ON and others are OFF, it means 01.
(3) If NO.2 is ON and others are OFF, it means 02.
(4) If NO.3 is ON and others are OFF, it means 04.
(5) If NO.4 is ON and others are OFF, it means 08.
6) If NO.5 is ON and others are OFF, it means 16.

Example:

® [fnode ID is 1, the DIP Switch setting should be NO.1 is ON and others are OFE.

® Ifnode ID is 3, the DIP Switch setting should be NO.1 and NO.2 are ON, and others are
OFFE.

® Ifnode ID is 5, the DIP Switch setting should be NO.1 and NO.3 are ON, and NO.2, NO.4
and NO.5 are OFE.

® Ifnode ID is 7, the DIP Switch setting should be NO.1-NO.3 are ON, and NO.4 and NO.5
are OFE

® The Node ID is the sum of DIP Switch NO.1 to NO.5.
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Input/Output Pin
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DI Input Control

(1) Connect the COM port to +VDC. Its not allowed to connect to ~VDC. The acceptable voltage
is DC5V-DC24V.

(2) 4 DI controls share the same power supply which accepts different levels of voltage starting from
DC5V to DC24V

Application Example: Alarm Detection (Contact Input)
IOB-1616 DI Wiring Example A: Fire Alarm Detection (Contact Input)
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DO Output Control

(1)  Connect the COM port to +VDC. It’s not allowed to connect to ~VDC. The acceptable woltage
is DC5V-DC24V.

(2) 4 DI controls share the same power supply which accepts different levels of voltage starting from
DC5V to DC24V

Application Example: Alarm Indicator (DC)
IOB-1616 DO Wiring Example A: Alarm Indicator (DC)
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Application Example: Refrigerator, Rice Cooker or Microwave
(70~240VAC)

I0B-1616 DO Wiring Example B: 15A/240V AC SSR or Relay (DC Control)

Note: Please use the relay, SSR or AC power supply with enough contact ratings to avoid danger. The
AC wire should be 3.5 mm when the power consumption is above 15A.

1.
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thuperVision

| ———

For the appliances whose power consumption is under 15A, such as refrigerators, rice
cookers, microwaves, washers, small coolers and heaters, the AC wire needs to be 2.0
mm.

As for the large-sized appliances, like air conditioners and heaters, etc. whose power
consumption is above 15A, the AC wire must be at least 3.5 mm or above.
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Settings at huperVision
After installing the IOB-1616 I/O box, follow the steps below.

1. Please find the bin folder in the directory C:/Program Files/huperLab/huperVision/bin.
(Close the DVR server).

2. Open the bin folder, then find the IOBoxTester.exe file. (See below).
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3. Double-click to run IOBoxTester.exe, then click the Scan button (see below).

[V2E- 181817 Tnpuf = 16, Dufcurt =), COML Earkme=1
1RE-1R16-CF Trpat =0, Cukout =18, $0M1, drorer =2
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4. Mfter the stan is aopleted, click the Save it

5 After you restart the DR site server. 10 Bx will be detected by the DR in the
Device tab of the Preferaxes dialag box.

Input Settings

St 1: Qoen the Preferences dialog bk, then click the Device/Trput tab.

Soep 2: Select the item "ICB-1616-I(1)" fram the drop-down list.

Step 3: 16 drput ports are then displayed, ad their assiged nunbers start fram 1 to 16.

Preferences E|
Gereral | Camera | View  Device | schedule | Audio | Network | user |
Input | output |
Device:  [10B-1616-I(1) ~|
BTB78-GPIO-1
Nai From To
1 [inplloe-1616-0@2) [:00:00 = ~ l23:s9:58 =
72 [irpuoz Mo | [o~s <] fooiooio0 = . 3isesm =
V3 |inputn3 vo v [o~5 v| loo:oo:io0 = . f23:se:se =
M4 [inputnd vo -] fo~5 - loo:ooioo = . [3:s9:s =
%5 [inputos No =] [o~5 | loo:o0:00 = . [e3ise:se =
¥ & [Inputs o | [d~s | loo:o0:o0 = ., [23:50:50 =
W 7 [inputo7 Mo ~+| [o~5 +| Joo:on:oo = . [misoime =
¥ 8 |inputns NO x| J0~5 7 loo:o0:00 = . [z3:59:99 —=
¥ 9 [rnpung o - Jows <] foorooion = . l23iseise H
¥ 10 |inputio Mo <] [o~5 | foo:o0:00 = . lz3:s9:50 =
¥ 11 [inputi1 MO v| [o~5 v Joo:oo:oo oL fe3iseise =
7 12 [nputi2 vo -] [o~5 -] looioo:ioo =5 L fesiseiss =
¥ 13 [Input13 MO +| [o~5 | foo:ioo:on 5 . l23:S9:59 =
@ 14 [tnputs Mo 7] ors ] 000 | Grimim =
15 [Inputis W | o~s | bosooim = | Baisoise =
¥ 16 [nputis o -] [o~s +] foiooion = L 3iseise =
Scan interval: [1 H osec Test. |
[oc ] _cocel |
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output Settings

Step 1: Open the Preferences dialog box, then click the Device/Output tab.
Step 2: Select the item "IOB-1616-O(2)" from the drop-down list.

Step 3: 16 output ports are then displayed, and their assigned numbers start from 1 to 16.

Preferences El

General | Camera | View  Device | Scherule | audio | Network | User |

Input Output |

Device:  |108-1616-0(2) -]

BT878-GFIO-1
Namiog-1616-1(1 From To
7 1 = [o0:00:00 = ~[23:50:50
%2 [outputoz No ~| [50 [10 loo:o0:o0 = ~l23:50:50
¥ 3 |Outpuz o ~| [50 [10 Joo:o0:o0 = . l23:50:5
W 4 [Outputnd o ~| [S0 [10 [oo:o0:oo0 = . |23:59:50
s [oupuns  [vo -] [S0 |10 l00:00:00 == ~[23:50:50
V6 [oupuos  [wo ~| [S0 |10 [oo:00:00 =5~ [23:50:50
~ 7 [Outputo? o ~| [50 |10 loo:oo:oo = . l23:50:59
Fa [oupus  [wo +] [50 [10 oo o000 = . [z3:50:50 -
~ 9 [ouputos o ~| [S.0 |10 oo:00:00 = ~ 2375050
~ 10 [outputio  [no +| [50 |10 [oo:oo:o0 = ~ 235050 -
W11 [ouputtt  [wo -] [50 |10 loo:ooioo = ~[23:50:50
12 [ouputiz — [wo ~| [50 [10 [oo:o0:o0 = ~[23:59:50
W 13 [ouputiz  [no =] [50 [10 [oo o000 = -~ 2375050
™ 14 [Outputia [no +| [S0 [10 foo:oo:o0 = ~[23:50:50
W 15 [oupuis  [no v [S0 [10 [oo:o0io0 = L[23:99:58
¥ 16 [ouputis [vo ~| [50 [10 foo o000 = . 239050 -
Ok | Cancel |
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Appendix 8
LB-16 Input Video Loopback Card

Video loop back card connects to huperVision capture cards to loop back video signals.
Camera video can through the video loop back card to the monitor set or to the quad
processor for monitoring purpose or other special applications.

Specifications

Model name LB-16 (AD043)
System 32 bits 5V PCI card
Video Input Four center crimp terminal housing up to 16 channel video input

One box header (2*13 pin) support 16 channel video input Two box
header (2*13 pin) support 8 channel video input

Video Output D-sub 25 connector support 16 channel video output
Video signal 1 Vpp, 75 switch optional
Dimension 119.88*85.09 mm

Connector Pin Assignment

1. Center crimp terminal housing for 4 channel video input (CN1,2,3,4)

Pin no.(CN1) Signal Pin no. (CN1) Signal
1 X 4 Video 3
2 Ground 5 Video 2
3 Video 4 6 Video 1

Pin no.(CN2) Signal Pin no. (CN2) Signal
1 X 4 Video 7
2 Ground 5 Video 6
3 Video 8 6 Video 5
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Pin no.(CN3) Signal Pin no. (CN3) Signal
1 X 4 Video 11
2 Ground 5 Video 10
3 Video 12 6 Video 9
Pin no.(CN4) Signal Pin no. (CN4) Signal
1 X 4 Video 15
2 Ground 5 Video 14
3 Video 16 6 Video 13
2. Box header for 16 channel video input (P1)
250000000000000!
260000000000000:
Pin no.(P1) Signal Pin no.(P1) Signal
1 Video 1 14 Ground
2 Video 14 15 Video 8
3 Video 2 16 Ground
4 Video 15 17 Video 9
5 Video 3 18 Ground
6 Video 16 19 Video 10
7 Video 4 20 Ground
8 Ground 21 Video 11
9 Video 5 22 Ground
10 Ground 23 Video 12
11 Video 6 24 Ground
12 Ground 25 Video 13
13 Video 7 26 Ground
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3. Box header for 8 channel video input (P2)

50000000000000!
2600000000000002
Pin no.(P2) Signal Pin no.(P2) Signal
1 Video 1 14 Ground
2 X 15 Video 8
3 Video 2 16 Ground
4 X 17 X
5 Video 3 18 Ground
6 X 19 X
7 Video 4 20 Ground
8 Ground 21 X
9 Video 5 22 Ground
10 Ground 23 X
11 Video 6 24 Ground
12 Ground 25 X
13 Video 7 26 Grounds
4. Box header for 8 channel video input (P3)
50000000000000!
6000000000000 0:2
Pin no.(P3) Signal Pin no.(P3) Signal
1 Video 9 14 Ground
2 X 15 Video 16
3 Video 10 16 Ground
4 X 17 X
5 Video 11 18 Ground
6 X 19 X
7 Video 12 20 Ground
8 Ground 21 X
9 Video 13 22 Ground
10 Ground 23 X
11 Video 14 24 Ground
12 Ground 25 X
13 Video 15 26 Ground
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5. D-sub 25 connector for 16 channel video output (P4)

O00000000000)!:

25 \O0OO000O0000000/ 14

Pin no.(P4) Signal Pin no.(P4) Signal
1 Ground 14 Video 1
2 Video 5 15 Ground
3 Video 9 16 Video 13
4 Ground 17 Video 2
5 Video 6 18 Ground
6 Video 10 19 Video 14
7 Ground 20 Video 3
8 Video 7 21 Ground
9 Video 11 22 Video 15
10 Ground 23 Video 4
11 Video 8 24 Ground
12 Video 12 25 Video 16
13 Ground
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6. Connect to video capture card

4404S Video Input Connector

16 Channel

Video Output

Connector

4416SG / 4416SB Video Input Connector

Video Signal 752 Switch Optional

o Input Connector

Capture Card Model / Max Number | Slots for connection | # of Loop Back Channels
4404S x 4 P4, P5, Po, P7 4, 8,12, 16
44168G x 1 P1 16
4416SB x 1 P1 16
4404Q x 2 P2, P3 4,8
H4008DB x 2 P2, P3 8, 16
H8008DB x 2 P2, P3 8, 16
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Appendix 9

PTZ Camera Auto-tracking Guide

System Requirements

1. A DVR machine with huperVision 4000 installed.

2. A Pelco PTZ camera or a Messoa PTZ camera that supports the Pelco-D control
protocol (plus an RS232/RS485 converter if the DVR machine doesn’t provide an
RS485 port.)

Installation

Step 1: Make sure the PTZ camera device uses the Pelco-D control protocol. If not, please
adjust its switcher or jumper to use Pelco-D protocol.

Step 2: Connect the video cable of the PTZ camera to a BNC port of the capture card on
the huperVision machine.

Step 3: Connect the control cable of the PTZ camera to one COM port on the
huperVision machine. If the huperVision machine doesn’t support the RS485 port,
an RS232/5485 convert is required.

Customize Settings

1. Connect the PTZ camera to the DVR system and define a preset position

Settings

PTZ Device | Joystick | Keybossd | Custorn|

COM Pedt Addiess Devics Type.
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Step 1:
Step 2:

Step 3:

Step 4:
Step 5:

Click the “PTZ” icon on the panel at the right side of the huperVision system to
display the PTZ Control Panel.

Click the hammer button at the bottom of PTZ Control Panel to open the
“Settings” dialog box.

In the “Settings” dialog box, enter the PTZ camera information onto the “PTZ
Device” setting page.

- Select the “Cx” check box where “<” indicates the channel number that the PTZ
camera’s video cable connects to.

- Select the COM port from the “COM port” list that the PTZ camera’s control
cable connects to.

- Select the address ID of the PTZ camera from the “Address” list (check the PTZ
camera switcher to find the address ID or inquire from the dealer.)

- From the “Device type” list, select “Messoa (MessoaD)” for the Messoa PTZ
camera, or select “Pelco D, 2400 bps (Pelco-D)” for the Pelco PTZ camera.

- Then click the “OK” button to close the “Settings” dialog box.
Click the camera button to select the PTZ camera.

Define a preset position where the PTZ camera will move to after tracking. First,
adjust the camera viewing angle to an appropriate position. Then save the position
to a preset button by pressing a preset button and holding it for about 3 seconds.

2. Enable the auto-tracking function and customize its settings.
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Appendix 9

Step 1: Right-click on the PTZ camera video to display a pop-up menu. Then click “PTZ
Auto-tracking”.

Step 2: In the “Auto-tracking” dialog box, select the “Enable auto-tracking” checkbox to
activate the auto-tracking function.

Step 3: From “The preset for going back after tracking” list, select the preset position
where the PTZ camera will move back to after tracking. Selecting “None” will
make the PTZ camera stay at the last position after tracking.

Step 4: Specify the PTZ camera information, including COM port, baud rate, address ID
and device type. The suggested baud rate is 2400 for the Messoa PTZ camera and
Pelco PTZ camera.

Step 5: Click “OK” to confirm the settings and start the auto-tracking function.

Auto-tracking Settings

The following are the settings you can adjust in the Auto-tracking dialog box to optimize
the accuracy of auto-tracking:
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a Enable auto-tracking Select this checkbox to activate the auto-

tracking function.

Note: While auto-tracking is enabled, you cannot manually control the PTZ camera on the
PTZ Control Panel.
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e Maximum time for a camera movement Specify the maximum time for the PTZ
camera to complete a movement. While
PTZ camera is in movement, motion
detection will be disabled. After it
completes the movement, motion
detection will be enabled automatically.
The time duration can be set anywhere
between 1000 to to 2000 ms.

e Maximum time for going to a preset Specify the maximum time for the PTZ
camera to move to a preset position. An
appropriate time is the period for the
PTZ camera to complete a movement
along a circumference. The time
duration can be set anywhere between
1000 to 2000 ms.

Note: If the specified time for moving to a preset is too short to complete a movement, the
auto-tracking function may not work accurately.

Q The preset for going back after tracking Select the preset position where the PTZ
camera will move back after tracking.
Select None if you want the PTZ camera
to stay at the last viewing angle and
position.

9 Video frame margin to start movement Define the frame margin in the PTZ
camera video. The PTZ camera will not
move until moving objects touch the
frame. The frame width can be set
between 1% to 25% of the video height.

e PTZ camera settings Set the COM port, Baud rate, Address,
and Device type.

COM port Select the COM port number that the control cable of
the PTZ camera connects to.

Baud rate Select the appropriate baud rate to define the
communication speed between the huperVision
system and the PTZ camera.

Address The address of the PTZ camera is defined by the PTZ
camera device's ID switcher and jumper. If you find
no address ID or have no idea about it, try selecting a
value of 1. If it doesn't work, please contact your
dealer to get a correct address ID.
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Appendix 9

There are two available device types: Messoa (Pelco
D) for the Messoa PTZ camera, and Pelco (Peloc D)
for the Pelco PTZ camera.

Device type

Note: Please be sure to set the correct COM port, baud rate and address ID.
Otherwise, the auto-tracking function will not work.

0 Sensitivity Specify the sensitivity level of motion detection. The

sensitivity level can range from 1 to 10.

0 Noise tolerance Specify the tolerance level to camera video noise. This
can range from 1 to 4.

9 Event interval Specify the minimum interval between tracking
events. If the specified interval has elapsed and there
are still no objects tracked, the PTZ camera will
return to the selected preset position (or it will stay at
the last position if None has been selected under The
preset for going back after tracking option).

@ Ignore smaller / larger objects Specify the size of moving objects that will be ignored
during tracking.
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Appendix 10
Appendix 10

ATl & Nvidia Dual-screen
setting

ATI Dual-screen setting

1. Download Drivers & Software from http://www.ati.com.

(1) Microsoft NET Framework

(2) Catalyst Control Center Package
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1. Install Microsoft .NET Framework.
2. Install VGA driver.

3. Setup ATI-multimoniter.

(1) Right-click you mouse on the Windows Jersan loons By ]
desktop. etk resch
(2) Select ATT Catalyst Control. Paste
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Appendix 10

Click the Go button.
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Nvidia GeForce 6600 Dual-screen setting
Step1:
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Appendix 11
People Counter User Guide

Feature

Calculate amount of passing passengers within assigned detection area. Counting direction could be

leftward/rightward or upward/downward according to the position of detection area.

Environment Setup

Camera should mount above the detection area and capture video downward vertically as the picture
below. Favorite object size should occupy around the tenth of video window. Improper object size (too

large or too small) or tilted camera angle may affect the counting result.

Detection area could locate in the top, bottom, left, right or center of the video window. It will calculate
upward and downward people flow if the detection area is located at top or bottom position. Calculate
leftward/rightward flow for left or right position. Counting direction will depend on the width/height ratio if

the detection area is in the center position.

Detection

Couint WET{s)]

Passing

Direction

Count (Do
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Please DO NOT setup system under the environments below to avoid incorrect detection result:

Setup Procedures

Interference of open/close door

Intensively light variation or shadow area under sunshine
Sheltered object

Shaking camera

Crowded location

Unstable background (like wavered leaves)

Open Settings to setup detection options:

Setting Detection Area

Press Open Drawing Panel button to pop-up drawing control panel and then draw detection area. Only one

detection area could be set which can be located at any side or center of the video window.

Ope

Drawing Panel
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Locate at one of the four position as below (should not be too long or too thin to avoid incorrect result), for

example. This configuration is used for camera mounted at the top of arcade to calculate people flow

without entering door.
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Notice: If the detection area is located at top (bottom) position with slender shape (length is much larger than width) as picture

below, the counting direction will be leftward/rightward. The same case for tall and thin shape located at left (right)

position, the counting direction is upward/downward.

o;% ) ﬁg Direction:
Leftward and nd Rightwe

-
b

4

After drawing detection area, the program will determine the detection location and counting direction

automatically. To calculate single direction flow, press the Set Counting Direction button in the drawing

control panel.

Set
Co u"mtiifig*':i%eetiom
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It needs to delete original detection frame to change the position of detection area (it only allows one

detection area now),

[
relpspse e
e R e e
.a ‘e |

Setting Single Person Size

Due to various camera mounting situations, it needs to adjust single person size after setting detection

area. There are three ways to set single person size:

Method 1: Input setting parameters directly. Parameter 1 is pixel amount and parameter 2 is contour length.
Suggest using method 2 or 3 if not familiar with parameter definition. Parameter 1 is 1430 and parameter 2

is 180 for the case below.
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Method 2: Set single person size manually. Follow the steps below.

1. Press Set Single Person Size Manually button in the drawing control panel.

2. Drag rectangle in the window. Suggest pausing video when there is a passenger. Then drag

rectangle according to this object. It will calculate the parameters automatically after drawing.
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Method 3: Get single person size automatically. Follow the steps below.

1. Press Get Single Person Size Automatically button in the drawing control panel.

2. Program will calculate average single person size parameters according to the current people

flow.

Notice: It is necessary to adjust sensitivity to get accurate segmentation because each segmented object will be treated as

single person. Reduce sensitivity if shadow or noise is easily segmented as object. Increase sensitivity if one person is

segmented into several objects or can not be segmented.
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3. Press Get Single Person Size Automatically button again to end calculation and reflect result in
the single person size parameter setting area (the parameters are not changed if there is no

segmented object during calculation period).

Tuning Parameters:

Start calculating people flow after setting options. Using tuning function to adjust detection parameters if
there is overcount or undercount situation. Press Overcount button to increase parameters in overcount

case; press Undercount button to decrease parameters in undercount case.

Start counting:

Program can start calculating people flow after drawing detection area & setting single person size. It will

capture background first. The counting is started under the following condition:
= Scene without change for several frames

= After a couple of seconds
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The program is starting calculating when the video window appears detection frame and counting numbers.
It will update background information continuously during calculation. Objects remaining static within video

window for a couple of time will be merged as background information.

Calculating condition when detection area located in the border of video window (This detection condition

is more strictly, suitable for arcade to calculate people flow without entering door.):

IN Coming from the edge of window & entering partial detection area

ouT Going through detection & touching the edge of window

Calculating condition when detection area located in the center of video window (suitable for passage or

door with passengers):

Upward Moving from bottom (left) side, passing through detection area, to top (right) side
(Rightward)

Downward Moving from top (right) side, passing through detection area, to bottom (left) side
(Leftward)
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Feature Description

© PET 2> BETEEIE minute(s) (171440)
Sensitivity [1..5]: “_ -~

[Rumming Time

Time from starting to now. It will reset the running time after a statistics period and export calculation result

to log file.

e Ay Rl minute(s] (171440)
Count Sensitivity [1..5): ‘ - - EBRE
e RestadReople G:-u

Reset counting process. Program will export previous calculation result to log file, capture new

background information and restart counting.

&> &5 [ETEEIE minute(s] (171440

Sensitivity [1..5): % - ENER
<D IColn

Counting number after starting (Up/Left, Down/Right)

(T3] <25 [ETHEIE minute(s] (171440
Count Sensitivity [1..5): ‘Q > m

D Averegs PassengersPer o,

Average passengers per hour (Up/Left, Down/Right)
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Count

HAverage per hour

Time for counting cycle. Program will reset counting process and export result to log file when

finishing counting a cycle.

Count

HAverage per hour

Object segmentation sensitivity (1~5, larger number means more sensitive) Reduce sensitivity if
shadow or noise is easily segmented as object. Increase sensitivity if one person is segmented into

several objects or can not be segmented.

&> [£.5-] ml minute(s] (11440)

[m{ﬁ

Average per hour

Count

HAverage per hour

Reset detection parameters to default values
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riteria

! C

Enable/disable mask related features

/ C

riteria

—

_Ib_l

=mbelete

Remove all masks

f C

riteria

=

Display,

S MObject:

Enable/disable display object frame

g —
Criteria
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v

Set non-segmentation area. Up to 10 mask
areas can be used. Use mask for unstable
background (ex: leaves, flags) to avoid incorrect
calculation. Mask area will display as negative

image frame.

f C

riteria

Get single person size parameters

automatically

298




f C

riteria

Open drawing control panel

T
counting:

Diretion

Change counting direction

Freeze current video display Close drawing control panel
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AEEendix 12

An Example of IP Camera
(Video Server) Network setting

Here we take EtroVision IP camera (video server) as an example.

Modify IP address of IP camera (video server)

1. Run EtroScan Utility that comes with EtroVision IP camera (video server).

@f Set Program Access and Defaults
'ﬁ& windows Catalog

windows Update

) Documents
Settings
Seatch
Help and Suppart

Run...

Log Off jasson...

Windows XP Professional

Turn OFf Computer...

2. Scan the available IP cameras in the network. Modify the IP address to be located within the same

sub network of your DVR site.

Q ETROUISION i [ [}
www.etravision.com EtroScan Utlhtv

Tyne | IP Address | MAC Address [ Hostname [ Madel [sn [ o

.Static 192.168.0.200 00-0A-B1-05-02-A9  EtroVision NS MNiA MNIA

.Statit 192.168.0.230 00-19-6C-11-3B-25  EV3000 Ev3131 MiA 21.¢

.Statl: 192.168.0.250 00-0E-CH-02-40-28 WIDEOSERY... RYKIP2400 J268000879 2.2

< i s
Scan I Change Setting Clear Table Exit |
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Edit IP Camera settings

Run web browser and enter IP address of IP camera to enter camera setting page. The default

username/password combination for EtroVision IP camera is “root/pass”.

® Eﬁ?ﬂ.!gr!gﬂ EV3000 Video Server @
Status Video =
Basic
begian Yideo Setting
Wideo Compression Type
e Resolution [l B
Date / Time
S e P Only =
Expert Bitrate Type @ Caonstant Bitrate O Wariable Bitrate
Frame Per Sec
wWideo Field Type ® NTSC O PaL

PTZ Control settings

Control PTZ camera through video sever, follow the steps below:
1. Switch to PTZ Control page.
2. Select Transparent from Channel Model (PTZ Model).

3. Reboot the video server.

Q ETRoUIsIon TR,

www.etrovision.com EV3000 Video Server
RS PTZ Control
Basic
Network ) Channel 1
Channel Model (PTZ Model)
Channel ID(Rx Adtress)
05D
Baud Rate E2400 ™
Expert
pary

Note: You must use set ID/PW to connect the Video Server in huperVision site server.
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Connect Multiple IP Cameras under NAT

Follow the steps below to connect IP cameras under NAT (firewall):

1. Change the A/V Port of video server from default 1852 to other actually available port number
under this NAT (ex: 11852).

Q ETROUISION T EETETETEES__-"

www.etravision.com EV3000 Video Server

Status Port
Basic

MNetwark Web

Weh Port 80

¥ideo + Audio

05D A Port |1852 11852,
Expert

'F.‘.TZ :Cantro\

2. Choose an available port of NAT (e.g. 5180) and forward it to the default port (HTTP Port) of
video server (here we use EtroVision 151 as an example).

NAT => Configure Port Redirection Table

Port Redirection Table

# Mode Service Name Protocol Public Port Private IP Pg:::e Active
1 |Single x| [IP Camera [TcP =] |4242 | J192.188.0.115 o | ®
2 [single = [P camera2  [ToP 2] a2z | [192.188.0.108 o 4
3 [Single =] [Hunt | = J192.188.0.108 TR =
4 [single =] Jacky acTi [~ =] fponz | [192.188.0.130 bz |
5 [Single 7] [lackyl [Ter =] [Enem [i32 158 0 135 [iscee |
6 [Single (7] [Jacky2 fTcr = Jie0s0 | [192.168.0.108 [ese | @
7 [Single 7] [iacky ACTI [TcP =] 1830 [192.188 0,130 o | ®
8 [Single (7] [EwovSCmdPort [TCP ] 5280 | [192.188.0.152 g | B
9 [single =] [EtrovsCrmdPort” [ =] 39103 | 192.163.0.151 o109 O
(10 Singe =] [Evevsormaies [1c =] pio 192 1650151 B ® |
3. Then, assign the NAT open port with the new A/V Port (e.g. 11852).
Index No. 20
¥ Enable Open Ports
Comment W
WaN Interface IW
Local Computer IW | ﬁ%ﬂm
Protocol Start Port End Port Protocol Start Port End Port
. [ree fmee 1 [me ] e W D : b
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nuperVision

4. Inthe huperVision Site Server, add new IP camera with the IP Address of NAT and the

corresponding port (5180) which has been forward to HTTP port of video server. Leave the
Camera Model to [Auto detect].

5. After making the settings, you can find the correct model of Video Server in the IP camera list.

192.168.0,103:80 HUMT - HLC-811
192,168.0,104:80 HUNT - HLT-86F
192,168.0.130:80 ACTI - 4C0D2100
192,168.0.118:80 ACTI - ACDZ100
*102,168.0,146:80 ACTI - 4CD2100
192.168.0.132:80 ACTi - ACDZ100
192.168.0,106:5108 VIVOTEK - PT31x4
192,168.0,138:5118 YIVOTEK - ¥52101

K Tne il ={= N a W at=n] T T o4 4

huperlab.com:5180 Etrovision - E¥3000

You can use the same steps to connect multiple IP cameras under this NAT.
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